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FOREWORD

The ITU TelecommunicationStandardizatiorSector (ITU-T) is apermanent organ of the Internatioriedlecom-
munication Union. The ITU-T igesponsible for studying technical, operatiagd tariff questionsand issuing
Recommendations on them with a view to standardizing telecommunications on a worldwide basis.

The World Telecommunication Standardizatidbonference (WTSC), which meetsery fouryears, established the
topics for study by the ITU-T Study Groups which, in their turn, produce Recommendations on these topics.

ITU-T Recommendation X.75 was revised by the ITU-T Study Group VII (1988-EtByas approved bthe WTSC
(Helsinki, March 1-12, 1993).

NOTES

1 As a consequence of a reform proosghin the International Telecommunication Union (ITU), the CCITT
ceased to exist as of 28 FebruaBg93. In its place, theT'U TelecommunicatiorStandardizatiorSector (ITU-T) was
created as of 1 March 1993. Similarly, in this refgsrocessthe CCIR and thelFRB have been replaced by the
Radiocommunication Sector.

In order not to delay publication of this Recommendation, no change has been rhadext toreferences containing
the acronyms “CCITT, CCIR or IFRB” otheir associated entities such as Plenasgembly,Secretariat, etc. Future
editions of this Recommendation will contain the proper terminology related to the new ITU structure.

2 In this Recommendation, the expression “Administration”uised for conciseness to indicate both a
telecommunication administration and a recognized operating agency.

0 ITU 1993

All rights reserved. No part of this publication may be reproduced or utilized in any form or by any means, electronic or
mechanical, including photocopying and microfilm, without permission in writing from the ITU.
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Recommendation X.75

PACKET-SWITCHED SIGNALLING SYSTEM
BETWEEN PUBLIC NETWORKS PROVIDING
DATA TRANSMISSION SERVICES

(Provisional, Geneva, 1978; amended at Geneva, 1980,

Malaga-Torremolinos, 1984, Melbourne, 1988, and Helsinki, 1993)

The establishment in various countries of public networks providing packet-switched data transmission services (creates
a need to standardize international interworking.

The CCITT,

considering

(a) thatRecommendation X.1 includepecific user classes of service ftata terminal equipments operating in
the packetmode, Recommendation X.2 defines user facilities, Recommendations X.25, X.28, X.2®nd.X132
define DTE/DCE interface characteristics and Recommendation X.96 defines call progress signals;

(b) that thelogical links Aland G1 in an internationalonnection arelefined in Recommendation X.92 for
packet-switched data transmission services;

(c) that Recommendations X.300, X.30dnd X.302 definethe general principleand arrangements for
interworking between public data networks, and between public data networks and other public networks;

(d) that Recommendations X.320, X.322, X.328d X.325 provide descriptions of interworking cases among
networks;
(e) that Recommendation X.180 defirtae administrative arrangemetits IntentionalClosed User Groups and

that Recommendation X.181 definése administrative arrangemerfty the provision of international Permanent
Virtual Circuits;

® that the necessary elements of the signalling terminal (STE) intdtza@mmendation at the gateway/transit
data switching exchange should be defined independently as:

Physical layer— the mechanical, electrical, functiorahd procedural characteristics to activateaintain
and deactivate the physical link at the signalling terminal interface;

Link layer — the linklayer procedures fatlata interchangacrossthe interfacebetweenthe signalling
terminals;

Packet layer — the packet formaind signallingorocedures fothe exchange gfackets containing control
information and user data at the signalling terminal interface;

(9) that Recommendations X.134, X.135, X.186d X.137 definethe quality ofservice parameters in public
networks providing packet-switched data transmission services;

(h) thatRecommendations X.110, X.128,164 andE.166/X.122 describthe routing principlesind numbering
plans for public networks including ISDNS;
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unanimously declares

1) that thebasic systenstructure of the signallingnd data transfegrocedures in terms of elements, should be
as specified in the IntroductioBasic system structure;

2) that the mechanicaglectrical, functionahnd procedural characteristics to activateqintain anddeactivate
the physical link at the signalling terminal interface should @pasified in clause Physical layer — Characteristics
of the signalling terminal/physical circuit interface;

3) that the linklayer procedures which operaieerthe physical circuitendprovide a mechanism for reliable
transport of packets dhe signalling terminal interface should be specified in clause 2Link layer procedures
between signalling terminals;

4) that thepacket signallingprocedures fothe exchange of call informaticeind user data at the signalling
terminal interface should be as specified in clause 3 bé&aaket layer procedures betwesgnalling terminals;

5) that thepacket format for packets exchangedta signalling terminal interface should be specified in
clause 4 belowPacket formats for virtual calls and permanent virtual circuits;

6) that theprocedureand formats for user facilitiesind network utilities at the signalling terminal interface
should be as specified in clausé”?socedure and formats for user facilities and netwatikties.

0 Introduction

0.1 General

This Recommendation defindse characteristicand operation of a signallingystem for use omterconnecting links
between various types of public networks to providernetwork data transmissi@ervices. It permitghe transfer of
call control and network control information and user traffic.

The Recommendation appliesab links between packet-switched pubtdata networks in different countriasdalso
in a number of cases ofternational links withiSDNs as specified in RecommendatXr800. These include links
between ISDNsand packet-switched publidata networksand linksbetween ISDNgroviding packet-switched data
transmissiorservices as defined in RecommendatB1. It may also be used on sutihks where thetwo public
networks are in the same country.

Each internetwork linkcomprises two directly connectesignalling terminals (STEs) each withinpablic network.
Transmission facilitiepetweerthe two STEs may compriseither one or a number of circuits. Each STEdsociated
with one end of one link and is part of an exchange or exchange function in the public network.

Certain parts of thilRecommendation apply in only lamited range of interworking situations; these atearly
indicated in the textSome concertinks between public networks ithe same countryndothers concern linkahere
at least one public network is not a packet-switched data network.

The protocol elements included ithis Recommendatiortan beused to supporthe Network Layer Service for
interworking situations.

2 Recommendation X.75 (03/93)



0.2 Elements

The system isnade up of communicating elements which function independandyaretherefore defined separately.
These elements are:

a) the physical circuits which comprise transmission facilities, and a set of mechanical, electrical functional
andprocedural interface characteristlostweenthe transmission facilitieand the signalling terminals
and which provide a mechanism for information transfer between two signalling terminals;

b) the linklayer procedures which operaieerthe physical circuitendprovide a mechanism for reliable
transport of packetbetweenthe two signalling terminals independently of the particutgpes of
physical circuit in use;

c) the packetfayer procedures which ugbe link layer proceduresnd provide a mechanism for the
exchange of call control information and user traffic between the two signalling terminals.

0.3 Basic system structure

The basic system structure of the signalling procedures, in terms of the elements, is shown in Figure 1.

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

Higher layer functions Packet Link
— call control layer - layer : I fTra}ﬂtsi,mlssmn
— network control procedures procedures ‘ aciiives
— user traffic o XY
+ interface
Signalling terminal (STE)
Exchange X or Y ‘ T0717740-93/D01

FIGURE 1/X.75
Basic system structure of signalling procedures

NOTE — Applicable to this Recommendation:

a) STE-X denotes the STE of the exchange under consideration on the link concerned;

b) STE-Y denotes the STE of the other exchange under consideration on the link;

c) The STE-X/STE-Y interface is abbreviated to the X/Y interface;

d) Multiple X/Y interfacesmay beused between two networks. thiis caseeach X/Y interface behaves according to

the physical, link and packet layer formats and procedures within this Recommendation.

Recommendation X.75 (03/93) 3



1 Physical layer — Characteristics of the signalling terminal/physical circuit interface

The characteristics of the signalling terminal/physical circuit interfdetned ashe physicalayer elementshall be
in accordance with Recommendation G.703, for physical cirbaittng a bearer rate of 64 kbitied optionally, by
bilateral agreement, 2 Mbit/s.

For 2 Mbit/s, the frame structumnforms to Recommendation G.704. Time slot O will be useth®detection of
faults (G.732), the indication of alarms, and for maintenance facilities (loop baoke)slot 16 is not used in order to
have the same structure as an H 12 channel. The remaining 38ldisishould be used as one single bit stream of
1920 kbit/s. Further information is given in Appendix II.

In addition, Administrationsnay use fodigital circuits any other recognized rate (e.g. 1.544 Mbittgnes 64 kbit/s
channels) by bilateral agreement.

However, for arinterim period by bilateral agreemeatyy other recognized rates could be used for analogue circuits,
in which casehe characteristics of the signalling terminal/physical circuit interface shall aecordance with the
appropriate V-Series Recommendations.

Each physical circuit of the link must be capable of supporting duplex operation.

In the case ofinternational interworkindpetween packet-switched pubtiata networks, thenk is assimed to be data
link Al and/or data link GI in terms of the hypothetical reference connections defined in Recommendation X.92.

2 Link layer procedures between signalling terminals

2.1 Scope and field of application

2.1.1  In order to provide a mechanism fitre reliable transport qfackets between twgignalling terminals, it is

necessary to define a procedure whielhacceptanddeliver packets tthe packetayer when either single or multiple
physical circuitsareemployed. A multiplicity of physical circuits i®quired if theeffects ofcircuit failures are not to

disrupt the packet layer operation.

2.1.2  The Single linkprocedure (SLP) described 2 to 2.4 isused fordata interchangever asingle physical
circuit, conforming to the description given inldgtween twaSTEs. When multiple physical circuigse employed in
parallel this single linlprocedure is used independently on each cieit the Multilinkprocedure (MLP) described
in 2.5 may be used fodata interchangever thesemultiple parallel links. In addition, wheonly a single physical
circuit is employed, Administrations may agree bilaterally to use this multilink procedure over the one link.

2.1.3  Each transmission facility is duplex.

2.1.4 The single linkprocedure is based updhe Link access procedure (LAPB) described 4fK.25. The
procedure usethe principle anderminology ofthe Highlevel data linkcontrol (HDLC) procedure specified by the
International Organisation for Standardisation (ISO).

The multilink procedure is based on the principle and terminology of the multilink procedure specified by ISO.

2.1.5 For each SLP employedither extendedhode (modulo 128) or non-extended mode (modulo 8) may be used.
The choice of the mode employed for such link procedures is independent of all others and of the choice of mode for the
corresponding packet layer procedures. All choices are matters for bilateral agreement.

NOTE — Appendixll provides guidelines for transmission over chanméll long round-trip delay and/or transmission
rates higher than 64 kbit/s.
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2.2 Frame structure

2.2.1  All transmissions are in frames conformingaime of the formats dfables land 2. Theflag preceding the
address field is defined #ise opening flag. The flafpllowing the Frame checkingequence (FCS) field is defined as

the closing flag.

TABLE 1/X.75

Frame formats (modulo 8)

Bit order of
transmission 12345678 12345678 1t08 16t01 12345678
Flag Address Control FCS Flag
F A C FCS F
01111110 8 bits 8 bits 16 bits 01111110
Bit order of
transmission 12345678 12345678 1t08 16t01 12345678
Flag Address Control Informatior FCS Flag
F A C | FCS F
01111110 8 bits 8 bits N bits 16 bits 01111110
FCS Frame checking sequence
O<N<N1-32
TABLE 2/X.75
Frame formats (modulo 128)
Bit order of
transmission 12345678 12345678 Pho 16to 1 12345678
Flag Address Control FCS Flag
F A C FCS F
01111110 8 bits bits 2 16 bits 01111110
Bit order
of transmission 12345678 12345678 Fro 16to 1 12345678
Flag Address Control Informatior FCS Flag
F A C | FCS F
01111110 8 bits bits @ N bits 16 bits 01111110

0<N=<N1-40

FCS Frame checking sequence

8 Sixteen bitsfor frame formatsthat contain sequence numberspBs for frame formatsthat donot contain sequence
numbers (see Note).

NOTE — For an interim period, frames that do not contain sequence numbers may alternatively have a 16-bit control fiel
as described in 2.3.2.1.3.

d format
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222 Flag sequence

All frames shall start and end with the flag sequence consisting of onélolied bysix contiguous 1 bitandone 0
bit. The STE shalbnly send completand distincteight-bit flag sequences whesending multiple flagsequences
(see2.2.1 1). A single flag may be used as both the closing flag for one frame and the opening flag for the next frame.

2.2.3 Address field

The addresfield shall consist of one octeT he addres§ield identifiesthe intendedeceiver of a command frame and
the transmitter of a response frame. The coding of the address field is described in 2.4.2.

2.2.4 Control field

The control field shall consist of one or two octets. The content of this field is described in 2.3.2.

2.25 Information field

The informationfield of a frame, when preserfgllows the controlfield (see2.2.4) andprecedeghe framecheck
sequence (se22.7).See2.3.4.9, 2.5.2 and #r the various codingand groupings of bits in the informatidireld as
used in this Recommendation.

See 2.3.4.9 and 2.4.8.5 with regard to the maximum information field length.

2.2.6 Transparency

The STE, when transmitting, shall examine the frame comemieenthe two flag sequencemcluding the address,
control, informationand FCS fieldsand shall insert a Bit afterall sequences of five contiguous | bftacluding the
lastfive bits ofthe FCS) to ensurinat aflag sequence isot simulated. The STE, when receiving, shall examine the
frame content and shall discard any 0 bit which directly follows five contiguous 1 bits.

227 Frame checking sequence (FCS) field

The notationused to describehe FCS is based orhe property of cyclic codeghat a code vectorsuch as
1000000100001 can be represented pyplgnomial PK) = x12 + x5 + 1. The elements of amelementcode word are
thus thecoefficients of a polynomial ajrdern — 1. In this application, thesmefficientscan have th&alue 0 or 1 and
the polynomial operationare performed modulo 2The polynomial representinthe content of a frame is generated
using the first bit received after the frame opening flag as the coefficient of the highest order term.

The FCS field shall be a 16-bit sequence. It shall be the ones complement of the sum (modulo 2) of:

1) the remainder ofk (x15 + x14 + x13 + x12 + 11 + x10 4 X9 + xB + X7 + X8 + x> + x4 + X3 + X2 + X + 1)
divided (modulo 2) byhe generatopolynomial ¥6 + x12 + x> + 1 where k is the number of bits in the
frame existing between, buabt including, the final bit of the opening flamd thefirst bit of the FCS,
excluding bits inserted for transparency; and

2) the remainder of the division (modulo 2) by the generator polynodfial x12 + x5 + 1 of the product of
x16 py the content of the frame existibgtween, buhot including, the final bit of the opening flag and
the first bit of the FCS, excluding bits inserted for transparency.

As a typical implementation, at the transmitter, the initial content of the registerdé\toe computinghe remainder

of the division is preset tall 1s and is themodified bythe division by the generatpolynomial (as describeabove)

on the address, contrahd informatiorfields; the ones complement dhe resulting remainder is transmitted as the
16-bit FCS.

As the receiver, thaitial content of the register of thdevice computinghe remainder is preset &l 1s. The final
remainder, after multiplication ¥t and then division (modulo 2) by the generator polynori@ix12 + x5 + 1 of the
serial incoming protected bitsnd FCS, will be 000111010000111%1¢ throughx9, respectively) inthe absence of
transmission errors.

NOTE - Explanatory examples are given in Appendix I/X.25.

6 Recommendation X.75 (03/93)



2.2.8 Order of bit transmission

Addresses, commands, resporsedsequence numbeshall be transmitted with tHew order bit first (for example,
the first bit of the sequence number that is transmitted shall have the weight 2).

The order of transmittingits within the informatiorfield is notspecifiedunder 2. TheFCS shall be transmitted to

the line commencing with theoefficient ofthe highest term, which i®und in bit position 16 ofthe FCS field(see
Tables land 2).

NOTE - In Tables 3, 4, 5, 6, 7, 8 and 10, bit 1 is defined as the low order bit.

2.2.9 Invalid frames

The definition of an invalid frame is described in 2.3.5.3.

2.2.10 Frame abortion

Aborting a frame is performed by transmitting at least seven contiguous 1s (with no inserted 0s).

2.2.11 Interframe time fill

Interframe time fill is accomplished hyansmitting contiguous flags between frames., multiple eight-bit flag
sequences (see 2.2.2).

2.2.12 Link channel states

A link channel as defined here is the means for transmission for one direction.

2.2.12.1 Active channel state

The incoming or outgoing channel defined to be in an active condition when it is receivingransmittingres-
pectively, a frame, an abortion sequence or inter frame time fill.

2.2.12.2 Idle channel state

The incoming or outgoing channel éefined to be in an idle condition when it is receivingtr@nsmitting, res-
pectively, a contiguous 1 state for a period of at least 15 bit times.

See2.3.5.5for a description oSTE action when an idle condition exists on its inconmghgnnelfor an excessive
period of time.

2.3 Elements of procedures
2.3.1 The elements of procedures are defined in terms of actions that occur on receipt of frames.

A procedure is derived from these elements of procedamesisdescribed in2.4. Together, 2.2nd 2.3form the
general requirements for the proper management of the link.

2.3.2 Control field formats and parameters

2.3.2.1 Control field formats
The control field contains a command or a response, and sequence numbers where applicable.

Threetypes ofcontrol field formats (see TablesaBd 4) araised to perform numbered information transfer (I format),
numbered supervisory functions (S format) and unnumbered control functions (U format).

Recommendation X.75 (03/93) 7



TABLE 3/X.75

Control field formats (modulo 8)

Control
field bits 1 2 3 4 5 6 7
| format 0 N(S) P N(R)
S format 1 0 S S P/F N(R)
U format 1 1 M M P/F M M
N(S) Transmitter send sequence number (bit 2 = low-order bit).
N(R) Transmitter receive sequence number (bit 6 = low-order bit).
S Supervisory function bit.
M Modifier function bit.
P/F  Poll bit when issued as a command, final bit when issued as a response (1 = Poll/Final).
P Poll bit (1 = Poll).
TABLE 4/X.75
a) Control field formats (modulo 128)
1st octet 2nd octet
Control field bits 1| 2| 3| 4| 5| 6| 7| 8| 9|10]| 11| 12| 13| 14/ 15 14
| format 0 N(S) P N(R)
S format 1| o S| s| X| X| X| X|PF N(R)
U format 1 1 M M| PIFf M M M
b) Alternative U format; control field formats (modulo 128) (See Note)
1st octet 2nd octet
Control field bits 1| 2| 3| 4| 5| 6| 7| 8| 9|10]| 11| 12| 13| 14/ 15 14
U format 1 1 M M U M M M | PIF| X X X X X X
N(S) Transmitter send sequence number (bit 2 = low-order bit)

N(R)

X Reserved and set to 0

U Unspecified

PIF

that consists of a 2-octet control field.

Transmitter receive sequence number (bit 10 = low-order bit)
S Supervisory function bit
M Modifier function bit

Poll bit when issued as a command, final bit when issued as a response (1 = Poll/Final)
P Poll bit (1 = Poll)

NOTE - For an interim period, as described in 2.3.2.1.3, Administrations may bilaterally agree to use an unformiaéred

Recommendation X.75
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2.3.2.1.1 Information transfer format — |

The | format isused to perform an information transféhe functions of N(S)N(R) and P/F independent: i.e., each
| frame has a N(S), a N(R) which may or may not acknowledge additional | frame received by the STE, and a P bit.

2.3.2.1.2 Supervisory format — S

The S format isised to perforntink supervisory control functions such as acknowledge | frames, regaesinission
of | frames,and torequest a temporary suspension of transmission of | frames. The functiéfiRo&ind P/F are
independent; i.e., eacupervisory framéas arN(R) whichmay or maynot acknowledgeadditional | frameseceived
by the STE, and a P/F bit that may be set to 0 or 1.

2.3.2.1.3 Unnumbered format — U

The U format isused to provide additiondihk control functions. This format contains sequence number bdbes
include a P/F bithatmay be set to 0 to I'he encoding of the unnumbered commaaddresponses is as defined in
Tables 5and 6.Unnumbered U frames make use of a single octet control field for both modntbeXtended modulo
128 operationsHowever, for aninterim periodandfor extended modulo 128 operations ordgmeAdministrations
may choose after bilateral agreement, the 2 octet control field coding desciifyexd Fable 6.

2.3.2.2 Control field parameters

The various parameters associated with the control field formats are described below.

2.3.2.2.1Modulus

Each | frame is sequentially numberaad may havethe value Othroughmodulus minus 1 (where “modulus” is the
modulus of thesequence numbersjhe modulus equals 8 or 128d thesequence numbecycle through the entire
range.

2.3.2.2.2 Send state variable V(S)

The send state variabtlenoteghe sequence number tie next in-sequence | frame to be transmitted. The send state
variable can take on the value 0 through modulus minus 1. The value of the send state variable is incremented by 1 with
eachsuccessive frame transmission, but canmotceed N(R) ofhe lastreceived | or S format frame by matean the
maximum number of outstanding | framé} (The value ok is defined in 2.4.8.6.

2.3.2.2.3 Send sequence number N(S)

Only | frames contain N(Sjhe sendsequence number tfinsmitted frames. At the time of an in-sequence | frame is
designated for transmission, the value of N(S) is set equal to the value of the send state variable.

2.3.2.2.4 Receive state variable V(R)

The receive state variable denotib® sequence number tie next in-sequence | franexpected to be receivethis
receive state variablean take on th&alues Othroughmodulus minus 1. Thealue ofthe receive state variable is
incremented by | by the receipt of an error free, in-sequence | frdrasesend sequence number N(S) equals the
receive state variable.

2.3.2.2.5 Receive sequence number N(R)
All | framesandsupervisory framesontain N(R), thexpected send sequence numbehefnextreceived | frame. At
the time that drame of theabove types islesignated fotransmission, th@alue of N(R) is set equal ttve current

value of the receive state variable. N(R) indicdleg the STE transmitting th&(R) hasreceived correctlyll | frames
numbered up to and including [N(R) — 1].

2.3.2.2.6 Poll/Final (P/F) bit

All frames contain P/F the Poll/Final bit. In command frames the P/F bit is referred to as the P bit. In response frames it
is referred to as the F bit.

Recommendation X.75  (03/93) 9



2.3.3 Functions of the Poll/Final bit

The Poll bit set to 1 issed bythe STE to solicit (poll) a response from the other STE.FHihal bitset to 1 is used by
the STE to indicate the response frame transmitted by the other STE as a result of the soliciting (poll) command.

The use of the P/F bit is described in 2.4.3.

2.3.4 Commands and responses
The following commands and responses will be supported by the STE and are represented in Tables 5 and 6.

The supervisory function bit encoding Bhdthose encodings of the modifier function bitsTiables 3and 4 notden-
tified in Tables 5 and 6, are identified as undefined or not implemented command and response control fields.

The commands and responses are as follows:

2.3.4.1 Information (I) command

The function of the information (I) command is to transfeross alata linksequentially numbered frames containing
an information field.

2.3.4.2 Receive ready (RR) command and response

The Receive ready (RR) supervisory frame is used by the STE to:
1) indicate it is ready to receive an | frame;

2) acknowledge previously received | frames numbered up to and including [N(R) — 1].
An RR frame may be used itedicate the clearance ofbaisyconditionthatwas reported byhe earlier transmission of

an RNR frame by that same STE. In addition to indicating the STE status, the RR command with the P bit set to 1 may
be used by an STE to ask for the status of the other STE.

TABLE 5/X.75

Commands and responses (modulo 8)

1 2 3 4 5 6 7 8

Format Command Response Encoding
Information transfer | (information) 0 N(S) P N(R)
Supervisory RR (receive ready RR (receive ready 1 0 0] 0 |PF N(R
RNR (receive not RNR (receive not 1 0 1 0] PF N(R)
ready) ready)
REJ (reject) REJ (reject) 1 0 0 1 PIF N(R)
SABM (set asynchronous
balanced mode) 1 1 1 1 P 1 0 O
Unnumbered
DISC (disconnect) 1 1 0 O P 0 1
FRMR (frame reject) 1 1 1 0 F o 0 1
UA  (unnumbered
acknowledge- 1 1 0 0 = 1 1 0
ment)

DM  (disconnected
mode) 1 1 1 1 F 0O 0 O
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TABLE 6/X.75

a) Commands and responses (modulo 128)

2 3 4 5 6 7 8 9 10to1f
Format Command Response Encoding
Information | (information) N(S) P N(R)
transfer
Supervision RR (receive RR (receive 0O 0 O O O O o0|PF N(R)
ready) ready)
RNR  (receive RNR (receive 0O 1 0 O O O o] PF N(R)
not ready) not ready)
REJ (reject) REJ (reject) 1 0 0 1 00 O 0| PF N(R)
Un- SABME (set
numbered asynchronous
balanced 1 1 1P| 1 1 O
mode
extended)
DISC (disconnect) 1 1 0 o m®$m 0 1

FRMR (frame
reject)

UA (un-
numbered
acknow-
ledgement)

DM (disconnected
mode)

b)  Alternative unnumbered commands and responses (modulo 12&ee Note 2)

1 2 3 45 6

7 8 9 10 11 12 13 14 15 16

Format Command Response Encoding (Note 1)
Unnumbered | SABME (set
asynchronous
balanced 1111fUuj1 1 0P/0OO0O0O0O0OO0OTO0TO
mode
extended)
DISC (disconnect) 1 1 00(Uj0 1 O 0 00 0O
FRMR (frame 11 10(Uj0 01 0 00 0O
reject)
UA  (unnumbered
acknow- 1100fUjl 1 0F/O0O0OUOU OU OO
ledgement)
DM (disconnected |1 1 1 1(U|O0O O O/F|0O O O O O O O
mode)
NOTES

1  Bit5 of unnumbered format frames is unspecified in alternajive

2 For an interim period, as described in 2.3.2.1.3, Administrati@ydilaterally agree to usefarmatthat consists of

a 2-octet control field.

Recommendation X.75
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2.3.4.3 Receive not ready (RNR) command and response

The Receivenot ready (RNR) supervisorframe is used byhe STE to indicate &#usy condition; i.e., temporary
inability to accept additional incoming | frames. | frames numbered apddncludingN(R) — 1] areacknowledged.

| frame N(R)and any subsequent | frames received, if aage notacknowledgedthe acceptance status of these
| frames will be indicated in subsequent frames.

In addition to indicating the STE status, the RNR command with the P bit set to 1 may be used by an SDE tleeask
status of the other STE.

2.3.4.4 Reject (REJ) command and response

The reject (REJ) supervisory frame is usedthg STE to request retransmission of | frames starting with the frame
numbered N(R). | frames numbered [N(R) —alt]d below are acknowledged. Additional | frames pendiigtial
transmission may be transmitted following the retransmitted | frame(s).

Only one REJ exception condition for a given direction of information transfer may be established at any time. The REJ
exception condition is cleared (reset) upon the receipt of an | frame with an N(S) equal to the N(R) of the REJ frame.

An REJ frame may be used to indicate the clearancéo$yconditionthatwas reported bthe earlier transmission of
an RNR frame by that same STE. In addition to indicating the STE status, the REJ command with the P bit set to 1 may
be used by an STE to ask for the status of the other STE.

2.3.4.5 Setasynchronous balanced mod¢SABM) command and set asynchronous balanced mode extended
(SABME) command

The SABM unnumbered command is used to pléoe addressed STE in the asynchronous balammete (ABM)
information transfer phase, where all command/response control fields will be one octet in length.

The SABME unnumbered command is used to plékce addressed STE in the asynchronous balamcede
information transfer phase, where numbered command/response control fields wilb bectets inlength and
unnumbered command response fields will be one octet in length (see Note).

No information field is permitted withhe SABM and SABME command.The transmission of SABM/SABME
command indicates the clearance diuayconditionthatwas reported bthe earlier transmission of &NR frame by
thatsame STE. The STE confirnegceptance of SABM/SABME (modulo 8/modulo 128)thg transmission at the
first opportunity of an UA response. Upon acceptance of this command both the send statearatiitdeeceive state
variable are set to 0.

Previously transmitted | frames that are unacknowledged when this command is actioned remain unacknowledged.

NOTE — For aninterim period, as described in 2.3.2.1.3, Administratiovay bilaterally agree to use f@rmat that
consists of a 2-octet control field.

2.3.4.6 Disconnect (DISC) command

The DISC unnumbered commandused taterminate thenode previously set. It is useditdorm the STE receiving
the DISC commandhat the STE sending thBISC command is suspending operation. No information field is
permitted with the DISC command. Prior to actioning the DISC command, the addressed STE confinospiaace

of DISC by the transmission of an UA response. The STE sending the DISC entdisctimmected phase when it
receives the acknowledging UA response.

Previously transmitted | frames that are unacknowledged when this command is actioned remain unacknowledged.
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2.3.4.7 Unnumbered acknowledge (UA) response

The UA unnumbered responseused bythe STE toacknowledgethe receiptand acceptance othe mode-setting
commandsReceivednode-setting commands are not activatadl the UAresponse is transmitted. The transmission
of an UA response indicates the clearance misyconditionthatwas reported byhe earlier transmission of an RNR
frame by that same STE. No information field is permitted with the UA response.

2.3.4.8 Disconnected mode (DM) response

The DM unnumbered responseused to report a status whehe STE idogically disconnected frorthe link, and is

in thedisconnected phas€&he DM response is sent ihis phase imesponse to the reception of a seide command,
to inform the STE that the STE is still éisconnected phassd cannogction a set mode command. No information
field is permitted with the DM response.

An STE in a disconnected phase will moniteceived commandandwill react to anSABM/SABME command as
outlined in 2.4.4andwill respond with a DM response with the F bit set to 1 to any other commeaaived with
the P bit set to 1.

2.3.4.9 Frame reject (FRMR) response

The FRMR unnumbered response is usedhsy STE to report an error condition metoverable byetransmission of
the identical frame, i.e., at least one of the following conditions, which results from the receipt of a valid frame:

1) the receipt of a command or a response control field that is undefined or not implemented,;
2) the receipt of an | frame with an information field which exceeds the maximum established length;
3) the receipt of an invalid N(R);

4) the receipt of a frame with an informatifheld which is not permitted dahe receipt of @aupervisory or
unnumbered frame with incorrect length;

5) the receipt of aupervisory frame witlthe F bit set to lexceptduring a timerrecoverycondition as
described in 2.4.5.9 or except as a reply to a command sent with the P bit set to 1;

6) the receipt of an unexpected UA or DM response;

7) the receipt of an invalid N(S).

An invalid N(R) is defined as one which points to an | frame wihiabpreviously beerransmitted an@cknowledged
or to an | frame which has nbeentransmitted and is not the nesequential | frame awaiting transmission. A valid
N(R) must bewithin the rangdrom thelowestsend sequence number N(S}toé stillunacknowledged frame(s) to the
current STE send state variable included (or to the cumésrinal variablex if the STE is in the timerecovery
condition as described in 2.4.5.9. This constraint applies even if the STE is in a frame rejection condition.

An invalid N(S) is an in-sequence N(S), i.e. an N(S) equal to V(R), which is equal to the last trand(®jted,
where k is the maximum number of outstanding fran{ese2.4.8.6). An invalid N(S) denotes a framaéndow
violation.

An information field which immediatelyollows the control field,and consists of 3 octets (modulo 8) or 5 octets
(modulo 128), igeturned with thigesponseand providesthe reasorior the FRMR responseThis format is given in
Tables 7 and 8.

For condition 4) listed above, bits W and X should be set to 1.

For conditions 5), 6) and 7) listed above, bit W should be set to 1.

In all casesthe STE receiving thERMR should examine the contents of tlegected frame control field fdurther
clarification of the cause of the error before recording this error.
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TABLE 7/X.75

FRMR information field format (modulo 8)

Information field bits

123 456178 9 101112 13 141516 118 19 20 21 22 23 24

Rejected frame control field 0 V(S) C/R V(R W X Y| Z 0 a q 0

Rejected frame control field is the control field of the received frame which caused the frame reject.

V(S) is the current send state variable value at the STE reporting the rejection condition (bit 10 = low-order bit).
C/R setto 1 indicates the rejected frame was a response. C/R set to 0 indicates the rejected frame was a comma
V(R) is the current receive state variable value at the STE reporting the rejection condition (bit 14 = low-order bit).
W  setto 1 indicates that the control field received and returned in bits 1 through 8 was invalid or not implemented.
X set to 1 indicates that theontrol field received and returned liits 1through 8 was considered invalid because |the

Y  setto 1 indicates that the information field received exceeded the maximum established capacity.
z set to 1 indicates the control field received and returned in bits 1 through 8 contained an invalid N(R).
Bits 9 and 21 through 24 shall be set to 0.

nd.

frame contained an information field which is not permitted Witk frame or is a supervisory or unnumbered frame

with incorrect length. Bit W must be set to 1 in conjunction with this bit.

TABLE 8/X.75

FRMR information field format (modulo 128)

Information field bits

1to 16 17 18to 24 25 26to32 3334 35 36 37 38 39 40

Rejected frame control field 0 V(S) C/R V(R W X Y| Z 0 0 q 0

Rejected frame control field is the control field of the received frame which caused the frame rejedchéNbgctedrame
is an unnumbered frame, tlgentrol field ofthe rejected frame is positioned It positions 1-8, with 9-1&et to 0. If,

however, the interim solution mentioned in 2.3.2.1.3 is adopted, the 2-octet control field will be placed in bit positior|s 1-16.

V(S) is the current send state variable value at the STE reporting the rejection condition (bit 18 = low order bit).

C/R setto 1 indicates the rejected frame was a response. C/R set to 0 indicates the rejected frame was a command.

V(R) is the current receive state variable value at the STE reporting the rejection condition (bit 26 = low-order bit).

W  setto 1 indicates that the control field received and returned in bits 1 through 16 was invalid or not implemented.

X  setto 1 indicates that thentrol field received and returned biits 1through 16 was considered invalid because

the

frame contained an information field which is not permitted Witk frame or is a supervisory or unnumbered frame

with incorrect length. Bit W must be set to 1 in conjunction with this bit.
Y  setto 1 indicates that the information field received exceeded the maximum established capacity.
V4 set to 1 indicates the control field received and returned in bits 1 through 16 contained an invalid N(R).

Bits 17 and 37 through 40 shall be set to 0.

14
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2.35 Exception condition reporting and recovery

The erromrecovery procedureshich are available teffect recovery followinghe detection/occurrence of an exception
condition at thdink layeraredescribed belowException conditions describedethose situations whicimay occur as
the result of transmission errors, STE malfunction or operational situations.

2.3.5.1 Busy condition

The busy condition results when an STE is temporarily unable to continueedeive | frames due toternal
constraints, e.greceive bufferindimitations. In thiscase an RNRrame is transmitted from theusy STE. | frames
pending transmissiomay betransmitted from théusy STE prior to orfollowing the RNR frame. An indicatiorthat
the busycondition hasleared is communicated by the transmission of an(&My in response to a SABM/SABME
command), RR, REJ or SABM/SABME (modulo 8/modulo 128) frame.

2.3.5.2 N(S) sequence error condition

The informationfield of all | frames received whose N(S) doest equal thereceive state variable V(R) will be
discarded.

An N(S) sequencerrorexception condition occurs thereceiver when an | frame received contains an N(S) which is
not equal to theeceive state variable V(R) #ie receiver. Theeceiver doesiot acknowledggincrement itsreceive
state variable) the | frame causing the sequence error, or any | frame which may follow until an | frameowittethe
N(S) is received.

An STE which receives one or more valid | frames hageguence errors or subsequaigervisory frames (RR, RNR
and REJ) shall acceptthe control information contained in ti&R) field and theP/F bit to performlink control
functions; e.g., tweceive acknowledgement of previousignsmitted | framesnd tocausethe STE to respond (P bit
sent to 1).

2.3.5.2.1 REJ recovery

The REJ frame is used by a receivi8J E to initiate arecovery(retransmission) followinghe detection of alN(S)
sequence error.

With respect to each direction of transmissiontioe link, only onesent REJ exception condition from &TE is
established at a time. A sent REJ exception condition is cleared when the requested | frame is received.

An STE receivingREJinitiates sequential (re-)transmission of | frames starting with the | frame indicated W{Rhe
obtained in the REJ frame.

The retransmitted frame(s) may contain an N(R) and a P bit that is updatedridtherefore different from, thenes
contained in the originally transmitted | frame(s).

2.3.5.2.2 Time-out recovery

If an STE, due to a transmission error, does not receive (or receives and discards) a single | frame or the last | frames in
a sequence of | frames, it will not detect an N(S) sequence error condition and therefore will not transmit an REJ frame.
The STE which transmitted thamacknowledged | frame(shall, following the completion of @ystem specifietime-

out period (see 2.4.5.9 and 2.4.8.1), take appropriate recovery action to determine at which | frame retransmission must
begin. The retransmitted framegy contain arN(R) and a Pbit that areupdated fromandtherefore different from,

the ones contained in the originally transmitted | frames.
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2.3.5.3 Invalid frame condition

Any framewhich is invalid will be discardedind noaction is taken as the resulttbfat frame. An invalid frame is
defined as one which:

a) is not properly bounded by two flags;

b) in non-extended (modulo 8) operation, contafawer than 32 bits between flags; in extended
(modulo 128) operation, contairiswer than 40bits between flags of frameabat containsequence
numbers or 32 bits between flags of frames that do not contain sequence numbers.

NOTE — Or fewer than 40 bits (modulo 128) if 2-octet control field is used as alternative b)ttarinterim
period (see 2.3.2.1.3).

c) contains a Frame check sequence (FCS) error,

d) contains an address othtéian A or B(for singlelink operation) or othethan C or D(for multilink
operation).

For those networkthat areoctetaligned, a detection of non-octet alignmergy be made dhe linklayer byadding a
frame validity checkthat requires the number of bitsetweenthe opening flagand theclosing flag, excluding bits
inserted for transparency, to be an integral number of octets in length, or the frame considered invalid.

2.3.5.4 Frame rejection condition

A frame rejection condition is established upon the receipt of an error-free frame with one of the conditions listed
in 2.3.4.9.

This frame rejection exception condition is reported by sending an FRMR response for appropriate STE action.

Once an STHasestablished a frame rejection condition, no additional | or S format franeesccepteduntil the
condition is reset except for examinationtioé P bit. TheFRMR response may be repeated at each opportunity, as
specified in2.4.7.3 untilrecovery is effected bthe other STE or until the STE initiates @®&n recovery in case the
other STE does not respond.

2.3.5.5 Excessive idle channel state condition on incoming channel

Upon detection of an idlehannel state conditiofsee2.2.12.2) on the incoming channel, the STE shall vmita
period T3 (se®.4.8.3) without takinginy specificaction, waiting for detection of eturn to theactive channel state
(i.e., detection of at least one flag sequence). Afterperiod T3, the STE shailbtify the MLP or the packetayer of
the excessiveidle channel state conditiomut shall not takeany actionthat would precludethe other STErom
establishing the link by normal link set-up procedures.

The value of T3 is a system parameter and is agreed bilaterally.

2.4 Description of the procedures

24.1 Extended and non-extended modes of operation

Changingfrom non-extended operation to extended operatiowjcerversa, requires bilateral agreemantd is not
supported dynamically.

Table 5 indicates the commaaddresponse control field formats used witle nonextended (modulo 8) service. The
mode setting commaremployed tdnitialize (set up) or reset theon extended mode e SABM command. Table 6
indicates the commanand response control field formats used witie extendedmodulo 128) serviceThe mode
setting command employed to initialize (set up) or reset the extended mode is the SABME command.
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2.4.2 Procedure for addressing
Commands are sent with the remote STE address and responses are sent with the local STE address.

In order to allow differentiationbetweensingle link operation and multilink operation for diagnostiand/or
maintenance reasons, different addais encodings shall be assigned to links operating with the mulpliogedure
(MLP) compared to links operating with the single link procedure (SLP). These STE addresses are coded as follows:

Address 12 3 4 5 6 7 8

Single link operation A 11 0 0 O O o0 o
B 1 0 0 0 0 0O O O
Multilink operation C 11 1 1 0 O 0 O
D 11 1 0o 0 0 0 O

A and B, or C and D, are assigned by bilateral agreement between the Administrations.

2.4.3 Procedure for the use of the P/F bit

The STE receiving aBABM/SABME, DISC, supervisory command or | frame wiitle P bit set to 1 will set the F bit
to 1 in the next response frame it transmits.

The response frame returned by the STE t§ABM/SABME or DISC commandith the P bit set to 1 will be an UA

or DM response with the F bit set to 1. The response frame returned by the STE to an | frame with the P bit set to 1,
received during the information transfer phase, will be an RR, REJ, RNR or FRMR response with the F bit set to 1. The
response frame returned by the STE tupervisory command witthe P bit set to Ireceivedduring the information

transfer phase, will be an RR, REJ, RNR or FRMR response with the F bit set to 1.

The response frame returned to an | framsugervisory frame witlthe P bit set to 1received inthe disconnected
phase, will be a DM with F bit set to 1.

The P bit may be used by the STE in conjunction with the time-out recovery condition (see 2.4.5.9).

When not used the P/F bit is set to 0.
NOTE — Other use of the P bit by the STE is a subject for further study.

2.4.4 Procedures for link set up and disconnection

2.4.4.1 Link setup
The STE will indicate that it is able to set up the link by transmitting contiguous flags (active channel state).

Either STEmay nitialize the link by sendinABM/SABME (modulo 8/modulo 12&nd starting Timer T1 iorder
to determine whetoo much time haglapsed waiting for a replyf.he oppositeSTE upon receivingABM/SABME
correctly, sends UAndresets both its state variables to 0. If UAdseived correctlythen the link isset upand the
initiating STE resets both its state variables to 0 and stops Timer T1.

If, upon receipt of SABM/SABME correctlyhe STE determinethat it cannot enter theadicated phase, it sends the
DM response.

When receiving the DM response, the STE witiak transmitted aBABM/SABME stopsits Timer T1 anddoes not
enter the information transfer phase.

The STE sending SABM/SABME will ignore and discard any frames except SABM/SABME, DIS@ndAMfrom
the other STE.

Frames other than UA and DM in response to a rec&¥&M/SABME will be sentonly afterthe link isset upand if
no outstanding SABM/SABME exists.
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If an SABM/SABME or DISCcommand, UA or DM response is n@ceived correctlythe result will bethat the
Timer T1 will run out in the STE which originally sent tf®ABM/SABME and that the STHEnay resendSABM/
SABME and restart Timer T1.

After transmission of SABM/SABME N2 times by the STE, appropriate recovery action will be initiated.

The value of N2 is defined in 2.4.8.4.

2.4.4.2 Information transfer phase

After having transmitted the UA response to 8%BM/SABME command ohavingreceivedthe UA response to a
transmittedSABM/SABME command, the STE wilacceptand transmit | andgupervisory frames according to the
procedures described in 2.4.5.

When receiving an SABM/SABME (modulo 8/modulo 128) command while in the information transfer phase, the STE
will conform to the resetting procedure described in 2.4.7.

2.4.4.3 Link disconnection

During the information transfer phase, either STE shall indicate a réquek$connectinghe link by transmitting a
DISC command, and it shall start Timer T1 (see 2.4.8.1).

The STE, orcorrectly receiving a DISC command, will send a UA respars® enter thelisconnected phase. The

STE, on receiving a UA or DM response to a sent DISC command, stops its timer, and enters the disconnected phase. If
a UA or DM response is nokceived correctlythis will result in the expiration of the Timer T1 in the STE which
originally sent the DISC command. If Timer Tdns out, this STE will retransmit ®ISC commandand restart

Timer T1. This action will continuentil a UAresponse or a DM response is correctly receivathtit recovery takes

place at a higher layer after transmission of DISC N2 times. The value of N2 is defined in 2.4.8.4.

2.4.4.4 Disconnected phase

2.4.4.4.1After having received a DISC command and returned a UA response, or having received the UA response to a
transmitted DISC command, the STE will enter the disconnected phase.

In the disconnected phase, the STE may initiatedetkup. In thelisconnected phasthe STE will react to the receipt
of an SABM/SABME command as describedd®.4.1, will react to the receipt of an unsolicited DM response in
accordance with 2.3.4.8 and will transmit a DM response in answer to a received DISC command.

When receiving any other command frame (defined, or undefined or not implemented) with the P bit set to 1, the STE
will transmit a DM response with the F bit set to 1. Other frames received in the disconnected phase will be ignored.

2.4.4.4.2After recovery from annternal malfunction, the STHay either initiate a resetting proceduiee2.4.7) or
disconnect the link (see 2.4.4.3) prior to a link set up procedure (see 2.4.4.1).

2.4.4.5 Collision of unnumbered commands
Collision situations shall be resolved in the following way.

2.4.4.5.1If the sent andeceived unnumbered commarate the same, each STE shall send theréshonse at the
earliest possible opportunity. Each STE shall enter the indicated phase after receiving a UA response.

2.4.4.5.2If the sent andeceived unnumbered commarate different, each STE shall enter tlisconnected phase
and issue a DM response at the earliest possible opportunity.

2.4.5 Procedures for information transfer

The procedures which apply the transmission of | frames in each direction during the information transfer phase are
described below.

In the following, “number onehigher” is inreference to a continuously repeated sequence seegs? is 1 higher

than 6and 0 is 1 higher than 7 for modulo 8 series, and 127 is 1 higher than 126 and 0 is thaigti&f for modulo
128 series.
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2.45.1 Sending | frames

When the STE has an | frame to transmit (i.e., an | framalneady transmitted, or having to be retransmitted as
described ir2.4.5.6), it will transmit it with amN(S) equal to its current send state variable V&8) anN(R) equal to

its currentreceive state variable V(R). Alhe end of the transmission of the | frame, it will increment its send state
variable V(S) by 1.

If the Timer T1 is not running at the time of transmission of an | frame, it will be started.

If the send state variable V(S) is equal to the Vafite of N(R) received plus k (where ktlee maximum number of
outstanding | framessee2.4.8.6) the STE will not transmény new | frames, but magetransmit an | frame as
described in 2.4.5.6 or 2.4.5.9.

When the STE is in bBusycondition, it maystill transmit | framegprovidedthat the other STE is ndiusy.When in
the frame rejection condition, the STE will stop transmitting | frames.

2.45.2 Receiving an 1 frame

2.4.5.2.1When the STE is not in lausyconditionandreceives a valid | framehosesend sequence number N(S) is
equal to the STIEeceive state variable V(Rhe STE willacceptthe informationfield of this frame, increment by one
its receive state variable V(R), and act as follows:

a) Ifthe STE is still not in a busy condition:

i) Ifan | frame is available for transmission tye STE, itmayact as in 2.4.5.Andacknowledge the
received | frame by setting N(R) the controlffield of the next transmitted | frame to thalue of
the STEreceive state variable V(RYhe STEmay also acknowledgthe received | frame by
transmitting an RR with the N(R) equal to the value of the STE receive state variable V(R).

i) If no | frame is available for transmission the STE, it will transmit an RR with tHé(R) equal to
the value of the STE receive state variable V(R).

b) If the STE isnow in a busyondition, it will transmit arRNR frame with N(R) equal tthe value of the
STE receive state variable V(R) (see 2.4.5.8).

2.4.5.2.2When the STE is in a busy condition, it may ignore the information field contained in a received | frame.

2.4.5.3 Reception of invalid frames

When the STE receives an invalid frame (see 2.3.5.3), this frame will be discarded.

2.45.4 Reception of out of sequence | frames

When the STHeceives a valid | frame&hosesend sequence number is incorréet,, not equal to the current STE
receive state variable V(R), it will discard the information field of the frame and transmit a REJ frame with the N(R) set
to onehigher than theN(S) of the lastorrectly received | framélhe REJ frame will be a command frame with the

P bit set to 1 if an acknowledg#édnsfer of the retransmission request is requiotiterwisethe REJ frame may be

either a command or a response frame. The STE will then discard the information field of all | frames received until the
expected 1 frame is correctly receiv&lhen receiving thexpected | framethe STE will then acknowledgethe |

frame as described i2.4.5.2. The STE wilusethe N(R) and Pbit information in the discard | frames, dsscribed

in 2.3.5.2.

2.455 Receiving acknowledgement

When correctly receiving an | frame or a supervisory frame (RR, RNR or REJ), ererbirsycondition except in the
frame rejection condition, the STE will consider tHéR) contained inthis frame as amcknowledgement for all
| frames it has transmitted with &{(S) up toand including theeceived N(R) — 1The STE willstopTimer T1 when
it correctly receives an | frame or a supervisory framign the N(R) higher than thdast received N(R) (actually
acknowledging some | frames), or an REJ frame with an N(R) equal to the last received N(R).
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If Timer T1 hasbeen reseaind if there are outstandingframes still unacknowledged, Timer T1 will be restarted.
If Timer T1 then runsout, the STE willfollow the retransmission procedufe 2.4.5.9) withrespect to the
unacknowledged | frames.

2.45.6 Receiving an REJ frame

When receiving afREJ framethe STE will set its send state variable V(S) to M{R) received inthe REJ control
field. It will transmit the corresponding | frame s®on as it is available aetransmit it inaccordance with the
procedures described in 2.4.5.1. (Re)transmission will conform to the following procedure:

i) If the STE is transmitting aupervisory command or response when it receivefREJ frame, it will
complete that transmission before commencing transmission of the requested | frame.

i) If the STE is transmitting an unnumbered commandesponse when it receivdse REJ frame, it will
ignore the request for retransmission.

iii) If the STE is transmitting an | frame when tREJ frame is received, it may abdine | frame and
commence transmission of the requested | frame immediately after abortion.

iv) If the STE is not transmittingny frame when thREJ frame is received, it will commence transmission
of the requested | frame immediately.

In all cases, if other unacknowledged | frames have alrbadptransmittedfollowing the one indicated in the REJ
frame, thenthose | frames will be retransmitted by the SfbEowing the retransmission of the requested | frame.
Other | frames not yet transmitted may be transmitted following the retransmitted | frames.

If the REJ frame was received frotne other STE as a command with the P bit set to 1, the STEHamfimit an RR,
RNR or REJ response with the F bit set to 1 before transmitting or retransmitting the corresponding | frame.

2.45.7 Receiving an RNR frame

After receiving an RNR frame whose N(R) acknowledges all frames previously transmitted, the STE will stop Timer T1
and may then transmit an | frame, with the P bit set to 0, whose send sequence number is equéR}ortieated in

the RNR frame, restarting the Timer T1 asdibes. After receiving aRNR framewhose N(R)indicates gpreviously
transmitted frame, the STE will not transmit or retransmit any | frame, Timer T1 being alvedlyg. In eithecase,

if the Timer T1 runsout beforereceipt of abusyclearance indication, the STE wibllow the procedurealescribed

in 2.4.5.9. In any case, the STE will nainsmitany other | framebeforereceiving an RR or REJ frame loefore the
completion of a link resetting procedure.

2.4.5.8 STE busy condition

When the STE enterskasycondition, it will transmit arRNR frame at the earliest opportunity. TR&R frame will

be a command frame with the P bit set to 1 ifasknowledgedransfer of thebusy condition indication is required,;
otherwisethe RNR frame may besither a command or response frame. While inbih&y condition, the STEwill
acceptand process supervisory frames, will acceptd processthe contents of th&l(R) fields of | framesand will
return anRNR response with the F bit set to 1 iféiceives a supervisory command or | command fraitrethe P bit
set to 1. To clear thieusycondition, the STE will transmit either &EJ frame or an RR frame, with N(R) set to the
currentreceive state variable V(R), depending on whetharodrit discarded information fields ebrrectly received

| frames. TheREJ frame othe RR frame will be a command frame with the P bit set to 1 éfcknowledged transfer
of the busy-to-non-busyransition is requiredytherwisethe REJ frame othe RR framenay beeither a command or a
response frame.

2.4.5.9 Waiting acknowledgement

If Timer T1 runsout waiting forthe acknowledgement frorthe other STHor an | frametransmitted, the STHill
enter the timerecoverycondition, add one to its transmission attempt variabkset aninternalvariable “x” to the
currentvalue of its send state variable V($he STE willthen restart Timer Tlset its send state variable to the last
value of N(R) received frorthe other STE and retransmit tb@rresponding | frame with the P bit set to 1transmit

an appropriate supervisory command frame (RR, RNR or REJ) with the P bit set to 1.
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The timer recovery condition is cleared when the STE receives a valid supervisory frame with the F bit set to 1.

If, while in the timer recovery condition, the ST&rrectly receives a supervisory framigh the F bit set to Andwith
the N(R) within the rangefrom its current send state variable V(S) to x included, it will clear the tietmvery
condition (including stopping Timer THndset its send state variable V(S) to tadue ofthereceived N(R)and may
then resume with | frame transmission or retransmission, as appropriate.

If, while in the timerrecoverycondition, the STEorrectly receives an | frame or a supervisory fravite the P/F bit

set to Oand with avalid N(R) (see2.3.4.9) within the rang&om its current send state variable V(S) to x included,

it will not clear the timemrecoverycondition. Thevalue ofthe received N(R) may be used to upd#te send state
variable V(S). However, the STE may decide to keep the last transmitted | frame in store (even if it is acknowledged) in
order to be able to retransmit it when the P bit set to 1 when Timer T1 runs out at a later time.

If Timer T1 runsout in the timerecoverycondition, the STE will add one to its transmission attempt variable, restart
Timer T1, and either retransmit the | frame sent with the P bit set to 1 or transmit an appsopeatesory command
with the P bit set to 1.

If the transmission attempt variable is equal to N2, the STE will initiai@karesettingprocedure as described
in 2.4.7.2. N2 is a system parameter (see 2.4.8.4).

24.6 Conditions for link resetting or link reinitialization (link set-up)

2.4.6.1 When the STE receives, during the information transfer phase, a frame which is not(se&fi@.5.3) with
one of the conditions listed in 2.3.4.9, the STE will request the other STE to inifiate resettingprocedure by
transmitting an FRMR response as described in 2.4.7.3.

2.4.6.2 When the STHeceives,during the information transfer phase, BRMR response from the other STE,
the STE will initiate the link resetting procedures as described in 2.4.7.2.

247 Procedure for link resetting

2.4.7.1 The link resettingorocedure is used tmitialize both directions of information transfer according to the
procedure described below. The link resetting procedure only applies during the information transfer phase.

2.4.7.2 The link resetting procedure indicates a clearance of the busy condition, if present.

The STE will initiate alink resetting by transmitting aBABM/SABME command tdhe other STE and starting its
Timer T1(see2.4.8.1).Upon reception of a UA response frahe other STE, the STE will reset its seamtt receive
state variables V(SndV(R) to zero, will stogts Timer T1, andvill remain in the information transfer phadépon
reception of a DM response from the DTE as a denial ttrtkeesettingrequest, the STE wilitop itsTimer T1 and
will enter the disconnected phase.

If upon receipt of th6&ABM/SABME command correctithe STE determinethat it cancontinue in the information
transfer phase, it willeturn a UAresponse, will reset its semdidreceive state variables V(8hdV(R) to zero, and
will remain in the information transfer phadé. upon receipt of th6sABM/SABME command correctlythe STE
determineghat it cannot remain in the information transfer phaswiilit return a DMresponse as a denial to the
resetting request and will enter the disconnected phase.

The STE, having sent &ABM/SABME command, will ignorenddiscard any frames except 8ABM/SABME or
DISC command, UA or DM response receivétle receipt of atsABM/SABME or DISC command frorthe other
STE will result in a collision situatiothat isresolvedper 2.4.4.5. Frames oth#ttan the UA or DMresponse sent in
response to a received SABM/SABME or DISC command wilidrgonly afterthe link isresetand if no outstanding
SABM/SABME command exists.

After the STE sends theABM/SABME command, if a UA or DM response is meteived correctlyTimer T1 will
runout. The STE wilthen resend thEABM/SABME commandandwill restart Timer T1 After N2 attempts to reset
the link, the STE will initiate appropriate higher layecoveryactionandwill enter thedisconnected phas&he value
of N2 is defined in 2.4.8.4.
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2.4.7.3 The STE may ask the other STE to reset the link by transmitting an FRMR response (see 2.4.6.1).

After transmitting arFRMR response, the STE will enter the frame rejection condition. The frame rejection condition
is cleared when the STieceives otransmits arSABM/SABME or DISCcommandAny other framereceived while

in the frame rejection condition will cause the STE to retransmit the FRMR response with the same information field as
originally transmitted.

The STEmaystart Timer T1 on transmission of tRRMR response. If Timer Ttunsout beforethe framerejection
condition is cleared the STiBay retransmit thdFRMR responseand restart Timer T1After N2 attempts to get the
other STE to reset thénk, the STEmay resethe link itself as described i2.4.7.2. Thevalue of N2 is defined
in 2.4.8.4.

In the frame rejection condition, | framaad supervisory frames wilhot be transmitted. Alsoeceived | frames and
supervisory frames will be discarded the STEexcept forthe observance of a P bit set to When an additional
FRMR response must be transmitted as a result of the receipt of a P bit set to 1 while Timarihinig, Timer T1

will continue to run.

Upon reception of &RMR response (eveduring a framerejection condition), the STE will initiate a resetting
procedure by transmitting a SABM/SABME command as described in 2.4.7.2.

24.8 List of system parameters

The system parameters are as follows:

2.4.8.1 TimerT1

The period of Timer T1, at the end of which transmission of a framebeinitiated, is asystemparameter agreed for
a period of time between the Administrations.

The period of Timer T1 will take into account whether the timer is started at the beginning or end of transmission of
the frame in the STE.

The proper operation of the procedure requiteg the transmitter’s Timer T1 be greatkan themaximum time
betweertransmission of a framgABM/SABME, DISC, | for supervisory command, or DM IBRMR response) and
the reception of the corresponding frame) returned as an answetfoame (UA, DM or acknowledging frame).
Therefore, theeceiver STE should naotelaythe response or acknowledging frame returned to one abitnveframes
by more than a value T2, where T2 is a system parameter (see 2.4.8.2).

The STE will notdelay the response or acknowledging frame returned to one dilibeeframes by morghan a
period T2.

2.4.8.2 Parameter T2

The period of parameter T2 shall indicate the amount of time available at thebeSaiEe the acknowledging
frame must be initiated in order to ensure its receipt by the other STE prior to Tinrainfihg out at the STE
(parameter TX Timer T1).

2.4.8.3 TimerT3
The STE shall support a Timer T3 system parameter, the value of which shall be made known to both STEs.

The period of Timer T3, at the end of which an indication oblaserved excessivelgng idle channel state condition

is passed tthe packetayer orthe MLP, shall besufficiently greaterthan theperiod of the Timer T1 (i.e., T3 T1) so

that the expiration of T3 provides the desired level of assurance that the link channel is in a non-active, non-operational
state, and is in need of link set up before nominal link operation can resume.

2.4.8.4 Maximum number of attempts to complete a transmission, N2
The value ofthe maximum number N2 of transmission and retransmissiongrafm@ followingthe runningout of

Timer T1 is asystemparameter agreddr a period of timéetweenAdministrations. Thevalue of N2can bedifferent
in STE-X and STE-Y.
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2.4.8.5 Maximum number of bits in an | frame, N1

The maximum number of bits in an | frame (excluding flagd Obits inserted for transparency) isgstemparameter
which depends upon the maximum length of the information fields transferred across the X/Y interface.

NOTE — Whenmultilink proceduresare used, N1 shall allovior the multilink control field (MLC). See2.5.2.
Appendix 11/X.25 provides additional information on N1. The utility field has to be added.

2.4.8.6 Maximum number of outstanding | frames, k

The maximum numberk) of sequentially numbered | framélsat the STEmay haveoutstanding (i.e., unacknow-
ledged) at any given time issystemparameter which can nevexceed7/127 (modulo 8/modulo 128). #hall be
agreed for a period of time between Administrations and shall have the same value for both the STEs.

2.5 Multilink procedures (MLP)

The multilink procedurdMLP) exists as an added upper sublayahefdata linkayer, operatindetweernthe packet
layer and a multiplicity of single data link protocol functions (SLPSs) in the data link layer (see Figure 2).

Physical Single link Data link Packet
layer interface layer layer
Entiy 1 SLP1
Entiy 2 SLP 2
MLP
Entiy N SLP N
T0717750-93D02
t Multiple STE t Multiple single t Multilink
interfaces link interface interface

SLP Single link procedure
MLP Multilink procedure

FIGURE 2/X.75
Multilink functional organization

A multilink procedure (MLP) must perform the functions of distributing across the available SLPs, packets which are to
be transmitted to the remote SA&Rd ofresequencing packets received frthra remote STHor delivery tothe packet
layer.

NOTES

1 In25.4.4 (MT1 expiry) and 2.5.4.5 (retransmission), other mechanisms can be envisaged tottecisiane
functions.

2 In 2554 (MN1), 2551 (MT1) and 2.5.5.2 (MT2) other mechanisms can be envisaged to thehsvae
functions.
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25.1 Field of application

The optional multilink procedur@MLP) describedbelow isused fordata interchangever one or moreingle link
procedures (SLPs), each conforming to the description in 2.2n8.2.4, in paralldbetween twdSTES. The multilink
procedure provides the following general features:

a) achieve economy and reliability of service by providing multiple SLPs between two STES;

b) permit addition and deletion of SLPs without interrupting the service provided by the multiple SLPs;

c) optimize bandwidth utilization of a group of SLPs through load sharing;

d) achieve graceful degradation of service when an SLP(s) fails;

e) provide each multiple SLP group with a single logical data link layer appearance to the packet layer; and

f)  provide sequencing of the received packets prior to delivering them to the packet layer.

2.5.2 Multilink frame structure

All information transfers over an SLP are in multilink frames conforming to one of the formats shown in Table 9.

TABLE 9/X.75
Multilink frame formats

Multilink frame

FIA|C MLC FCS |F

2 octets

»
»

Multilink frame

A

A
v

F|A|C MLC Information FCS |F

2 octets

T0717760-93/D03

A
v

2.5.2.1 Multilink control field

The multilink control field (MLC) consists of two octets and its contents are described in 2.5.3.

2.5.2.2 Multilink information field

The informationfield of a multilink frame, when presenfpllows the MLC. See2.5.3.2.3, 2.5.3.2.4 and fér the
various codings and grouping of bits in the multilink information field.

253 Multilink control field format and parameters

2.5.3.1 Multilink control field format

The relationship shown in Table 10 existedweerthe order of bitslelivered to/received from an Sla?d thecoding
of the fields in the multilink control field.

2.5.3.2 Multilink control field parameters

The various parametemsssociated witlthe multilink controlfield format are described below. See Table 10 and
Figure 3.
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2.5.3.2.1 Void sequencing bit (V)

Thevoid sequencing bit (V) indicates if a receivadltilink frame shall besubjected to sequencimpnstraints. V set
to 1 means sequencing shall not be required. V set to 0 means sequencing shall be required.

NOTE — For the purpose of this Recommendation, this bit shall be set to 0.

2.5.3.2.2 Sequence check option bit (S)

The sequence check option bit (S) is omlignificant when V is set to 1 (indicatingpat sequencing of received
multilink frames shall not be required).s&t to 1shall mean ndMN(S) numberhasbeen assigned. S set tcsBall
mean anMN(S) numberhasbeen assigned, gbat althoughsequencing shall not be required, a duplicate multilink
frame check may be made, as well as a missing multilink frame identified.

NOTE — For the purpose of this Recommendation, this bit shall be set to 0.

TABLE 10/X.75

Multilink control field format

I First bit delivered to/received from an SLP

1+ 4567 89 16
MNH(S) |V|S|R|C MNL(S)

28 211 20 e 27

P Multilink control field R

T0717770-93/D04
Weight of bits in MN(S)

MNH(S) Bits 9-12 of 12-bit multilink send sequence number MN(S)
MNL(S) Bits 1-8 of 12-bit multilink send sequence number MN(S)

\Y Void sequencing bit

S Sequence check option bit
R MLP reset request bit

Cc MLP reset confirmation bit

2.5.3.2.3 MLP reset request bit (R)

The MLP reset request bit (R) is used to requeshutilink reset (see2.5.4.2). R set to 0 is used mormal

communication; i.e., no requefstr a multilink reset. R set to 1 issed bythe STEMLP to requesthe reset of the
remote MLP state variables. lthis R = 1 case, the multilink informatiofield doesnot contain packetayer

information, but may contain an optional 8-bit cause field that incorporates the reason for the reset.

NOTE — The encoding of the cause field is a subject for further study.

2.5.3.2.4 MLP reset confirmation bit (C)

The MLP reset confirmation bi¢C) is used in reply to an R bit set tqske2.5.3.2.3) to confirm the resetting of the
multilink state variableg¢see2.5.4.2). C set to 0 is used mormal communication; i.e., no multilink reset request has
been activated. C set to 1 is usedtsy STEMLP in reply to amultilink frame from the remote STE with R set to 1,
andindicatesthat theMLP state variable reset procdsgzsbeen completed. Ithis C= 1 case, the multilink frame is
used without an information field.
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2.5.3.2.5 Multilink send state variable MV(S)

The multilink send state variabMV(S) denoteghe sequence number tfie next in-sequence multilink frame to be
assigned to an SLP.he variable can take on thalue Othrough 4095(modulus 4096). Theralue of MV(S) is
incremented by 1 with each successive multilink frame assignment.

2.5.3.2.6 Multilink sequence number MN(S)

Multilink frames contain the multilinlsequence number MN(Syrior to the assignment of an in-sequence multilink
frame, thevalue of MN(S) is updated to equilile value ofthe multilink send state variable MV(S). The multilink
sequence number is used to resequamcktodetect missing@ndduplicate multilink frames at theceiver before the
contents of a multilink frame information field is delivered to the packet layer.

Increasing numbers —»

MV(T) — Oldest multilink sequence number
a not yet acknowledged

<4— MV(S) — Next multilink sequence number
to be used

Transmit window

Increasing numbers —»

MV(R) — Oldest multilink sequence number

_ not yet received

MW — Frames received in this range accepted

MX — Frames received in this range accepted
\ but data loss in the receive window indicated

Receive window

T0717780-93/D05

FIGURE 3/X.75

Parameters
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2.5.3.2.7 Transmitted multilink acknowledged state variable MV(T)

MV(T) is the state variable at the transmitting STE denoting the ahdelsilink frame which is awaiting an indication
that alocal SLPhasreceived an acknowledgement frétsi remote SLPThis variable MV(T) can take on thalue O
through 4095modulus 4096)Somemultilink frames withsequence numbetsgher thanMV(T) may already have
been acknowledged.

2.5.3.2.8 Multilink receive state variable MV(R)

The multilink receive state variable MV(R) denotiee sequence number #te receiving STE of the next in-sequence
multilink frame to bereceivedanddelivered tathe packet layerThis variableMV(R) can take on thgalue Othrough
4095 (modulus 4096). Thealue of MV(R) is updated as described?i’s.4.4. Multilink frames witthighersequence
numbers in the MLP receive window may already have been received.

2.5.3.2.9 Multilink window size MW

MW is the maximum number of sequentially numbered multilink frathasthe STHEnaytransfer to itsSLPs beyond
the lowestnumbered multilink frame which has not st beeracknowledged. MW is a systeparameter which can
never exceed (4095 — MX).

The value of MW shall be agreefletweenAdministrations and shalave the samealue for both STEs for a given
direction of information transfer.

NOTE - Factors which will affect the value of parameter MW include, buta@trémited to single link transmission and
propagation delays, the number of links, the range of multilink frame lengths, and SLP parameters NR, T1 and

The MLP transmit window contains the sequence numbers MV(T) to [MV(T) + MW — 1] inclusive.

The MLP receive windowcontains thesequence numbers MV(R) to [MV(R) + MW-1] inclusive. Amyltilink frame
received within this window shall be delivered to the packet layer when its MN(S) is the same as MV(R).

2.5.3.2.10 Receive MLP window guard region MX

MX is a systemparameter which defines guard region of multilinksequence numbers of fixed sikeginning at
[MV(R) + MW]. The range of MX shall be large enough for the receiving MLP to recogimzbighesMN(S) outside
of its receive window that it may legitimately receive after a multilink frame loss has occurred.

A multilink frame with sequence number MN(S) Y received inthis guard region indicatethat those missing
multilink frame(s) in the range MV(R) to [Y — MW] has (have) been lost. MV(R) is then updated to [Y — MW + 1].

NOTE — A number of methods may be selected in calculating a value for the guard region MX:

a) Inasystem where the transmission MLP asdigitssequence contiguous multilink frames at a time tatthBLP,
MX should be greater than or equal to the sumho#[1 —hy,], wherehp,, equals the smallest encountered.
Where there ark SLPs in the multilink group, MX should be greater than or equal to:

L
> hi+1—hmiy or
i=1

b) In a system wherhe transmittingILP assigns on a rotatidmasish in-sequence, contiguousultilink frames at a
time to each SLP, MX at the receiving MLP should be greater than or eqhfélte I) + 1], wherd. is the number
of SLPs in the multilink group; or

¢) MX should be no larger than MW.

Additional methods of selecting MX values are for further study.
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254 Description of multilink procedure (MLP)

The procedure below is presented from the perspective of the transmitter and receiver of multilink frames.

The arithmetic is performed modulo 4096.

2.5.4.1 |Initialization

The STE will perform amMLP initialization by first resetting MV(S), MV(T)andMV(R) to zeroand then initializing
each of its SLPsUpon successfuinitialization of at least one of th8LPs,the STE shall perform the multilink
resetting procedure as described in 2.5.4.2. An SLP initialization is performed according to 2.4.4.1.

NOTE — An SLPthatcannot be initialized should be declared out of service and approptateery actiorshould be
taken.

2.5.4.2 Multilink resetting procedure

The multilink resetting procedurgovidesthe mechanisnfior synchronizinghe sending andeceiving MLPs in both
STEs when deemed necessanelifier STE. Exactases when a MLP reset procedure will be invakefor further
study. Following a successfolultilink resetting procedure, the multilirdequenc@umbering in each direction begins
with the value 0.

Appendix | provides examples ftle multilink resettingorocedures when initiated by either a single STE obdik
STEs simultaneously.

A multilink frame with R= 1 is used to requestultilink reset,and a multilinkframe with C= 1 confirmsthat the
multilink resetprocesshasbeen completed. An MLP resets MV@)dMV(T) to zero on transfer of a multilink frame
with R=1 and resets the MV(R) to zero on receipt of a multilink frame withlR

When the MLP initiates the resetting procedure, it removes all afrtheknowledgednultilink framesthat are held in
that MLP and its associated SLPs, and retains control of those frames. Hereafter, the ivitiBtishgesnot transmit a
multilink frame with R= C = 0 until thereset process is completed. (One method to remayélink frames in the
SLP is to disconneche link of thatSLP.) The initiatingMLP thenresets its multilink send state variah®/(S) and
its transmitted multilink frameacknowledged state variable MV(T) to zefithe initiating MLP then transmits a
multilink frame with R=1 as a reset request on one ofSit¥sand starts Timer MT3. Thealue ofthe MN(S) field in
the R= 1 frame may be any value, since wher R theMN(S) field is ignored bythe receivingVILP. The initiating
MLP continues to receivand processmultilink frames from the remot®ILP, in accordance witlthe procedures as
described in 2.5.4.4 until it receives a multilink frame witk R from the remote MLP.

An MLP which hasreceived amultilink frame with R= 1 (reset request) in the normal communication status an
initiating MLP starts the operation aescribed abovahe MLP should receive nonultilink frames with R=C =0
until the reseprocess is completed. Any such frame received is discareein theMLP hasalready initiated its own
multilink resetting procedurand has transferred the multiliflame with R= 1 to one of itsSSLPs fortransmission,
that MLP does not repeat the above operation upon receipt of a multilink frame witHrBm the remote MLP.

Receipt of a framevith R = 1 (reset request) causti® receivingMLP to deliver tothe packetayer those packets
already received@nd toidentify thosemultilink frames transmitted but unacknowledged. The patdesr may be
informed of the packet loss at the original value of MV(R) and at any subsequent value(s) of MV(R) for which there has
been nomultilink frame received up t@and including the highestumbered multilink frameeceived.The receiving

MLP then resets its multilink receive state variable MV(R) to zero.
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After an MLPtransmits a multilink frame with R 1 on one of its SLPs, &hall receive confirmation ofuccessful
transfer fromthat SLP as one athe conditiondeforetransmitting a multilink frame with G 1; when the initiating
MLP then received amultilink frame with R= 1, and hasompletedthe variable resetting operati@bove, the
initiating MLP transmits a multilink frame with €1 (reset confirmation) to the remote MLP. When an MLP has

1) received a multilink frame with R 1,
2) sent a multilink frame with R 1 on one of its SLPs, and

3) completed the variable resetting operation above,

that MLP then transmits a multilink frame with €1 (reset confirmation) to the initiatinfgLP as soon as possible,
given that confirmation of the transfer of the R 1 multilink frame haseen received fronthat SLP. The C=1
multilink frame is areply tothe multilink frame with R= 1. Thevalue ofthe MN(S) field in the above C= 1 frame
may be any value, sineeith C = 1 theMN(S) field is ignored byhe receivingiLP. The multilink sequence number
MN(S) received in each direction following multilink reset will begin with the value zero.

When anMLP usesthe same oonly one SLP tdransmit the multilink frame with & 1, theMLP can transmit the
multilink frame with C= 1 immediately after the multilink frame with R 1 without waiting forSLP indication of
transfer completion. AMLP may use twdlifferent SLPs asong as one is used foransmitting the multilinkframe
with R =1 and the other is used for transmitting the multilink frame withXCfollowing receipt othe SLP indication
of successfutransmission of the R 1 multilink frame. A multilink frame with R= C = 1 is never usedndwill be
discarded if received.

When anMLP receiveghe multilink frame with C= 1, theMLP stopsits Timer MT3. Thesuccessfutransmission of
the multilink frame with C= 1 to the remot&LP and thereception of a multilink frame with € 1 from theremote
MLP completeghe resetting procedure. The first multilink frame transmitted with ®= 0 shall have a multilink
sequence number MN(S) value of zefBhe originatingMLP, having successfully delivered multilink frame with
C =1 to the remotdLP, and havingreceived amultilink frame with C= 1, could immediatelyransmit multilink
frames with R= C = 0. However, tansure that the multilinirames with R= C = 0 are not discardebecause they
arrive at the remot®ILP prior to theSLP acknowledgement difie reception of the € 1 multilink frame, the MLP
should use the same SLP as that which acknowledged receipt of the multilink frame=wlith C

When the initiatingViLP receives anultilink frame with C= 1 without havingeceived anultilink frame with R= 1,
it will retransmit the multilink frame with R 1 and restart its Timer MT3.

When an MLP additionally receives one or more multilink frames withlRbetween receiving multilink frame with
R = 1 and transmitting a multilinkame with C= 1, theMLP shall discard the extra multilink frames with=R1.
When anMLP receives anultilink frame with C= 1, which is not aeply to amultilink frame with R= 1, the MLP
shall discard the multilink frame with €1.

After an MLPtransmits a multilink frame with € 1 on one of its SLPshe MLP may receive anultilink frame with
R =1 from the remot®LP. The MLP shall regard the multilink frame with R 1 as a new reset requestd shall

Start the multilink resetting procedure from the beginning.

When Timer MT3 runs out, thdLP restarts the multilink resetting procedure from the beginningvahe of Timer
MT3 shall be large enough to include the transmission, retransmissdbpropagationdelays inthe SLPs,and the
operation time of the MLP that receives a multilink frame with Rand responds with a multilink frame with=Cl.

2.5.4.3 Transmitting multilink frames

2.5.4.3.1 General

The transmitting STBLP shall beresponsible for controllinthe flow of packets fronthe packetevel into multilink
frames and then to the SLPs for transmission to the receiving STE MLP.
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The functions of the transmitting STE MLP shall be to:

1) accept packets from the packer layer,

2) allocate multilink control fields, containing the appropriate sequence number MN(S), to the packets;

3) assure that MN(S) is not assigned outside the MLP transmit window (MW);

4) pass the resultant multilink frames to the SLPs for transmission;

5) accept indications of successful transmission acknowledgements from the SLPs;

6) monitor and recover from transmission failures or difficulties that occur at the SLP sublayer; and

7) accept flow control indications from the SLPs and take appropriate actions.

2.5.4.3.2 Transmission of multi link frames

When the transmittingILP accepts a packet frothe packet layer, it shafilace the packet in a multilink frame,
set the MN(S) equal to MV(S), assure that MN(S) is not assigned outside the transmit window (MW), seaNd & R
to 0, and then increment MV(S) by 1.

In the following, incrementing sen@nd receive state variables is in reference to a continuously repeated sequence
series, i.e., 4095 is 1 higher than 4094, and 0 is 1 higher than 4095 for modulo 4096 series.

If the MN(S) is lesshanMV(T) + MW, and theremote STEhas not indicated bBusycondition on allavailable links,
the transmitting MLP may then assign the new multilink frame to an available link. The transmitting M Ladvednz|
assign thdowest MN(S)unassigned multilink frame firsAlso, the transmittingILP mayassign a multilink frame to
morethanonelink. When theSLP successfully completdbe transmission of a multilink frame(s) by receiving an
acknowledgement from the remote SLP, it shall inditaieto the transmitting/ILP. The transmittingLP maythen
discard theacknowledgednultilink frame(s). As the transmitting STieceives newindications of acknowledgements
from the SLPs, MV(T) shall be advanced to denote the lowest numbered multilink frame not yet acknowledged.

Whenever an SLP indicatésat it hasattempted to transmit a multilink frame N2 times, MieP will then assign the
multilink frame to the same or one or more other links, unles$/th€s) hasbeen acknowledged on some previous
link. The MLP shall always assign the lowest MN(S) frame first.

NOTE 1 — If an MLP implementation is such that a multilink frame is transmitted on more thinkofeeg., to increase
the probability ofsuccessful delivery) there is a possibitityat one of these multilink frame@s.e., a duplicateinay bedelivered to
the remote MLP after an earlier one has been acknowledged [the earlier multilink frame would have resulteddivitigeremote
MLP having incrementeds MV(R) and the transmittindLP having incrementeds MV(T)]. To ensure that awold duplicate
multilink frame is not mistakefor a new frame byhe receiving remote MLP, it is requirdgtiat the transmittindILP shall never
send a new multilink frame with MN(S) equal to MN(S) MW — MX, where MN(S)is associated with a duplicate multilink
frame that is being transmitted on oth&LPs, until all SLPs haveeither successfully transferrethe multilink frame or
retransmitted the frameir maximum number of times. Alternativelthe incrementing of MV(T)nay bewithheld until allSLPs
have either successfully transferred the multilink frame or retransmitted the frame their maximum number of times. These and other
alternatives are for further study.

Flow control is achieved byhe window sizeparameter MW,and throughbusy conditions being indicated by the
remote SLPs.

The MLP will not assign a multilink frame with an MN(S) greateanMV(T) + MW — 1. At the point where the next
multilink frame to be assigned hadN(S) = MV(T) + MW, theMLP shall hold this andubsequentultilink frames
until an indication of acknowledgement that advances MV(T) is received from the SLPs.
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The remoteMLP may exercisdlow control of theMLP by indicating abusycondition over one or more remote STE
SLPs. The number of SLPs made busy will deterrtlieelegree of MLFlow control realized. When thdLP receives
an indication of a remote&SLP busycondition from one or more of its SLPshe MLP may reassign any
unacknowledgednultilink frames that were assigned to those SLPhe MLP will assign the multilink frames
containing the lowest MN(S) to an available SLP as specified above.

In the event of a circuit failure, aBLP reset or SLP disconnectial multilink frames unacknowledged on an SLP
link shall be retransmitted on an operational SLP(s) which is(are) not in the busy condition.

NOTE 2 — The action to baken on the receipt of ZRNR frame bythe SLP whose unacknowledgeaultilink frames
have been removed for further study.

NOTE 3 — The means of detecting transmitting MLP malfunct{ers., sending morthan MW multilink frames) and
the actions to be taken are for further study.

2.5.4.4 Receiving multilink frames

Any multilink frame less than two octets in length shall be discarded by the receiving STE.

NOTE 1 — The procedures to be followed by the receiving STE when V and/or S is equal to 1 are for further study.

When the STEeceivesmultilink frames from one of itSLPs,the STE will compare the multilinkequence number
MN(S) of the received multilink frame to its multilink receive state variable MV(R), and act on the frame as follows:

a) If thereceived MN(S) is equal tthe currentvalue of MV(R),i.e., is the nexexpected insequence
multilink frame, the MLP delivers the packet to the packet layer.

b) If the MN(S) is greatethan the currentalue of MV(R) but lesshan [MV(R) + MW + MX], the MLP
keeps the received multilink frame until condition a) is met, or discards it if it is a duplicate.

c) If the MN(S) is other than that in a) and b) above, the multilink frame is discarded.

NOTE 2 — In case c) abouhe recovery fromthe desynchronization greatéhan MX between thdocal and the
remote MLP,i.e., thevalue of MN(S) assigned to new multilink frames at the rerMit® is higherthan MV(R)+ MW + MX at
the local MLP, is for further study.

On receipt of a multilink frame, MV(R) is incremented in the following way:

i) If MN(S) is equal tothe currentvalue of MV(R), the MV(R) is incremented bythe number of
consecutive in-sequenarultilink frame received. If additionaimultilink frames are awaitinglelivery
pending receipt of a multilink frame witMN(S) equal to MV(R),then Timer MT1(see2.5.5.1) is
restarted; otherwise MT1 is stopped.

i) If MN(S) is greaterthan the currenvalue of MV(R) but lesshan MV(R) + MW, MV(R) remains
unchanged. Timer MT1 is started, if not already running.

i) If MN(S) is =2 MV(R) + MW but < MV(R) + MW + MX, MV(R) is incremented to MN(S) — MW 1
and then th@acket layer may be informed thie packetoss atthe originalvalue of MV(R). As MV(R)
is being incremented, if the multilink frame wilthN(S) = MV(R) has notyet beerreceivedthe packet
layer may be informed dhe packeloss also; ifthe multilink frame withMN(S) = MV(R) hasbeen
received, it is delivered tthe packet layer. AfteMV(R) reaches MN(S) — MW+ 1, it maythen be
incremented further as above until the first unacknowledged MN(S) is encountered (see Figure 4).

iv) If the MN(S) is other than that in i), ii) and iii) above, MV(R) remains unchanged.
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If Timer MT1 runsout, MV(R) is incremented to MN(S) ohe next multilink frame awaitingelivery tothe packet
layer and then thpacket layer may be informed thfe packetoss atthe originalMV(R). The proceduréollows i) and
a) above as long as there are consecutive in-sequence multilink frames which have been received.

Whenflow control of the otheMLP is desired, one or more SLP(s) may be madadaate abusycondition. The
number of remote SLPs made busy determines the degree of flow control realized.

If the MLP can exhaust iteeceive buffer capacity beforesequencing can lmempletedTimer MT2 (see2.5.5.2) may

be implemented. Whenevetbasycondition is indicated by thILP on all its SLPs,and multilinkframes at the MLP

are awaiting resequencing, Timer MT2 shall be started. When the busy condition is cleared on one or more SLPs by the
MLP, Timer MT2 shall be stopped.

If Timer MT2 runs out, the multilink frame withN(S) = MV(R) is blockedand shall beonsidered lost. MV(R3hall
be incremented to the negeéquence numbenrot yet received,and thepackets contained imultilink frames with
intervening multilinksequence numbeege delivered tothe packet layer. Timer MT2 shall be restarted if gy
condition remains in effect on all SLPs and more multilink frames are awaiting resequencing.

Lost frame
MV(R) E

/ missing frame Delivery to packet layer
*— New MN(R)

MN(S) received
MX MX /
MN(S)
MX_| «— received MX
Increasing
seguence Becomes T0717790-93/D06
numbers EEE—

FIGURE 4/X.75
Detecting lost multilink frames
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2.5.4.5 Retransmission of multilink frames

If an SLPhas retransmitted a multilink franhMN1 times, the STE wilthen assign the multilink frame to tkame or
one or more other links, unless thMN(S) hasbeen acknowledged on some previdink. The STE shallalways
reassign the lowest MN(S) frame first. The first SLP transmits the frame N2 times, regardless of the value of MN1.

NOTE — The procedures associateth the reassigning of multilink framdgom alink of poor quality(e.g., before N2
transmissions) to other links are for further study.

2.5.4.6 Taking an SLP out of service

An SLP may be taken out of service for maintenance, traffic, or performance considerations.

An SLP istaken out ofervice by disconnecting #te physicalayer orthe data lindayer. Anyoutstanding multilink
frames will be treated as in 2.5.4.1. The usual proceslowdd be to floncontrol the remot&LP by an RNRand then
to disconnect logically the local SLP (see 2.4.4.3).

If Timer T1 hasrun out N2 timesand theSLP resetting procedure is unsuccessthien theSLP will enter the
disconnected phase, taking the SLP out of service (see 2.4.5.8 and 2.4.7.2).

NOTE - Inthe case whenrll SLPsare out of service, thaecovery mechanism isased on initiating thtMLP reset
procedure. Additional recovery procedures are for further study.

255 List of multilink system parameters

2.5.5.1 Lost-frame timer MT1

Timer MT1 is used at a receiving STE to provide a means to identify during low traffic piwdddse multilinkframe
with MN(S) equal to MV(R) is lost.

2.5.5.2 Group busy timer MT2

Timer MT2 isprovided at a receiving STE to identify“lalocked” multilink frame condition (e.g., auffer exhaust
situation)that occurs beforgequired resequencing can be accomplished. MT2 is started allh&hPsare busy and
there are multilink frames awaiting resequencing. If MT8s out beforethe “blocked” multilink frame MV(R) is
received,the “blocked” multilink frame(s) is(are) declared loMV(R) is incremented tahe value of the next
in-sequencenultilink frame to bereceived,andany packets interveningpultilink frames aredelivered tothe packet
layer.

NOTE — MT2 may be set to infinity; e.g., when the receiving STE always has sufficient storage capacity.

2.5.5.3 MLP reset confirmation timer MT3

Timer MT3 isused bythe MLP to provide ameans of identifyinghat theremote MLPmultilink frame with the C bit
set to 1that is expected followingthe transmission of th®ILP multilink frame with R bit set to has notbeen
received.

2.5.5.4 Retransmission attempts MN1

MN1 has avalue between zerand thesmallest N2 oveall SLPs inclusive. If anultilink frame is to be retransmitted
at the SLP sublayer, MN1 retries indicates when action may be taken at the MLP sublayer.
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3 Packet layer procedures between signalling terminals

3.0 General principles

Clause 3 of thisSRecommendation relates to the transferpatkets atthe STE-X/STE-Y (X/Y) interface. The
procedures apply to packets which are successfully transferred across the X/Y interface.

Each packet to be transferradrossthe X/Y interface shall be contained within tivek layer information field which
will delimit its length, and only one packet shall be contained in the information field of an | frame.

NOTE —Some networksequire the data field of packets to contain an integral number of octets. The arrangements for
interworking with such networks is subject to bilateral agreement between Administrations. The transmisdirEbyf alata
fields not containing an integral number of octets to the network may cause a loss of data integrity.

To enable simultaneous virtual calls and/or permanent virtual circuits, logical channels are used. Each virtual call and
permanent virtual circuit is assigned a logical channel group nu¢rtbéne range 0 to 18clusive)and alogical

channel number (in a range of 0265 inclusive). For virtual calls, a logical channel group nunamet alogical

channel number are assigned during the call set-up phase. The range of logicalatdiogatal channel grouphat

are availabldor assignment to virtual calls is agreed bilaterally for a period of timep€&ognanent virtual circuits

using the static method, a logical channel group nurabdralogical channel number are assigned at the time of
establishment (see Recommendation X.181). Procedures for a dynamic method are for further study.

The combination of logical channel number 0 and logical channel group number O willussdbior virtual calls and
permanent virtual circuits.

In the casethatmultiple STE X/Y interfaces aresed between twoetworks, virtual callsnay be distributed over the
available STEs. STE selectiomay be performed once llge originating andach transihetwork for a call request.
The procedurdor selectingthe particular X/Y interface is network dependent. Duringdkistence of a particular
virtual call, each packet related to that call uses the STEs selected at call set-up.

For permanent virtual circuit, each packet relateth#d circuit usesthe STEsselected at establishment time of the
permanent virtual circuit. In theasethat multiple X/Y interfaces aresed between twoetworks, bilateral agreement
is necessary selecting the specific STE X/Y interface to be used.

In thecasethat multiple STE X/Y interfaces anesed between twoetworks, the networksay apply network utilities
and their parameters either in common or independently to the STE X/Y interfaces.

For virtual calls, it is assumeatat the gathering of information requireat charging andaccounting should normally
be theresponsibility ofthe calling Administration(see RecommendatioD.10). Other arrangementer gathering
information arefor further study. Forpermanent virtual circuittesponsibility ofgathering information required for
charging and accounting should normally be the source Administration (see Recommendation X.181).

The group of logical channels to be assigfedpermanent virtual circuits has to be agrdmidterally between
Administrations.

3.1 Procedures for virtual call set-up and clearing

Virtual calls will be set up and cleared according to the procedures dedueitezchder. Therocedures for calls set-up
and clearing are only applicable when a logical channel is ipabket layereadystate (r1). In all other states these
procedures are not applicable.

3.1.1 Ready state

If there is no call or call attempt in existerardd if callset-up is possibléhe logical channel is in threadystate (p1),
within thepacket layer readgtate (rl).
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3.1.2 Call request packet

An STE indicates a call request by transferrirgihrequesipacket which specifies a logical channel in tbady state
(pl) acrossthe X/Y interface. The logical channgtlected bythe calling STE is then in the ST&all requeststate
(p2/3). If this state persister morethanT31, the calling STE will clear the call. Thalue of T31 is 20Geconds
(seeAnnex D).

NOTE - Inthe call requestpacket, bit 7 of the generfrmat identifier(see 4.1.1jnay beused inconjunctionwith the
delivery confirmation procedure (see 3.3.4). The bit 7 is conveyed transparently through an STE.

3.1.3 Call connected packet

The called STE will indicatacceptance dhe call by the called DTE by transferriagrossthe X/Y interface ecall

connecte@acket specifying the same logical channel as that afatheequesipacket. This places trepecified logical
channel in thdlow control readystate (d1) within thelata transferstate (p4).The procedure applying to tegta
transferstate is specified in 3.3 below.

NOTE - Inthe callconnected packehit 7 of the generdlormat identifier(see 4.1.1may beused inconjunction with
the delivery confirmation procedure (see 3.3.4). This bit 7 is conveyed transparently through an STE.

3.14 Call collision

Call collision occurs if STE-X receives @all requestpacket when the logical chanrsglecified is in state p2 or if the
STE-Y receives aall requespacket when the logical channel specified is in state p3. In these cases, bahatblie
cleared. The clearing cause field shall be coded “Network congestion”.

In order to reducéhe occurrence othis situation, inverse order testing of logical channels wiluged. Thecall
requestpacket of one STE wilisethe logical channel in theeady state with theowestnumber; thecall request
packet of the other STE will use the logical channel inéaelystate with the highest number. Which STE will use the
lowest number and which the highest number will be agreed bilaterally.

3.1.5 Clear request packet

An STEmay requestlearing of a logical channel gny state by transferrinrgcrosshe X/Y interface alear request
packet specifying the logical channel. If the ST€&ar requesstate persists for more than T33, the actions taken by the
STE are given in Annex D. The value of T33 is 180 seconds.

The clearing cause field will be coded according to the reason for clearing. Each STE shpdilile ofjenerating the
distinct codes forall of the call progress signalspecified in Recommendation X.96 ftre packet-switched data
transmission service.

3.1.6 Clear confirmation packet

When an STE-X or STE-Y (STE X/Y) has receivedear requespacket, it will free the logical channel, whatever the
state of the logical channekceptthe STE X/Yclear requesstate (p6 or p7 respectivelygnd transfeacrosshe X/Y
interface aclear confirmationpacket specifyinghe same logical channel. The logical channel is placed inetiy
state (p1) within the@acket layer readsgtate (rl). The receipt ofdear confirmationpacket cannot be interpreted as
an indication of the remote DTE being cleared.

3.1.7 Clear collision

If a logical channel is in the STE X/8lear requesttate (p6 or p7 respectivelghd the STEX[Y receives aclear
requestpacket specifying the same logical channel, this STE will consider the clearmgetedandwill not transmit
aclear confirmatiorpacket. This logical channel is now in tteadystate (p1) within th@acket layer readgtate(rl).

3.2 Procedures for permanent virtual circuit service

Figures B.land B.3 showthe state diagrams whidajive a definition of events dhe packelayer X/Y interface for
logical channels assigned for permanent virtual circuits.

For permanent virtual circuits there is no call set-up or clearing.pfdeedures fothe control ofpackets between
STEs while in thelata transferstate are contained in 3.3.
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In case of momentary failusgithin the network, the STE will reset the permanent virtual circuitessribed ir8.4.2,
with the cause “Network congestion”, and then will continue to handle data traffic.

If the network has a temporary inability to handle data traffic, the STE shall reset the permanent virtual circuit with the
cause “Network out obrder”. When the network iagain able tohandle data traffic, the STE should reset the
permanent virtual circuit with the cause “Network operational”.

3.3 Procedure for data and interrupt transfer

The data transfer procedudescribedbelow applies independently to each logical channel existing at the X/Y
interface.

Normal network operation dictateébat user data indata packetsand interrupt data are agflassed transparently,
unaltered through the network. The ordebit§ within thesepackets is preserved. A packet sequence received by an
STE is always delivered as a complete packet sequence.

3.3.1 States for data transfer

Data, interrupt, flow control and res@lackets may b&ansmitted andeceived by arSTE in thedata transferstate
(p4) of thepacket layer readgtate (r1) of a logical channel at the X/Y interfa@aly in this state, do thBow control
andreset procedures described3m apply todata transmission on thhtgical channel tandfrom the STE. In all
otherr or p states the data and interrupt transfer, flow control, and reset procedures are not applicable.

3.3.2 Numbering of data packets

Each data packet transmitted at the X/Y interfloreeach direction of transmission in a virtual callprmanent
virtual circuit is sequentially numberethis sequential numbering gerformed regardless of thayer ofdata[value
of the qualifier (Q) bit].

The sequenca&iumbering scheme ohe packets is performed modulo 8 or 128is modulo is common tall logical
channels at the X/Y interface. The packeguence numbersycle through the entire range 0 to 7 or O to 127
respectively. The selection of modulo 8 or 128 is done by bilateral agreement.

Only datapackets contain this sequence number called the packet send sequence number P(S).

The first data packet to be transmitt@ctossthe X/Y interfacefor a given direction oflata transmission when the
logical channel has just entered flmv control readystate (d 1), has a packet send sequence number equal to O.

If an STEreceivesthe firstdata packet with a packet send sequence numbeérequal to O after entering tliew
control readystate (d1), it will reset the virtual call or permanent virtual circuit indicatingcthese “Network
congestion”.

3.3.3 Data field length of data packets

The standard maximum ddfield length is 128octets (1024 bitsand isprovided byall Administrations. In addition
for virtual calls, optionaimaximum datdfield lengthsmay be provided on @er call basis by bilateral agreement
betweenAdministrations in conjunction with an optional network utility defined in 5(3¢e Note). Fopermanent
virtual circuits, optional maximum daféeld length may be provided on a “pgrermanent virtual circuitbasis by
bilateral agreemenbetweenAdministrations andcould be selected at establishmémte. Thevalue selected, in
conjunction with thavindow size selected i8.4.1.1 has taatisfythe throughput class agrebdtween networks and
end users at establishment tifioe a specificpermanent virtual circuit. The attainable throughput at the STE X/Y
interface is limited by the line characteristasd thetraffic characteristics of other logical channels at the STE X/Y
interface.

The data field length may contain any number of bits from 0 up to the agreed maximum data field length.
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If an STEreceives alatapacket having a dafeeld exceedinghe maximum datéield length, it will reset the virtual
call or the permanent virtual circuit indicating the cause “Network congestion”.

NOTE - Optional maximurdata field lengthsnay beselectedrom the following list: 16, 32, 64, 256, 512, 1024, 2048
and 4096 octets.

3.34 Delivery confirmation, more data and qualifier bits

The setting of theDelivery confirmation bit(or D bit) is used to indicate whether or not an end-to-end
acknowledgement of delivery iequired fordata being transmitted, this information beprgvided by means of the
packet receive sequence number P(R) (see 3.4.1.2).

A packet sequencing method is provided to enable coherent transmisdiama édngethan themaximum datdield
length ofdatapackets.

Eachcomplete packet sequence consists of any nutimiduding 0) of fulldata packets (full meanghat the datdield
contains the bit number of the maximum diéd length) withM = 1 andD = 0, followed by onether packet of any
length up to (and including) the maximum with eitMer 0 andD = 0 or 1, oM = 1 andD = 1. If an STEreceives a
packet which is not fullandwhich has the [bit set to 0 but the M bit set to 1, it will reset the virtual call or the
permanent virtual circuit; the resetting cause shall be “Network congestion”.

A complete packet sequence may be one of two levels as indicated@uyatifger bit (or Q bit).

The value of the Q bit should not change withicoaplete packet sequence. If 8hE detectghat thevalue ofthis bit
has changed within packet sequence, it may resie® virtual call or the permanent virtual circuit; the resettiaigse
shall be “Network congestion”.

NOTE - The value of the Q bit indata packet, which follows @ata packet with eitheM = 0 or both the M and D bits
set to 1, may be set independently of the value of the Q bit in the previous packet.

3.35 Interrupt procedure

The interrupt procedure allows a DTE to transmit data to the remote DTE, without following the flow control procedure
applying todatapackets between STEs (see 3.4). The interrupt proceduanly apply inthe flow control readystate
(dl) within thedata transfeistate (p4).

The interruptprocedurenas noeffect onthe transfer anflow control procedures applying the data packets on the
virtual call or the permanent virtual circuit.

If an STEreceives afnterrupt packet with a user dafeeld longerthan 32octetsthe STE should reset the virtual call
or the permanent virtual circuit.

An STE conveys arinterrupt by transferringcrosshe X/Y interface annterrupt packet. The other STE witlonvey
the interrupt confirmation by transferring swerrupt confirmatiorpacket.

The receipt of annterrupt cofirmationpacket indicateshat the interrupt hakeen confirmed byhe remote DTE by
means of HTE interrupt confirmatiorpacket.

An interruptpacket isconveyedacrosshe X/Y interface at obeforethe point in the stream dfata packet at which it
was generated by the DTE.

An STE receiving a furthanterrupt packet in the timéetween receiving onaterrupt packetand transferring the
interrupt confirmationmay either discard thisterrupt packet or reset the virtual call or the permanent virtual circuit.
3.4 Procedures for flow control and for reset

The procedures for flow control dfta packetsandfor reset only apply tthe data transferstate (p4)and arespecified
below.

34.1 Procedure for flow control

At the X/Y interface of each logical channeded for a virtual call or permanent virtual circuit, the transmission of
datapackets is controlled separately for each direction and is based on authorizations from the receiver.
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3.4.1.1 Window description

At the X/Y interface of each logical channeded for a virtual call or permanent virtual circuit, window is defined
for each direction oflata transmission as the ordered set afdfsecutive packet send sequence numbetseafata
packets authorized to cross the interface.

The lowest sequence number in the window is referred to as the lower window edge. When a virtual call or a permanent
virtual circuit at the X/Y interfacdasjust been established or restte window related to each direction of data
transmission has bwer window edge equal to Tthe packet sendequence number dfie first data packet not
authorized to cross the interface is the value of the lower window edge plus W (modulo 8 or 128).

The maximumvalue ofthe window size for each direction éfansmission at the X/Y interface ég@mmon toall the
logical channels and is agreed for a period of time bilaterally. This value does not exceed 7 or 127 (modulo 8 or 128).

For a particular virtual call or a permanent virtual cir¢wid window sizesmaybe selectedine for each direction of
transmission. Theseindow sizes may be leshan orequal to theabove-mentionednaximum. For virtual calls, the
two sizesareselected by reference to a utility (§28.4) in the network utilitfield of the call requestpacketand the

call connectedpacket,and, insome cases, by reference also to a correspondenceréddtimg window size to
throughput class. Thisble is agreed for a period of tirbetweenAdministrations. For permanent virtual circuits two
window sizesare selected athe establishment timand agreed betweedministrations. Thevalues selected in
conjunction with the datBeld lengthselected ir8.3.3 has teatisfythe throughput class agrebdtween networks and
end users at establishment tifioe a specificpermanent virtual circuit. The attainable throughput at the STE X/Y
interface is limited by the line characteristansd thetraffic characteristics of other logical channels at the STE X/Y
interface.

3.4.1.2 Flow control principles

A number modulo 8 or 128 referred to as a packetive sequenceumber P(R)conveysacrossthe X/Y interface
information from theeceiver forthe transmission afata packets. When transmitted acralss X/Y inter-face, &(R)
becomeghe lower window edge. Irthis way, additionaldata packets may bauthorized by theeceiver to cross the
X/Y interface.

When the sequence number P(S) of the datdpacket to be transmitted by the STE is withinwhedow, the STE is
authorized to transmit thidata packet to the other STE, whiamaythenaccepit. When thesequence number P(S) of
the nextdatapacket to be transmitted by the STE is outside the window, the STE shall not tradataipacket to the
other STE. Otherwise, the other STE will consider the receipt ofithéspacket as a procedure ereordwill reset the
virtual call or the permanent virtual circuit.

The packeteceive sequenceumber, P(R), ionveyed indata, receive readyRR) and receivenot ready(RNR)
packets,andimplies that the STE transmitting the(R) hasaccepted at leastll data packets numbered up to and
including [P(R) — 1].

The value of a P(R) received by the STE muswitkin the range startinffom the lastP(R) received byhe STE up to
and including thepacket send sequence numbethef nextdata packet to be transmitted by the STE. Otherwise, the
STE will consider the receipt of thiR) as a procedurror andwill reset the virtual call or the permanent virtual
circuit.

When the D bit is set to 0 indata packet [P(S) = p], the significance of tRéR)[i.e., P(R) p + 1] corresponding to
thatdatapacket is a local updating of the window across the packet layer interface.

When the D bit is set to 1 indatapacket [P(S) = p], the significance of tRE€R) received corresponding tioe data
packet [i.e., P(R) p + 1] is an indicatithmat aP(R) hasbeen received frorthe remote DTHor all databits in thedata
packet in which the D bit had originally been set to 1 [i.e., P(S) = p].

NOTES

1 The STE is required to send a P(R) correspondingltdagpacket with the D bit set to 1 ason agossible after it
receives the P(R) from the remote DTE. RNRpacket may be used in this case if necessary.

2 Inthe case where a P(R) adata packet with the Dbit set to 1 isoutstanding, local updating tiie window will

be deferred for subsequent data packets with the D bit set to 0. Some STEs may also defer updatumtdofitier previousdlata
packets (within the window) with the D bit set to 0.
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3.4.1.3 STE receive ready (RR) packet

RR packetsareused bythe STE to indicate that it ieady to receivéhe W data packetswithin the window starting
with P(R), where P(R) is indicated in tRRpacket.

3.4.1.4 STE receive not ready (RNR) packet

RNRpacketsareused bythe STE to indicate a temporary inabilitygocept additionadata packets fothe virtual call
or the permanent virtual circuit. An STE receivingRINRpacket shalstoptransmittingdata packets orthe indicated
logical channel but the window is updated by the P(R) indicatdtkiRNRpacket.

The receivenot ready situation indicated liye transmission of aRNRpacket is cleared by the transmission in the
same direction of aRRpacket or by a reset procedure being initiated.

The transmission of aRRafter anRNRat the packet layer is not to be taken as a derfarmgtransmission of packets
which have already been transmitted.

3.4.2 Procedure for reset

The reset procedure ised toreinitialize the virtual call or the permanent virtual circuit. The reset procemye
applies in thedata transferstate (p4) of the X/Y interface. In any other state of the interface the reset procedure is not
applicable.

There are three states within ttigta transferstate (p4). Thewre flow control ready(d1), STE-Xreset reques(d?)
andSTE-Y reset reque&l3). When entering state p4, the logical channel is placed in state d1.

When a virtual call or a permanent virtual circuit at the X/Y intertaggjust been resethe window related to each
direction of data transmission hasoaver window edge equal to @nd the numbering cfubsequentiata packets to
cross the X/Y interface for each direction of data transmission shall start from 0.

3.4.2.1 Resetrequest packet

The STE shall indicate a requdst reset bytransmittinga reset requespacket specifyinghe logical channel. This
places the logical channel in theset requesstate (d2 or d3).

In this state, the STE will discadéta, interrupt, RRisndRNRpackets.

3.4.2.2 Reset collision

Reset collision occura/hen both STEs simultaneously transfereaet requespacket. In thiscase both STEshall
consider that resetting is complated shall not transferr@set confirmatiorpacket. The logical channeltisen in the
flow control readystate (d1).

3.4.2.3 Reset confirmation packet

When the logical channel is in theset requesstate, the requested STE will confirm resetttansmitting to the
requesting STE eeset confirmatiompacket. This places the logical channel inftoer control readystate (d1).

The reset confirmatiopacket caronly beinterpreted universally as having local significaniceyever,within some
Administrations' networks, reset confirmatioray have end-to-end significance tlie reset requesstate persists for
more than T32, the actions taken by the STE are given in Annex D. The value of T32 is 180 seconds.

3.4.2.4 Effect of reset procedure on data and interrupt packets

Data andinterrupt packets, transmitted by an SBEfore areset procedure is initiated at its X/Y interface, will either
be delivered before the corresponding reset procedure is initiated at the remote DTE/DCE interface, or discarded.
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The firstdataandinterrupt packets transmitted by an STE after a reset procedamaripleted at its interface will be
the first packets delivered after the corresponding reset procedure is completed at the remote DTE/DCE interface.

Data andinterrupt packets transmitted by an STE after a reset procddgbeeninitiated by the other STE will be
discarded by the latter STE until the reset procedure has been completed at the X/Y interference.

3.5 Procedure for restart

The restart procedure ised to clear simultaneousdyl the virtual calls and/aresetall the permanent virtualircuits
at the X/Y interface.

There are three states of the X/Y interface concerned with the restart proddthyare packetlayer ready(rl),
STE-X restart requegt2) andSTE-Y restart reque¢t3). When entering statd, all logical channels are placed in
state pl.

351 Restart by the STE

The STEmay at anytime request a restart by transferiagrossthe X/Y interface arestart requestpacket. The
interface for each logical channel is then inrdgueststate (r2 or r3).

In this state of the X/Y interface, the STE will discatbpacket types excepestart requestndrestart confirmation
packets.

On receipt of aestart requespacket, an STE shall cleall virtual callsandresetall permanent virtual circuits and
shall place logical channelgsed for virtual calls inthe ready state (pl)and thelogical channelsised forpermanent
virtual circuits in thélow control readystate (dl). The STE shall returrr@start confirmatiorpacket unless a collision
has occurred.

The restart confirmatiopacket caronly beinterpreted universally as having local significanceh# restart request
state persists for more than T30, the actions taken by the STE are given in Annex D. The value of T30 is 180 seconds.

3.5.2 Restart collision

Restart collision can occur when both STEs simultaneously traestart requespackets. Under these circumstances,
both STEs will consider that the restart is completed and will not expestat confirmationpacket, neither wilthey
transfer aestart confirmatiorpacket.

3.6 Relationship between layers

Changes of operational states of the physcal linklayer ofthe X/Y interface do not implicitly change the state of
each logical channel at the packet layer. Such changes,thdyenccurareexplicitly indicated athe packetayer by
the use of restart, clear or reset procedures as appropriate.

However, in some cases of trouble at the link layer, it may be appropriate to initiate the restart pracddacept no
more new virtual calls or no more data packets on permanent virtual circuits.

A failure on the physical and/dink layer is defined as a condition in whitthe STE cannot transmit ameceive any
frames because of abnormal conditions caused by, for instance, a line fault between STEs.

When a failure on the physical andlfioik layer is detected, virtual calls will be clearmod permanent virtuaircuits
will be declared out of order. The STE will transmit to the remote end in the network:

1) a reset with theause “Network out abrder” and the appropriatiagnostic for eacpermanent virtual
circuit; and

2) aclear with the cause “Network congestion” and the appropriate diagnostic for each existing virtual call.
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During the failure:
1) the STE will clear any virtual call with the cause “Network congestion” and an appropriate diagnostic;

2) for anydataor interrupt packet received frorthe remote DTE on a permanent virtual circuit, the STE
will reset the permanent virtual circuit with tlrause “Network out obrder” and anappropriate
diagnostic;

3) areset requespacket received frorthe remote end on a permanent virtual circuit will be confirmed to
the remote end by eitheraset confirmatioror reset requegpacket.

The appropriate diagnostialue depends on whethttre failurewas unexpected dhe result of planned maintenance
action; the values are No. 115 and No. 122 respectively (see also Note 3 of Annex E).

When the failure igsecovered orthe physicaland link layers, the restart procedure will be actioned with dlwese
“Network operation”and areset with thecause “Network operational” will b&ransmitted to both ends of each
permanent virtual circuit going through the X/Y interface.

In other out-of-order conditions dhe physical and/dink layer, the STE will clear virtual callsndreset permanent
virtual circuits.

4 Packet formats for virtual calls and permanent virtual circuits

4.1 General

The formats of Recommendation X.jacketsarebased orthe general structure phckets in Recommeation X.25.
It is anticipated thamodification in Recommendation X.25 control packet formats will also be adoptduisin
Recommendation.

The possible extension of packet formats by the addition of new fields is for further study.

Bits of an octefare numbered 8 to Where bit 1 is thdow order bitand is transmitted firsOctets of a packet are
consecutively numbered starting from 1 and are transmitted in this order.

41.1 General format identifier

The general format identifidield is a four-bit binary coded fielashich is provided to indicatthe general format of
the rest of the header. The general format idenfiéd is located in bit positions 8, 7,&hd 5 ofoctet 1and 5 is the
low order bit (see Table 11).

Bit 8 of the general format identifier is used for the qualifier (@)atapackets and is set to 0 in all other packet types.

Bit 7 of the general format identifier issed indata and in call set-uppackets in conjunctions witthe delivery
confirmation(D) procedure, and is set to O in all other packet types.

Bits 5and 6 areencoded for four possibladications.Two of the codesareused to distinguish packets using modulo 8
sequencaiumbering scheme from packets using modulo s&tgiencenumbering scheme. Théird code is used to
indicate an extension to an extended family of general format idemitkysandextended formats which aresabject
for further study. The fourth code is unassigned.

41.2 Logical channel group number

The logical channel group number appeargvary packet except imestart packets (sed.5) in bit positions 4, 3, 2
and 1 of octet 1. This field is binary coded and bit 1 is the low order bit of the logical channel group number.

For each logical channel, this number has local significance at the X/Y interface.

4.1.3 Logical channel number

The logical channel number appearseirery packet except imestart packets (sed.5) in allbit positions ofoctet 2.
This field is binary coded and bit 1 is the low order bit of the logical channel number.
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For each logical channel, this number has local significance at the X/Y interface.

TABLE 11/X.75

General format identifier

General format identifier Octet 1 Bits
8 7 6 5

Data packets Sequencing numbers scheme modulo 8 X X 0| 1
Sequencing numbering scheme modulo 128 X X 170

Call set-up packets Sequencing numbering scheme modulo 8 0O X 0 |1
Sequencing numbering scheme modulo 128 0O X 1 0

o
o
o
=

Clearing, flow control interrupt, reset| Sequencing numbering scheme modulo 8
and restart packets

Sequencing numbering scheme modulo 128 0O 0 10
General format identifier extension u U 1 ¢
Reserved format for other applications u U 0 |0
NOTE — Abit which is indicated as Xnay beset to either 0 or 1 as specified in the text and in Figures 3,4, 7

and 8. A bit which is indicated as U is unspecified.

4.1.4 Packet type identifier

Each packet shall be identifier in octet 3 of the packet according to Table 12.

4.2 Call set-up and clearing packets
The following describes the nature of addresses present in the call set-up and clearing packets.

If the STE X/Y interface ibetween two PSPDNSs, or between a PSRIDN anISDN then theaddresses will be in the
international format given in Recommendation X.121, including escape digits where required. If the STE X/Y interface
is between twoSDNSs, then theaddresses will be in thmternational format given irRecommendation E.164,
including escape digits where required. Additional guidance is given in Recommendations X.31, X.122 and E.166.

NOTE 1 — All STEs should support a calling DTE address of the formats:
—  9/0 + E.164 CountryCode, and DNIC assigned to a PSN,

corresponding to the incomplete X.121 PSN format described in 3.1.3.1/X.32. The minimum valid address length of
this format is two digits.

The maximum length of a call set-up/clearing packet is @28cts.All fields exceptthe network utilitiesand user
facilities fields havamaxima as given in thiollowing clausesThe network utilitiesanduser facilities fields mayary

in size up to values so as to make the packet no gtbateB23 octets inength. If the 323 ctet packet sizeonstraint
is violated, the call is cleared witause “Network Congestiorgnddiagnostic #39 (“Packedbo long”). If any of the
field-specific maxima isexceededthe call is cleared with the appropriateuseand diagnostic code, as specified in
Annex F.

An STE should have a capability suttat if the STE at the other end of tiikerface is known to support only the
procedures based dhe 1988 or earlier versions Becommendations X.73he new STE shouldmaintainbackward
compatibility with respect to network utilitand user facility lengths by behaving as per the 1988 version of
Recommendations X.75.
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Note 2 — Although a&all set-up/clearing packet does not exceed 323 octets when transmittectlaetosal STE X/Y
interface, it stillmay not be compatible in size withll X.75 interfaces en route to the remote DTE. This is truéif.example,
facilities and utilities are added to the packetsugh cases, the call is cleared with the appropriate caustisgmbstic codes as
specified above.

TABLE 12/X.75

Packet type identifier

Octet 3 Bits
Packet Type 8 7 6 5 4 3 2 1
Call set-up clearing
Call request o|jojo|jo0ofl21|0|1] 1
Call connected ojojo|jo0f|21|1f1]1
Clear request o|jo|jo|j1|0|0| 1] 12
Clear confirmation o|jojo|j1|(0| 1|11

Data and interrupt

Data XX | X[ X[ X|X|X |0
Interrupt 0|0 0|0 1|1
Interrupt confirmation ojo0|j1j0|0] 1| 1|1

Flow control and reset

Receive ready (modulo 128) o|jo|jo|jo0|lO0|l OO0} 1
Receive ready (modulo 8) X|X|X|0o|lO0o|O0O| 0] 1
Ready not ready (modulo 128) o|jo|jo|jo0f|0O0| 1|0} 1
Ready not ready (modulo 8) X|X|X|0o|l0o| 1| 0] 1
Reset request 0|0 0]12 1)1 0| 1 1
Reset confirmation o|jojo|1|21|1f1]1
Restart
Restart request 171(1]1 1)1 0| 1 1
Restart confirmation 1 (11111 1|1

NOTE — A bit which is indicated as Xay beset to either 0 to 1 as specified in the text and in
Figures 5 to 20.

42.1 Call request packet

Figure 5 illustrates the format ofcall requestpacket. In this figure the usécility length field, user facilitiegield,
and call user data field are as defined in Recommendation X.25.

4.2.1.1 General format identifier

Bit 7 can be set to either 0 or 1.

4.2.1.2 Address length field

Octet 4 consists of fieltength indicatorgor the calledand calling DTEaddress. Bits 4, 3, @&xd 1 indicate the length
of the called DTE address semi-octets. Bits 8, 7, &nd 5 indicate the length of the calling DBHdress in semi-
octets. Each address length indicator is binary coded and bit 1 or 5 is the low order bit of the indicator.
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4.2.1.3 Address field

Octet 5and thefollowing octets consist dhe called DTE addredsllowed bythe calling DTE address a&pecified
in4.2.

Bits
Number of octets 8 7 6 5 4 3 2 1
1 General format identifier Logical channel
(see Note 1) group number
1 Logical channel number
1 Packet type identifier
0 0 0 0 1 0 1 1
1 Calling DTE address length Called DTE address length
15 (max.) Called and calling DTEs addresses
1|10 0 Network utility length
(Note 3) Network utilities
1|10 User facility length
(Note 3) Network facilities
16 (max.) Call user data (see Note 2)
or 128 (max.)

NOTES
1 Coded 0D01 (modulo 8) or 0D10 (modulo 128). D is the delivery confirmation bit.

2 More than 16 octets of call user data willly bepresent when théast selectutility present in
the call request packet.

3 There is no separate maximum diaethe network utilities or user facilities fieltlowever, the
total packet size cannot exceed 323 octets.

FIGURE 5/X.75

Call request packet format

Each digit of an address é®ded in a semi-octet in binary codgeicimal with bit 5 or 1 being tHew order bit of the
digit.

Startingfrom thehigh order digit, the address @®ded in octet @ndconsecutive octetwith two digits per octet. In
each octet, the higher order digit is coded in bits 8, 7, 6 and 5.

The address field shall be rounded up to an integral number of octets by inserting 0s in bits 4, 3, 2 and 1 of the last octet
of the field when necessary.

4.2.1.4 Network utility length field
Bits 8 through 1 of the octet following the address field indicate the length of the network utility field in octets.

The network utility length field indicator is binary coded and bit 1 is the low order bit.
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4.2.1.5 Network utility field
The network utility field contains an integral number of octets. The length of this field depends on the utilities present.

The coding of the network utilitz field is defined in 5 below.

4.2.1.6 User facility length field

Bits 8 through 1 of the octet following the network utility field indicate the length of the user facility field in octets. The
user facility length indicator is binary coded and bit 1 is the low order bit.

4.2.1.7 User facility field

The useffacility field contains arintegral number obctets.The length of thidield depends otthe facilities present.
The coding of the usdacility field is dependent othe facilities being requested dsfined in Table 7-2/X.25 and
Annex G/X.25.

4.2.1.8 Call user data field

Following the user facility field, user data may be present. In the absence of the fast select utility, the call fieddr data
may contain any number of bits from 0 to 128 (16 octets). Wherfast skect utility is presentthe call user data may
contain any number of bits from 0 to 1024 (128 octets). The contents of the field are passed unchanged.

The call user data field of a call request patkat isconstructed as a result of inter-network call redirection/deflection
contains the same user data passed back in the clear request packet with call redirection/deflection.

NOTE — Some networks require the call user data field to contain an integral number of octets (see Note in clause 3).

4.2.2 Call connected packet

Figure 6 illustrates the format ofcall connectegacket. Similarly to theall requestpacket, thecall connectegacket
contains:

— an address length field;

— an address field;

— anetwork utility length field;
— anetwork utility field,;

— auser facility length field,;

— auser facility field; and

— acalled user data field.
The coding of these fields is the same as thaalirequestpacket (see 4.2.1). Bit 7 of the general format identifier can
be set to either 0 or 1. The addréskl may be empty. However, iihe case of call redirectionthe addres§ield shall
contain the address of the DTE to which the call was finally direatetitheutility field should contairthe called line
address modified notificatioutility (see 5.3.10).
The called user datiéeld may only be included fozall in which the fast select utilitywas present ithe call request

packet indicating no restriction on respoase may contain any number of bits from 0 up to 1024 (128 octets). The
contents of the field are passed unchanged.

4.2.3 Clear request packet

Figure 7 illustrates the format ofcéear requespacket.
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Bits

Number of octets 8 7 6 5 4 3 2 1
1 General format identifier Logical channel
(see Note 1) group number
1 Logical channel number
1 Packet type identifier
0 0 0 0 1 1 1 1
1 Calling DTE address length Called DTE address length
15 (max.) Called and calling DTEs addresses
1|10 0 Network utility length
(Note 3) Network utilities
1|10 User facility length
(Note 3) User facilities
128 (max.) Call user data (see Note 2)
NOTES

1 Coded 0D01 (modulo 8) or 0D10 (modulo 128). D is the delivery confirmation bit.

2 This field will only beincluded where the called user data is returned in responsedt a
requestpacket in which théast selectitility was present indicating no restriction on response.

3 There is no separate maximum diaethe network utilities or user facilities fieltlowever, the
total packet size cannot exceed 323 octets.

FIGURE 6/X.75

Call connected packet format

4.2.3.1 Clearing cause field
Octet 4 is the clearing cause field and contains the reason for the clearing of the call.
The coding of the clearing cause field inl@ar requespacket is given in Table 13.

An STE receiving a clearingause othethan thatgiven in Table 13 will either paghis causeunchanged or change
the cause to “Network congestion”.

4.2.3.2 Diagnostic code field

Octet 5 is the diagnostic code field and may contain additional information on the reason for the clearing of the call.
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If the associated clearing cause field (octet 4) indicates any valid cause (se&3)a&leept “Network congestion”, the
contents of thidield will be passed unchanged.ttle clearingcause field indicates “Network congestioafid the
original clear or restart requestas generated ahe result of arevent detected otheéhan at thelocal STE-X/Y
interface, then the value of the diagnostic code passed will be as shown in Table 14.

The diagnosticodes inclear requesipackets generated g result ofevent detected dhe local STE-X/Y interface
are listed in Annex E.

Bits
Number of octets 8 ! 6 5 4 3 2 1
1 General format identifier Logical channel
(see Note 1) group number
1 Logical channel number
1 Packet type identifier
0 0 0 1 0 0 1 1
1 Clearing-cause
1 Diagnostic code
1 Calling DTE address length Called DTE address length
15 (max.) Called and calling DTEs addresses
1|0 0 Network utility length
i (See
(Note 4) Network utilities Note 3)
1|0 User facility length
(Note 4) User facilities
128 (max.) Call user data (see Note 2)
NOTES
1 Coded 0001 (modulo 8) or 0010 (modulo 128).
2 This field will only be included where the clear user data is returned whéastiselectutility was present

in thecall requestpacket.
3 Used only in the extended format (see 4.2.3.3).

4 There is no separate maximum sfee the network utilities or user facilities fieltHowever,the total
packet size cannot exceed 323 octets.

FIGURE 7/X.75

Clear request packet format
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TABLE 13/X.75

Coding of clearing cause field in a clear request packet

Octet 4
Clearing cause Bits

8 7 6 5 4 3 2 1
DTE originated 0 0 0 0 0 0 0 0
DTE originated (see Note 1) 1 X X X X X X X
Number busy 0 0 0 0 0 0 1
Out of order 0 0 0 0 1 0 0 1
Remote procedure error 0 0 0 1 0 0 0 1
Reverse charging acceptance not subscribed 0 0 0 1 1 0 0 1
Incompatible destination 0 0 1 0 0 0 0 1
Fast select acceptance not subscribed 0 0 1 0 1 0 0 1
Ship absent (see Note 2) 0 0 1 1 1 0 0 1
Invalid facility request 0 0 0 0 0 0 1 1
Access barred 0 0 0 0 1 0 1 1
Network congestion 0 0 0 0 0 1 0 1
Not obtainable 0 0 0 0 1 1 0 1
ROA problem (see Note 3) 0 0 0 1 0 1 0 1
NOTES

1 Whenbit 8 is set to 1, the bits represented by Xsthose included by the remoE¥TE in the clearing or
restarting clause field of the X.2%ar or restart requespacket.

2 Used in conjunction with Mobile Maritime service.
3 May be received by the STE only if the optional R&#ectionutility was used by the STE.

TABLE 14/X.75

Diagnostic code mapping for clear request packet

Decimal value originally generated Decimal value passed
0 Same
1to 111 114
112 to 127 Same
128 to 255 113
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4.2.3.3 Extended format

The following fields may follow the diagnostic code field in the extended format:
— an address length field;
— an address field;
— anetwork utility length field;
— anetwork utility field;
— auser facility length field,;
— auser facility field; and

— aclear user data field.

4.2.3.3.1 Address length field

This singleoctet field consists of fieltength indicatordor the calledand calling DTEaddresses. Bits 4, 3,dhd 1
indicate the length of the called DTE addressémi-octets. Bits 8, 7, &nd 5 indicate the length of the calling DTE
address in semi-octets. Each address length indicator is binary coded and bit 1 or 5 is the low order bit of the indicator.

The address length field is always present when the network utility length field is present.

4.2.3.3.2 Address field

In the casethat theclear request is issued, by a DTE to which a babeen redirected or deflected, as a direct
response to theall requestpacket the address shall contain the address of the DTE to which thiveasdiinally
directed. In thecasethat theclear request is issued to indicatethe networkthat originated the catequesthat the
call is to be redirected or deflectede addres§eld shall contain the address of the DTE which redirectedetiected
the call. Other use of this field is for further study.

NOTE - Inthe case of call redirection or call distribution within a hgrdup,the utility field of clear requestpacket
should include thealled line address modified notificatianility (see 5.3.10) if the clear request packet was issued Wy TtReto
which the call was finally directed.

4.2.3.3.3 Network utility length field

Bits 8 through 1 of the octet following the address field indicate the length of the network utility field in octets.

The network utility length field is binary coded and bit 1 is the low order bit.

The network utility length field is always present when the user facility length is present.

4.2.3.3.4 Network utility field

The network utility field contains an integral number of octets. The length of this field depends on the utilities present.
The coding of the network utility field is defined in 5 below.

4.2.3.3.5 User facility length field

Bits 8 through 1 of the octet following the network utility field indicate the length of the user facility field in octets. The
user facility length indicator is binary coded and bit 1 is the low order bit of the indicator.

The user facility length field is always present when the user data field is present.
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4.2.3.3.6 User facility field

The useffacility field contains arintegral number obctets.The length of thidield depends otthe facilities present.
The coding of the usedmrcility field is dependent othe facilities being requested dsfined in Table 29/X.25 and
Annex G/X.25.

4.2.3.3.7 Clear user data field
For calls in which thdast selectutility was present, clear user dataay bepresent, followinghe useffacility field.

The clear user dafg&eld maycontain any number of bits from 0 up to 1024 (128 octé&ts. contents of théeld are
passed unchanged.

NOTE — Some networks require the clear user data field to contain an integral number of octets (see Note in clause 3).

424 Clear confirmation packet

Figure 8 illustrates the format of the cleanfirmationpacket.

Bits
8 7 6 5 4 3 2 1
1 General format Logical channel
identifier (see Note) group number
Octets 2 Logical channel number
3 Packet type identifier
0 0 0 1 0 1 1 1

NOTE —Coded 0001 (modulo 8) or 0010 (modulo 128).

FIGURE 8/X.75

Clear confirmation packet format

4.3 Data and interrupt packets

4.3.1 Data packet

Figures 9 and 10 illustrate the format of te#dapackets in the case of modulo 8 and modulo 128 respectively.
4.3.1.1 Qualifier (Q) bit

Bit 8 in octet 1 is used for thgualifier (Q) bit.

4.3.1.2 Delivery confirmation (D) bit

Bit 7 in octet 1 is thélelivery confirmation(D) bit.

4.3.1.3 Packet receive sequence number

In Figure 9 bits 8, &nd 6 of theoctet 3are used forindicating the packeteceive sequenceumber P(R) is binary

codedandbit 6 is thelow order bit. In Figure 10, bits through 8 ofoctet 4are used forthe packet sendequence
number and bit 2 is the low order bit.
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Bits

8 7 6 5 4 3 2 1
1 General format Logical channel
identifier group number
Q D 0 1
Octets 2 Logical channel number
3 P(R) M P(S) 0
User data
D Delivery confirmation
M More data indication
Q Qualifier
FIGURE 9/X.75
Data packet format (modulo 8)
Bits
8 7 6 5 4 3 2 1
1 General format Logical channel
identifier group number
Q D 1 0
Octets 2 Logical channel number
3 P(S) 0
4 P(R) M
User data
D Delivery confirmation
M More data bit
Q Qualifier bit

FIGURE 10/X.75

Data packet format (modulo 128)

4.3.1.4 More data bit

In Figure 9, bit 5 in octet 3 is used fitre more datamark (M bit). In Figure 10bit 1 in octet 4 is used fdhe more
datamark (M bit) (O for no more data and 1 for more data).
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4.3.1.5 Packet send sequence number

In Figure 9, bits 4, &and 2 ofoctet 3are used forindicating the packet sergbquence number P(S). P(S) is binary
codedandbit 2 is thelow order bit. In Figure 10, bits through 8 ofoctet 3are used forthe packet sendequence
number and bit 2 is the low order bit.

4.3.1.6 User data field

The bits following octet 3 (modulo 8) or octet 4 (modulo 128) contain user data.
NOTE — Some networks require the user data field to contain an integral number of octets (see Note in clause 3).

4.3.2 Interrupt packet

Figure 11 illustrates the format of therrupt packet.

Bits
8 7 6 5 4 3 2 1
1 General format Logical channel
identifier (see Note) group number
Octets 2 Logical channel number
3 Packet type identifier
0 0 1 0 0 0 1 1
(mai.z) Interrupt user data

NOTE - Coded 0001 (modulo 8) or 0010 (modulo 128).

FIGURE 11/X.75

Interrupt packet format

4.3.2.1 Interrupt user data field

Octet 4 and any following octets contain the interrupt user data. This field contains from 1 to 32 octets.

NOTE — Some networksequire the interrupt user data field to contain an integral number of octetdl@szen
clause 3).

4.3.3 Interrupt confirmation packet

Figure 12 illustrates the format of th#errupt confirmationpacket.

4.4 Flow control and reset packets
44.1 Receive ready (RR) packet
Figures 13 and 14 illustrate the format of receive ready packets in the case of modulo 8 and modulo 128 respectively.

4.4.1.1 Packet receive sequence number

In Figure 13, bits 8, @nd 6 ofoctet 3areused forindicating the packeteceive sequenasumber P(R). P(R) is binary
codedandbit 6 is thelow order bit. In Figure 14, bits through 8 ofoctet 4areused forthe packeteceive sequence
number and bit 2 is the low order bit.
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Bits

8 7 6 5 4 3 2 1
1 General format Logical channel
identifier (see Note) group number
Octets 2 Logical channel number

Packet type identifier

3 0 0 1 0 0 1 1 1

NOTE — Coded 0001 (modulo 8) or 0010 (modulo 128)

FIGURE 12/X.75

Interrup confirmation packet format

Bits
8 7 6 5 4 3 2 1
1 General format Logical channel
identifier group number
0 0 0 1
Octets 2 Logical channel number
3 P(R) Packet type identifier
0 0 0 0 1

FIGURE 13/X.75
RR packet format (modulo 8)

4.4.2 Receive not ready (RNR) packet

Figures 15and 16 illustrate thdormat of receive not readypackets inthe case of modulo &nd modulo 128
respectively.

4.4.2.1 Packet receive sequence number

In Figure 15, bits 8, @nd 6 ofoctet 3areused forindicating the packeteceive sequenasumber P(R). P(R) is binary
codedandbit 6 is thelow order bit. In Figure 16, bits through 8 ofoctet 4areused forthe packeteceive sequence
number and bit 2 is the low order bit.

4.4.3 Reset request packet

Figure 17 illustrates the format of theset requespacket.
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Bits

8 7 6 5 4 3 2 1

1 General format Logical channel
identifier group number
0 0 1 0
Octets 2 Logical channel number

3 Packet type identifier

0 0 0 0 0 0 0 1
4 P(R) 0

FIGURE 14/X.75
RR packet format (modulo 128)

Bits
8 7 6 5 4 3 2 1
1 General format Logical channel
identifier group number
0 0 0 1
Octets 2 Logical channel number
3 P(R) Packet type identifier
0 0 1 0 1

FIGURE 15/X.75

RNR packet format (modulo 8)

4.4.3.1 Resetting cause field
Octet 4 is the resetting cause field and contains the reason for the reset.
The coding of the resetting cause field ireaet requespacket is given in Table 15.

An STE receiving a resettirgause othethan thatgiven in Table 15 will either paghis causeunchanged or change
the cause to “Network congestion”.

4.4.3.2 Diagnostic code field

Octet 5 is the diagnostic code field and may contain additional information on the reason for the reset.
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If the associated resetting cause field (octet 4) indicates any valid (sres§ ablel5) except “Network congestion”,
the contents of thiield will be passed unchanged.tlife resettingause field indicates “Network congestiarid the
original reset or restarting requasas generates dbke result of arevent detected othéhan at thdocal STE-X/Y
interface, then the value of the diagnostic code passed will be as shown in Table 16.

The diagnosticodes inreset requespackets generated #s result okevents detected #e local STE-X/Y interface

are listed in Annex E.

Octets

Octets

Bits
8 7 6 5 4 3 2
General format Logical channel
identifier group number
0 0 1 0
Logical channel number
Packet type identifier
0 0 0 0 0 1 0

P(R)

FIGURE 16/X.75
RNR packet format (modulo 128)

Bits

8 7 6 5 4 3 2

Logical channel
group number

General format
identifier (see Note)

Logical channel number

Packet type identifier

0 0 0 1 1 0 1

Resetting cause

Diagnostic code

NOTE - Coded 0001 (modulo 8) or 0010 (modulo 128).

FIGURE 17/X.75

Reset request packet format
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TABLE 15/X.75

Coding of resetting cause field in reset request packet

Octet 4
Resetting cause Bits
8 7 6 5 4 3 2 1
DTE originated 0 0 0 0 0 0 0 0
DTE originated (see Note 1) 1 X X X X X X X

Out of order (see Note 2)
Remote procedure error
Network congestion

Remote DTE operational (see Note 2)

o o o o o

Network operational (see Note 3)

Incompatible destination

o O O o o o o
o O O o o o o
o O O o o o o

Network out of order (see Note 2)

NOTES

1 Whenbit 8 is set to 1, the bits represented by Xsthose indicated by the remdi¥lE int the resetting
cause field (virtual calls and permanent virtual circuits) or the restarting cause field (permanent virtual cir
the X.25resetor restart requespackets.

2 Applicable to permanent virtual circuits only.

3 If the STE receives @set requegpacket with the cause “Network operational”, it does not necessarily
that the permanent virtual circuit is operational.

cuits) of

mean

TABLE 16/X.75

Diagnostic codes mapping for reset request packet

Decimal value originally generated Decimal value passed
0 Same
1to 111 114
112 to 127 Same
128 to 255 113

444 Reset confirmation packet

Figure 18 illustrates the format of theset confirmatiorpacket.
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Bits

8 7 6 5 4 3 2 1
1 General format Logical channel
identifier (see Note) group number
Octets 2 Logical channel number
3 Packet type identifier
0 0 0 1 1 1 1 1

NOTE —Coded 0001 (modulo 8) or 0010 (modulo 128).

FIGURE 18/X.75

Reset confirmation packet format

4.5 Restart packets

45.1 Restart request packet

Figure 19 illustrates the format of thestart requespacket. Bits 4, 3, 2nd 1 of thefirst octetand all bits of the
second octet are set to 0.

Bits

8 7 6 5 4 3 2 1

1 General format 0 0 0 0
identifier (see Note)
2 0 0 0 0 0 0 0 0
Octets Packet type identifier

3 1 1 1 1 1 0 1 1
4 Restarting cause
5 Diagnostic code

NOTE - Coded 0001 (modulo 8) or 0010 (modulo 128).

FIGURE 19/X.75

Restart request packet format

45.1.1 Restarting cause field
Octet 4 is the restarting cause field and contains the reason for the restart.
The coding of the restarting cause field in téstart requespackets is given in Table 17.

An STE receiving a restartingause othethan thatgiven in Table 17 will either padhis causeunchanged or change
the cause to “Network congestion”.
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TABLE 17/X.75

Coding of restarting cause field in restart request packet

Octet 4
Restarting cause Bits

Network congestion 0 0 0 0 0 0 1 1

Network operational 0 0 0 0 0 1 1 1

45.1.2 Diagnostic code field
Octet 5 is the diagnostic code field and may contain additional information on the reason for the restart.

If the associatedestartingcause field (octet 4) indicates any valid cause (see Tah)lexcept “Network congestion”,
the contents of thifeld will be passed unchangedtime resultingclear or reset requespacket. If the restartingause

field indicates “Network congestiorthen thevalue ofthe diagnosticodesent in the resultinglear or reset request
packet will be as shown in Table 18.

TABLE 18/X.75

Diagnostic code mapping for restart request packet

Decimal value originally generated Decimal value sent
0 Same
1to 111 114
112 to 127 Same
128 to 255 113

The diagnostic codes mestart requespackets generated as the result of events detectied lacal STE-X/Y interface
are listed in Annex E.

The bits of the diagnostic code field are all set to 0 when no specific reason for the restart is supplied.

452 Restart confirmation packet

Figure 20 illustrates the format of thestart confirmationpacket. Bits 4, 3, and 1 of thdirst octetand allbits of the
second octet are set to 0.

5 Procedures and formats for user facilities and network utilities

5.1 Description of optional user facilities

Signalling for CCITT specified DTE facilities and those user facilities (see Recommendation Xu#Bjch do not
require STE or transitetwork action is normally contained in the utaility field of X.75 packetsThe contents of
this field are conveyedransparently through an STE, whiofay examineand storethem, but doesot influence the
progress of the call as a result.
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Other user facilities which do require STEtmansitnetwork action are mapped into X.75 utilitiesd thus are not
present in the X.75 facility field.

Bits
8 7 6 5 4 3 2 1
1 General format 0 0 0 0
identifier (see Note)
2 0 0 0 0 0 0 0 0
Octets Packet type identifier
3 1 1 1 1 1 1 1 1

NOTE - Coded 0001 (modulo 8) or 0010 (modulo 128).

FIGURE 20/X.75

Restart confirmation packet format

5.2 Formats for optional user facilities

The formats for optional user facilities are described in Recommendation X.25.

5.3 Procedures for network utilities

The network utility field is a network administrative signalling mechanism icdleequest, call connectemhdclear
requestpackets. The network utilitfield complementghe userfacility field and serves to separate usservice
signalling from network administrative signalling. The requesta servicehrough an optional uséacility may, in
certain instances, require the use of a network utility.

There are three categories of network utilities:

1) International Mandatory network utilities These are the network utilitisat must besupported by all
international X.75 interworkings. International Mandatory meaaseveryinternational STE must be
capable of actioninghe procedures for each network utility so classified. For sambernational
mandatory utilities, not all callseed to signal the utility in the packet. International Mandatory utilities
may also be used for national interworkings subject to bilateral agreements.

2) International Optional network utilities- These are the network utilitigbat may be supported by
international X.75 interworkingsubject tobilateral agreements. When an international optiotibty
hasbeen bilaterally agreed for udbg proceduredereindescribed irthis utility are used. International
optional utilities may also be used for national interworkings subject to bilateral agreements.

3) National network utilities- These are the network utilitigsat may only be supported dimks between
networks in the same country, and are always subject to bilateral agreements.

The categorization of network utilities is given in Table 19. Utilities not listed in Tabbrelfdr further studyand,
therefore, no categorization is indicated.
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TABLE 19/X.75

Categorization of network utilities

International mandatory network utilities Clause
Transit network identification 53.1
Call identifier 53.2
Throughput class indication 5.3.3
Window size indication 5.3.5
Packet size indication 5.3.6
Fast select indication 5.3.7
Closed user group indication 5.3.8
Closed user group with outgoing access indication 5.3.9
Called line address modified notification 5.3.11
Transit delay indication 5.3.14
Call redirection or call deflection selection 5.3.18
Call redirection or call deflection notification 5.3.19

International optional network utilities

Extended throughput class indication 5.34
Reverse charging indication 5.3.10
Clearing network identification code 5.3.12
Transit delay selection 5.3.15
Tariffs 5.3.16
Network user identification 5.3.17
Utility marker 5.3.21

National network utilities

ROA selection 5.3.20

Several network utilities includiae identification of a given network, If the given network jsublic data network, it
is identified by the firsfour digits (DNIC) ofthe international data numbétowever, ifthe given network is ISDN, it
is identified by a four-digit field, the ISDN Network Identification Code (INIC), composed of:

0 + E.164 Country Code + National Network Digit(s)

where the number of National Network Digits depends on the size of E.164 Country Code, for a given country. National
Network Digit(s) may be any value(s) agreedtbg Administration within the given country. In order ittentify
additional ISDNs, some countries may also use the four-digit format composed of:

9 + E.164 Country Code + National Network Digit(s)
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For national utilities, the possibility not to include the E.164 Country Code is for further study.

Alternate ways of ISDN network identification are for further study.

53.1 Transit network identification (International Mandatory)

The transit network identificatioris a network utility used tmame a transihetwork controlling a portion of the
(perhaps partially established) virtual circuit. A transit network is identified by its DNIC or INIC as specified in 5.3.

A transit network identificatioris alwayspresent in thesall requestpacket for eachransit network controlling the
virtual circuit up to this point of call set-up. When matean one transit network is identified, the order of
identification in the network utilityield identical tothe order of traversal of transietworks followingthe pathbeing
established from the calling DTE to the destination network.

A transit network identificationis alwayspresent for eaclransitnetwork in thecall connectedpacket, or theslear

requestpacket issued as a direct responséhéocall requestpacket. Theransit network identificatiorutility is not

present in aclear requestpacket issued either after receipttbé correspondingall connectedpacket or after
transmission of the correspondiogll requestor call connectegackets. When there is mdtenonetransitnetwork,

the identification order in the network utilifield is identical tothe order of transversal of transigtworks following
the path established from the calling to called DTE.

5.3.2 Call identifier (International Mandatory)

Thecall identifier is a network utility which islwayspresent in theall requestpacket. Thecall identifier parameter

is established by the originating netwaakd is anidentifying namefor each virtual circuit establishe@he call
identifier when used in conjunction with the calling DTE address, uniquely identifies the virtual call. The uniqueness is
only guaranteed over a period of time. The duration of this time is for further study.

The use ofthe call identifier in the call connectedyacket is forffurther study. The call identifier is not present in the
clear requespacket.

NOTE — The definition ofthe content of thecall identifier, and further specification of the associated signalling
mechanisms, require further study. Pending such further dtiuelycontent of aall identifier may or maynot be significant for a
givencall, this is under the responsibility of thaginating network. However, it is fdurther study whether @ansit network can
create a significantall identifier, in the case itvould receive aall identifier which is not significant. Whethe call identifier is
not significant, it would be coded as zero by the originating network.

5.3.3 Throughput class indication (International Mandatory)

Thethroughput class indicatiois a network utilitythat can beised by any STHor specifyingthe throughputlasses
applying to that call.

The STEassociated witlthe virtual call originating networkiay request irthe throughput class indicationtility of
the call requestpacket the throughput clasalues selected dhe calling DTE/DCE interfaceAny transit STE may
also request throughout class valueshiathroughput class indicatio utility of the call requestpacket. If particular
throughputclassesare notexplicitly requestedthe STE is assumed to request the default throughput ddisss
agreed between both Administrations.

Any STE, including the STEs associated with the virtual call originatimhdestinatiometwork, may reduce but must
not raise the throughput clagalues requested fahe call. In reducing the throughput class values, different criteria
can beenvisaged by the STE. The STE should consider the packet sizesndog sizesand the throughputlasses
that it cansupport at a given time. The STiay also considghe STEresources availablend the throughputlasses
requested fothat call. TheSTEs associated witthe virtual call originating and destinatiaretworks may also
consider the flow control parameters used at the DTE/DCE interface.

Taking theaboveconsiderations into account, the throughput class anyr&d@ices down to may vaper individual
call and may be higher or lower than or equal to the default throughput clasalues agreed between both
Administrations.
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When the called DTHBasacceptedhe call, the STEssociated witlthe virtual call destination networkay confirm

in thethroughput class indicationtility of the call connectedbacket the throughput clagaluesthat finally apply to

the virtual callfollowing the negotiation with the called DTRny transit STEmay also confirmthroughputclass
values inthethroughput class indicationtility of the call connectecacket. The STE should not alter the throughput
class values received ircall connectegacket.

If particular throughputlassesare notexplicitly confirmed, STE-Y is assumed to confitime lesser of thelefault
throughput classalues agreed between bétministrations and the throughpelaiss value requested originally. If an
STE detectsthat anexplicitly confirmedthroughput class value finally applying toe call is highetthan the one
requested, it should clear the call with an indication of "Network congestion”.

Thethroughput class indicationtility should not be present in tlodear requespacket. No indication ahroughput
classeshould be present in the user facility field of dadl requestcall connectedndclear requespackets.

NOTE — Throughput class indication utilignd extended throughput class indication utility should never be present in
the same packet.

5.3.4 Extended throughput class indication (International Optional)

The extended throughput class indication is a network utiiéy can beised bythe STEfor specifyingthe throughput
class applying tahat call. Procedures applicable to extend#doughput class indicatioare the same athose
applicable to throughput class indication utility, as given in 56k8eptthat theextended throughput class indication
utility allows the STE to explicitly signal throughput class values higher than 256 kbit/s.

NOTE —Throughput class indicationtility and extended throughpuiass indicationutility should never be present in
the same packet.

5.35 Window size indication (International Mandatory)

The window size indicationis a network utilitythat can beaused by any STHor negotiatingthe window sizes on a
specified logical channel at the STE X/Y interface for each direction of transmission.

When using thevindowsize indicatiorutility in the call requestpacket, STE-X requests particulgindow sizes to be
used at the STE X/Y interface for that call.

If particular window sizes are not explicitly requested, STE-X is assumed to request thevaddaslforthat call, that
is either the standard value of 2 or other values agreed between both Administrations.

NOTE - For transmission over higipeed channels witlong round-trip delay, #arger window sizghan the standard
value of 2 may be required. Appendix Il provides guidelines.

When using thevindowsize indicationutility in the call connectedpacket, STE-Y confirms th&indow sizes finally
applying at the STE X/Y interface to that call.

If particular window sizesare notexplicitly confirmed, STE-Y is assumed to confitime defaultvalues as finally
applying to that call.

Each finally applyingsalue should be ithe rangdrom thevalue requested by STE-X or assumed as a default value to
the standard value of 2 (both inclusive). If an STE detects that a value finally applying to that call ihisutamfge, it
should clear the call with an indication of “Network congestion”.

In altering thewindow size values, differemtiteria can benvisaged by the STE. The STE should considepéicket
sizes, window sizeand the throughputlasseghat it cansupport at a given time. The STiay also considahe STE
resources availabland the throughputlasses requested fdinat call. TheSTEs associated witthe virtual call
originating and destination networks may also consider the flow control parameters used at the DTE/DCE interface.

Thewindow size indicatiomtility should not be present in tiekear requespacket.
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No indication ofwindowsizesshould be present in the udecility field of the call request call connectedandclear
requestpackets.

5.3.6 Packet size indication (International Mandatory)

The packet size indicatiois a network utilitythat can beaised by any STHEor negotiatingthe maximum datdield
length ofdatapackets on a specified logical channel at the STE X/Y interface for each direction of data transmission.

When using thepacket size indicatiomtility in the call requestpacket, STE-X requests the maximum dfi¢td
lengths to be used at the STE X/Y interface for that call.

If particular data field lengths are not explicitly requested, STE-X is assumed to request default vathagecédl, that
is either the standard value of 128 octets or other values agreed between both Administrations.

When using thepacket size indicatiomtility in the call connectedpacket, STE-Y confirms the dafeld lengths
finally applying at the STE X/Y interface for that call.

If particular datdield lengthsare notexplicitly confirmed, STE-Y is assumed to confitire defaultvalues as finally
applying to that call.

Each finally applyingrzalue should be ithe rangdrom thevalue requested by STE-X or assumed as a default value to
the standard value of 128 octets (both inclusive). If an STE detects that a value finally apghly@gad isout ofthis
range, it should clear the call with an indication of “Network congestion”.

In altering the datdield lengthvalues, different criteri@an beenvisaged by the STE. The STE should consider the
packet sizes, thevindow sizesand the throughputlasseshat it cansupport at a given time. The STrRay also
consider the STIesources availablend the throughputlasses requested ftrat call. TheSTEs associated with the
virtual call originating and destinatiaretworks may also considéve flow control parameters used the DTE/DCE
interface.

Thepacket size indicationtility should not be present in tieéear requespacket.

No indication of packet sizes should be present in the fasdity field of the call request call connectedandclear
requestpackets.

5.3.7 Fast select indication (International Mandatory)
Thefast select indicatiors a network utility used for indicating that tfeest selectser facility applies to that call.

When using thdast select indicationutility in the call requestpacket, the STE indicatébat thefast selectfacility
applies to that call, with the corresponding packet formats as described in 4.

When restriction on response is indicated in suchllarequestpacket, the corresponding STE is permitteisoe as
a direct response tthis packet aclear requestpacket with a clear user ddfield of up to 128 octetsand is not
authorized to sendcaall connectegacket.

When no restriction on response is indicated in sucdillaequestpacket, the corresponding STE is permittetssoe
as a direct response to this packeat connectegacket with a called user ddiald of up to 128 octets or at any time
a clear requesipacket with a clear user dédtald of up to 128 octets. the call is connected, the originating STE is
authorized to transmit@ear requespacket with a clear user data field of up to 128 octets.

No indication offast selectshould be present in the udacility field of the call request, call connectednd clear
requestpackets.

Thefast select indicationtility should not be present in tieall connectedndclear requespackets.

All other procedures of a call in which tfest selecfacility has been indicated are the same as those of a virtual call.
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5.3.8 Closed user group indication (International Mandatory)

Theclosed user group indicatios a network utility used for enabling the establishment of virtual calls by DTEs which
are members of international closed user groups.

When using thelosed user group indicatioutility in the call requestpacket, the STE indicatéisat the international
virtual call is requested on thmasis of validinternationalclosed user group membershifhe network of the calling
DTE supplies the relevant international interlock code.

The STE should not alter tlvdosed user group indicatioreceived in &all requestpacket.

Only one of theclosed user group indicatioand theclosed user group with outgoing access indicatitifities may be
present in &all requestpacket.

No indication ofclosed user groughould be present in the udacility field of the call request, call connecteand
clear requespackets.

Theclosed user group indicatioutility should not be present in tleall connectedndclear requespackets.,

5.3.9 Closed user group with outgoing access indication (International Mandatory)

The closed user group with outgoing access indicatisra network utility used for enablintpe establishment of
virtual calls by DTEs which are members of international closed user groups.

When using thelosed user group with outgoing access indicatiditity in the call requestpacket, the STE indicates

that the international virtual call i®quested on thbasis of validinternationalclosed user group membership. In
addition the STE signals an associated outgoing access capability. The network of the calling DTE supplies the relevant
international interlock code.

The STE should not alter tlodosed user group with outgoing access indicatieeeived in &all requestpacket.

Only one of theclosed user group indicatioand theclosed user group with outgoing access indicatitifities may be
present in &all requesipacket.

No indication ofclosed user group with outgoing acces®uld be present in the udacility field of the callrequest
call connected andlear requespackets.

The closed user group with outgoing acceassity should not be present in theall connectedand clear request
packets.

5.3.10 Reverse charging indication (International Optional)

The reverse charging indicatios a network utility used for enabling virtual calls to be established internationally,
when thereverse chargindacility applies.

When using theeverse charging indicationtility in the call requestpacket, STE-X indicates a request for reverse
charging to apply to the call.

In the absence of threverse charging indicationtility, STE-X is assumed not to request reverse charging for that call.
Thereverse charging indicationtility should not be present in tleall connectedind theclear requespackets.

No indication ofreverse chargingshould be present in the udacility field of the call request, call connecteand
clear requespackets.

5.3.11 Called line address modified natification (International Mandatory)

The called line address modified notificatios a network utility used fandicating the reasorfer the called address
in the packet being different from that specified in the ind#dl requestpacket.
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The following reasons can be indicated with the use ofdHed line address modified notificatioility:
i) call distribution within a hunt group;
i) call redirection due to originally called DTE out of order,
iii) call redirection due to originally called DTE busy;
iv) call redirection due to prior request from the originally called DTE for systematic call redirection;
v) called DTE originated,;

vi) call deflection by the originally called DTE.
Call distribution within a hunt group is limited to the network of the DTE originally called.

The called line address modified notificatiartility will be present incall connectedpackets wher¢he called DTE
address is different frorthat specified inthe initial call requestpackets. It will also be present in thkear request
packet where the call is cleared by a different DTE from the one originally called as a direct respoitisé ¢all
requestpacket.

Thecalled line address modified notificatianility should not be present in tleall requestpacket as well athe clear
requestpacket sent after the call is connected.

No indication ofcalled line address modified notificati@mould be present in the ugeacility field of the call request
call connectedindclear requespackets.

5.3.12 Clearing network identification code (International Optional)

Theclearing network identification code a network utility providing additional information on the origin of thesar
requestpacket and is present only in ttlear requespacket issued after the call is connected.

The network originating thelear requests identified by the DNIC or INIC of that network as specified in 5.3.

An STE receiving &learing network identification codeill pass this code unchanged whenever applicable.

5.3.13 Traffic class indication (for further study)

The traffic class utility indicates service category fothe virtual circuit being established. Ttraffic classsignals
service information (e.gterminal,facsimile, maintenanceajecessary foadministering the call. Though thaise is
beyondthe scope ofthis Recommendatiortraffic classmay haverouting, tariffand otherimplications. The need for
and definition of traffic classes are for further study.

5.3.14 Transit delay indication (International Mandatory)

Thetransit delay indicatioris a network utilitythat signals the @amulated expectegominal transidelay of avirtual
circuit. It is included in theall requestpacketandcall connectedracket when a calling DTRasrequested aransit
delay inthe transit delay selection and indicatidacility. The STE in the originating network will signalvalue
dependent on the characteristics of the originating netandkon thecharacteristics of the outgoidigk (e.g., link
speed, satellite or cable).

Any outgoingSTE in a transihetwork will add to thevalue received ithe transit delay indicatiorutility a valuethat
depends on the characteristics of the network and the outgoing link.

The transidelay is defined a. in Recommendation X.138nd isexpressed in terms ofraean valueHowever, the
detailed determination of thelue is considered asnational matter. If the resultingalue ofthe transitdelay exceeds
the maximunmvalue that can be signalled in thaility parameter fieldall bits of the utility parametefield will be
set to “1”.
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The STE will signal the finalalue ofthe accumulateegxpectednominal transitdelay transparently in thecall
connectegacket.

For an interim period, when natl networks havegetimplemented the transitelaysignalling, an STE will not send
thetransit delay indicatiorutility to a networkthatdoesnot supporit. This STEwill signal, towards itsown network,
all 1's in thetransit delay indicationutility parameter field of theall connectegacket.

No indication oftransit delay selection and indicatichould be present in the udacility field of the call request,
call connectedndclear request packets

5.3.15 Transit delay selection (International Optional)

Thetransit delay selectiontility is a network utilitythat signals the transitelay requested biye calling DTE in the
transit delay selection and indicatidacility. This utility will be signalled transparently from the originatingtwork
to the destination network in the call request packieis utility may be used in conjunctiowith the transit delay
indication utility for routing purposes.

Thetransit delay selectiontility should not be present @all connectedr clear requespackets.

No indication oftransit delay selection and indicatichould be present in the udecility field of the call request,
call connectedndclear requespackets.

5.3.16 Tariffs (International Optional)

Thetariffs utility is a network utilitythat isused to pass information from one network to one or more other networks
participating in the calfor the purpose of implementing billing, accounting, or tariff arrangem#émsmay exist
among the respective Administrations.

Thetariffs utility may appear in theall requestcall connectedandclear requespackets. Ithis utility appears in the

call requestpacket, the information it contains relates to the originating interface or network. utitiysappears in

the call connectedor clear requestpacket, the information it contains relates to the ultimate destination interface or
network. The utilitymay appear in alear requestpacket only ifthat packet is initiated by the destination DTE or
DCE, in direct response to the call request.

The content of thisitility is determined by the originating or destination netwamkldoesnot depend on information
passed to the network by a DTE.

Even if thisutility is supported on the STE X/Y interface nitay not be present in a packier a given virtual call if
there is no need to exchange tariff-related information with that packet.

No more than one instance of this utility may appear in a packet.

5.3.17 Network user identification (NUI) (International Optional)

Thenetwork user identificationtility is a network utility used to provide supplementary network user identification for
billing, security or network management purposes.

The utility may bepresent in theall requestpacket. No indication afietwork user identificatioshould be present in
the user facility field of any packet.

NOTE — Whether the utility may be present in tladl connectegacket is for further study.

This utility provides a mechanism fodistinguishing a standardized CCITT default format from a format not
constrained by this Recommendation.

A network may support some or all format options of this utility.
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A network receivinghis utility determines whether it is the netwadsponsible for verifyinghe value. If it is not the
network responsible for verifyintihe value, the networforwardsthe utility to the next network. It i®r further study
whether a networknay forwardthis utility, over aninternational X.75 interface, to the next network if gl value
hasbeen verified. Forwarding of such utility with a verifidJl value overnational X.75 interfaces is a national
matter.

The originating network (STE), in formulating the value/conterthisf utility, may make use dDTE/DCE interface
subscription options, network default assumptions, and/or values passed by the DTE on a per-call-basis.

5.3.18 Call redirection or call deflection selection (International Mandatory)

Call redirection or caltleflection selection (CRCDS) is a network utility usedifalicating to the originatingetwork

that the call is to be redirected @eflectedandshould be routed to the alternate destinatvboseaddress is contained
within this utility. The reasoffior redirection or deflection is also provided. It is also used to pass utility information
copied fromthe X.75 call request packedceived bythe network of the called DTE which requests inter-network call
redirection/deflection (ICRD)This information, which iopiedinto the parametefield of this utility, can beused by

the originating network to reconstruchaw call request packet to be senthe alternate destination. When multiple
redirections/deflections are allowed, the CRCDS utility is used by each network where the DTE requests ICRD in turn.

International Mandatory categorization of thidity is applicable only tdransitnetworks.This means that aetwork
should pass this utility unchanged when it appears in appropriate packets.

The network with the redirecting or deflecting DTE shoedgy into the CRCDS utility all of the following utilities
that were received in the X.75 call request packet.

Call identifier;

—  Fast select indication;

— Reverse charging indication;

— Closed user group indication;

— Closed user group with outgoing access indication;
— Call redirection or deflection notification (see Note);

— Transit delay selection.

NOTE — The call redirection or deflection notification utiltyll only appear when the call has alreathdergondCRD
at leastonce. Itwill contain the address of thaiginally called DTE beforany redirections or deflections as well ety the call
was originally redirected or deflected.

The CRCDS utility may be present in a clear request packet when the originally called DTE has requested ICRD.

When the originating netwonteceives a clear request pacgehtaining this utility, it will determine whether a virtual
call to the addresspecified inthe utility may be setip. If one or mordransitnetworksare required t@omplete the
redirected or deflectedall, the meansised to select appropriateinsit network(s) is a mattefor the originating
network. The ability to select appropridgtansitnetworks forthe redirected odeflectedcall attemptmay be a factor in
deciding whether the new virtual call may be set up. If the virtuahtafinot be set up, the originating network clears
the call without attempting to reconstruct a new call request packet.

If the virtual callmay be setip, the originating network should reconstructeav call request packesing the address
contained in th&€RCDS utility asthe called address. Inclusion rulkasd coding of utilities in the call requepaicket
are detailed in Recommendation X. 301.

5.3.19 Call redirection or deflection notification (International Mandatory)

Call redirection or caldeflection notification (CRCDN) is a network utility used to indictitat the callwas not
originally addressed to the DT&pecified inthe address field. It also indicates the reafwnthe original address
change. That is, if multiple inter-network call redirection/deflections (ICRDs) are allowed, it will contain the address of
the first DTE called and the reason for the first redirection or deflection.
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International Mandatory categorization of thidity is applicable only tdransitnetworks.This means that aetwork
should pass this utility unchanged when it appears in appropriate packets.

The utility is present in a call request packet constructed by the originating networkhaiftextwork receives a clear
request packet containing the CRCDS utility. tfiogpy ofthe CRCDN utility isnot present in the paramefeid of the
CRCDS utility, the originating networlcopiesthe called address from the called addrfédsl of the clear request
packet into theCRCDN utility. It also copieshe reasoror redirection or deflection frorthe CRCDS utility into the
CRCDN utility.

If the copy ofthe CRCDN ultility is present ithe parametefield of the CRCDS utility,the call hasalready undergone

ICRD. A networkthat doesnot support multipldCRDs should cleathe call withcause code “accessarred” and
diagnostic code #78. A network that does allow multiple ICRDs will include, in a newly constructed call request packet,
the CRCDN ultility as it appeared in the parameter field of the CRCDS.

The CRCDN utility should not be present in the calhnected or clear request packetghmclear request packet, the
CRCDN utility may be present as part of the parameter field of CRCDS utility.

5.3.20 ROA selection (National)

ROA selectionis a network utilitythat may be used tmame aROA transit network within the originatingountry
through which a call is to be routed. In ttese ofnternational calls, thistility may indicate an internation&OA in
the originating country.

This utility can beused to carry a RO&ansitnetwork DNIC or INIC (se&.3) specified bythe calling DTE. When
morethanonetransitnetwork is specified bthe calling DTE, asequence of ROAelectionutilities may bepresent in
the call requestpacket. In thisase, the order of identification tfnsit networks by theROA selectionutilities is

identical to the order specified by the calling DTE.

A network receiving acall reques$ packet containing one or moROA selectionutilities will route to the next
requested network, removing tR©OA selectionutility that names the nexéequested network. If it is ngossible to
route to the next requested network, the receiving network will clear the call.

The ROA selectionutility should not be present in tlwall connectedandclear requespackets. No indication of the
ROA selectionshould be present in the user facility field of tladl requestpacket.

5.3.2.1 Utility marker (International Optional)

The utility marker is used to separataternational and nation.75 utilities, as definedinder 5.3 from non-X.75
utilities that may be agreed bilaterally by the Administrations.

54 Formats for network utilities

54.1 General

The network utilityfield is present irall call requestandcall connectegacketsandmay bepresent inclear request
packets, exchanged between STEs.

The utility field contains a number of utility elements. Each utility element consists of a utility code followed by a utility
parameter.

If multiple instances of a utility parameter are required in the utility field, such &QReselection otransit network
identification this information will be presented in multiple utility elements with an identical utility code.

The utility codes are divided into four classes, by the use of bits 7 and 8, in asgecifgutility parameters consisting
of 1, 2, 3 or a variable number of octets. The general class coding is shown in Table 20.
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TABLE 20/X.75

General class coding for network utility field

Utility code field
Bits

4 3 2 1

©
~
o
ol

Class A 0 0 X X X X X X | Forsingle octet parameter field
Class B 0 1 X X X X X X | Fordouble octet parameter field
Class C 1 0 X X X X X X | Fortriple octet parameter field
Class D 1 1 X X X X X X For variable length parameter field

NOTE — A bit which is indicated as X may be set to either 0 or 1 as discussed in the text.

For class D, thectet followingthe utility codeindicates the length, ioctets, ofthe utility parameter. Thetility
parameter length is binary encoded and bit 1 is the low order bit.

The utility code field isbinary codedand,without extension, provides forrmaaximum of 64 utilitycodes for classes A,
B and C and 63 utility codes for class D giving a total of 255 utility codes (see Figure 21).

Utility code 1 1 1 11 1 1 1 is reserved faxtension of the utilitycode. The octet followingthis octet indicates an
extended utility code having the format A, B, C or D as defined in Figure 21. Repetition of utility code 11111111 is
permitted and thus additional extensions result.

The specific coding of the utility parameter field is dependent on the utility being requested.

5.4.2 Coding of utility code field
The coding of the utility code field is given in Table 21.

Utility codings are the same foall request, call connecteathdclear requespackets.
5.4.3 Coding of utility parameter field

5.4.3.1 Coding of transit network identification utility parameter

Each of thefour digits iscoded in a semi-octet in binary codéelcimal with bit 5 or 1 being tHew order bit of the
digit. The high order digit is coded into bits 8 to 5 of the first octet of the parameter.

5.4.3.2 Coding of the call identifier utility parameter

The call identifier consists of 24 bits of binary data.

5.4.3.3 Coding of throughput class indication utility parameter

The throughput clager transmission fronthe calling STE is indicated in bits 4, 3a@d 1. The throughpulass for
transmission from the called STE is indicated in bits 8, 7, 6 and 5.

The four bitsindicating each throughput claase binarycodedand correspond to throughpuetasses as indicated in
Table 22.
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Class A Class C

Bits Bits
8 7 6 5 4 3 2 1 8 7 6 5 4 3 2 1
0 0 0 X X X X X X 0 1 0 X X X X X X
1 Utility parameter field 1
2 [ Utility parameter field o
, I N
Class B
Bits
8 7 6 5 4 3 2 1 Class D
Bits
0 0 1 X X X X X X 8 7 6 5 4 3 2 1
1 0 1 1 X X X X X X
2 - Utility parameter field o 1 Utility parameter length

Utility parameter field

FIGURE 21/X.75

Utility code general formats

5.4.3.4 Coding of extended throughput class indication utility

The throughput clast®r transmission fronthe calling STE is indicated in bits 5 to 1 of the fiostet ofthe utility
parameter field. The throughput cldss transmission fronthe called STE is indicated in bits 5 to 1 of gexond
octet. Bits 8, 7 and 6 of each octet must be zero and are reserved for future allocation.

The bits indicating each throughput clem® binarycodedand correspond to throughpuasses as indicated in
Table 23.

5.4.3.5 Coding of window size indication utility parameter

Thewindow size forthe direction of transmission from the called STE is indicated in bits 7 to 1 of thecfiest The
window size for the direction of transmission from the calling STE is indicated in bits 7 to 1 of the second octet. Bit 1 is
the least significant bit. Bit 8 of each octet is unassigned and set to 0. Each window size value is binary encoded.

The range ofwindow size values allowed dahe STE X/Y interface isubject to abilateral agreemenbetween
Administrations. Window sizes of 8 to 127 are only valid for calls which employ extended numbering.

70 Recommendation X.75 (03/93)



TABLE 21/X.75

Coding of the utility code field

Packet types in which it may be used Utility code Bits
Utility
Call Call Call 7 6 5 4 3 2 1
request connected request
Transit network identification X X X 1 0 0 O O 0 1
(Note 1)
Call identifier X (Note 2) 00 0O O 0O 0 1
Throughput class indication X X 0O 00 O O O 1 o
Extended throughput class X X 1 0 0 1 1 0 o
indication
Window size indication X X 10 0 O 0 1 1
Packet size indication X X 0O 10 0O O O 1 o0
Fast select and/or reverse X 0O 0 0 0O 0O o0 1
charging indication
Closed user group indication X 1 10 0 O O 1
Closed user group with X 1 0 0 0 1 1 1
outgoing access indication
Called line address modified X X 0O 0 0 1 0 o0 O
notification (Note 1)
Call redirection or call X 1 0 1 0 0O 0 1
deflection selection (Note 1)
Call redirection or call X 1 0 1 0 1 0 O
deflection notification
Clearing network X 1 0 0 1 O 1 o
identification code (Note 3)
Traffic class indication (Note 4) 0O 00 O O O 1 1
Transit delay indication X X 10 0 1 0 0 1
Transit delay selection X 0O 10 0 1 o0 1 1
Tariffs X X X O 0o 0 0 1 1 1
(Note 1)
NUI X (Note 2) 1 0 0 0 1 1 O
ROA selection X 10 0 O 1 o0 O
Utility marker X X X 0O 0 0 0O 0O 0 O
NOTES
1 It is present in thelear requespacket issued as a direct response taafleequestpacket.
2 The use of thetility in thecall connectegacket is for further study.
3 It is present only in thelear requespacket issued after the call is connected.
4 The procedure is for further study.
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TABLE 22/X.75

Coding of throughput classes for throughput class indication utility

Bit: 4 3 2 1
or
Bit:

Throughput
5 class (bit/s)

o
~
(e}

Reserved
Reserved
Reserved
75
150
300
600
1200
2400
4800
9600
19 200
48 000
64 000
128 000

P P P RP RP P RBP RBP O O O O ©O O O O
P P P P O O O O P B LB B O O O O
B P O O B B O O B B O O KB B O O
P O P O P O K O P O kB O B O kB O

192 000
or higher

5.4.3.6 Coding of packet size indication utility parameter

The maximum user dafeeld lengthfor the direction of transmission from the called STE is indicated in bits 4 to 1 of
the firstoctet. The maximum user dafeld lengthfor the direction of transmission from the calling STE is indicated
in bits 4 to 1 of the second octet. Bits 8 to 5 of both octets are unassigned and set to 0.

The four bits indicating each maximum user data field length are binary encoded and teeplagarithm tdase 2 of
the maximum number of octets of the data field of data packets. Bit. 1 is the least significant bit.

The maximum user daftfeld length values allowed athe STE X/Y interface arsubject to abilateral agreement
between Administrations; however all Administrations will allow 128 octets.

5.4.3.7 Coding of fast select and/or reverse charging indication utility parameter
Bit: 8 76 5 4 3 2 1
Code: XYUUUUuUu z
U = Unassigned and set to 0;
X =0andY =0 or 1 fofast selechot requested;

X =1andY =0 forfast selectequested with no restriction on response;
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X =1andY =1 fofast selectequested with restriction on response;

Z = 0 forreverse chargingnot requested; and

Z =1 forreverse chargingequested.

TABLE 23/X.75

Coding of throughput classes for extended throughput class indication utility

Bits s | 7| 6| 5| 4| 3| 2 1 Thro‘zgft‘g‘;t clasg
0 0 0 0 0 0 0 0 Reserved
0 0 0 0 0 0 0 1 Reserved
0 0 0 0 0 0 1 0 Reserved
0 0 0 0 0 0 1 1 75
0 0 0 0 0 1 0 0 150
0 0 0 0 0 1 0 1 300
0 0 0 0 0 1 1 0 600
0 0 0 0 0 1 1 1 1200
0 0 0 0 1 0 0 0 2400
0 0 0 0 1 0 0 1 4800
0 0 0 0 1 0 1 0 9600
0 0 0 0 1 0 1 1 19 200
0 0 0 0 1 1 0 0 48 000
0 0 0 0 1 1 0 1 64 000
0 0 0 0 1 1 1 0 128 000
0 0 0 0 1 1 1 1 192 000
0 0 0 1 0 0 0 0 256 000
0 0 0 1 0 0 0 1 320 000
0 0 0 1 0 0 1 0 384 000
0 0 0 1 0 0 1 1 448 000
0 0 0 1 0 1 0 0 512 000
0 0 0 1 0 1 0 1 576 000
0 0 0 1 0 1 1 0 640 000
0 0 0 1 0 1 1 1 704 000
0 0 0 1 1 0 0 0 768 000
0 0 0 1 1 0 0 1 832 000
0 0 0 1 1 0 1 0 896 000
0 0 0 1 1 0 1 1 960 000
0 0 0 1 1 1 0 0 1024 000
0 0 0 1 1 1 0 1 1088 000
0 0 0 1 1 1 1 0 1152 000
0 0 0 1 1 1 1 1 1216 000
0 0 1 0 0 0 0 0 1 280 000
0 0 1 0 0 0 0 1 1 344 000
0 0 1 0 0 0 1 0 1 408 000
0 0 1 0 0 0 1 1 1472 000
0 0 1 0 0 1 0 0 1536 000
0 0 1 0 0 1 0 1 1 600 000
0 0 1 0 0 1 1 0 1664 000
0 0 1 0 0 1 1 1 1728 000
0 0 1 0 1 0 0 0 1792 000
0 0 1 0 1 0 0 1 1 856 000
0 0 1 0 1 0 1 0 1920 000
0 0 1 0 1 0 1 1 1984 000
0 0 1 0 1 1 0 0 2 048 000

Other values Reserved
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5.4.3.8 Coding of closed user group code and closed user group code with outgoing access

5.4.3.8.1 Utility parameter length
Bit: 8 76 5 4 3 2 1

Code: 00 0O0OOT10 0

5.4.3.8.2 Utility parameter
The international interlock code is contained in the utility parameter field and consists of four octets.

The firsttwo octets ofthe international interlockode consist ofhe four digits of DNIC or INIC asspecified in5.3.
Each digit is coded in a semi-octet in binary coded decimal with bit 5 or 1 beifyvtbeder bit of the digit. Thaigh
order digit is coded into bits 8 to 5 of the first octet of the parameter.

The remainingwo octetscontain the remaining 1Bits of theinternational interloclcode, encodedith bit 8 of the
third parameter octet as the high order bit.

5.4.3.9 Coding of called line address modified notification utility parameter
Bits: 8 76 54321
0 00O0O0111 Call distribution within a hunt group;
0 00O0O0O0OO0O1 Call redirection due to originally called DTE; busy;
000010001 Call redirection due to originally called DTE out of order;

00001111 Call redirection due to prior request from originally
called DTE for systematic call redirection;

1 0 XXX XXX Called DTE originated (see Note 1);

11 XXXXXX Called deflection by the originally called DTE (see Note 2).
NOTES
1 Each X may be independently set to 0 or 1 by the called DTE and is passed transparently.

2  The Xs are those set by the originally called DTE in the call forwarding selection facility.

5.4.3.10 Coding of clearing network identification code parameter

Each of thefour digits ofthe DNIC or INIC of the clearing netwokke contained in the utility parameferld which
consists of two octets. Each digit is coded in a semi-octet in binary coded decimal with bit 5 or 1 Heimgtder bit
of the digit. The high order digit is coded into bits 8 to 5 of the first octet of the parameter.

5.4.3.11 Coding of traffic class indication utility parameter
The coding of the traffic class parameter is for further study.

5.4.3.12 Coding of transit delay indication utility parameter

This parameter iswo octets.Transitdelay is expressed in milliseconds, binary codeith bit 8 of octet 1 being the
high order bit and bit 1 of octet 2 being the low order bit.
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5.4.3.13 Coding of the transit delay selection utility parameter

This parameter iswo octets.Transitdelay is expressed in milliseconds, binary codeith bit 8 of octet 1 being the
high order bit and bit 1 of octet 2 being the low order bit.

5.4.3.14 Coding of the tariffs utility parameter

The one octet parameter field consists of two subfields of 5 bits and 3 bits respectively:
Bit: 8 76 5 4 3 2 1
Code: PP PPPUU u

The interpretation of the first subfield which is called Primary tariff subfield is specified by Tables 24 and 25.

TABLE 24/X.75

Coding of primary tariff subfield

PPPPP , . ,
87654 Primary tariff subfield
00000 Subclass code 0
00001 Subclass code 1
11110 Subclass code 30
11111 Subclass code 31

TABLE 25/X.75

Interpretation of primary subclass codes

Prim(?or (Bj/ j(lgt))class Interface
0 X.25
1 Switched access X.28
2 Dedicated access X.28
3 X.32
4 X.75
5-15 [Reserved] (Note)
16-30 Reserved for national use
31 Unspecified or non-standard
NOTE - It is for further study whether a portion of the reserved range will
be used to specify access interfaces associated with ISDN service.
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The three bits of the sewd subfield UUU) areused to desighate a secondary, network-specific sulzddsshat has
billing, accounting, or tariff significance. The origination/destination networkopéionally usethis subfield tospecify
one of up to seven subclass codeith a significance set by the network providing the tariff cle@devalue. If this
secondary subfield is not utilised, it should be zero filled.

5.4.3.15 Coding of network user identification utility parameter

The octet following the utility code field indicates the length, in octets, of the utility parameter field. Theteéxthe
first octet of the parameter field) has one of two alternative formats:

a) CCITT Standardized Default Format
Bitt 8 7 6 5 4 3 2 1
11 VRNFVE
Where V, R, NF, VE, and the remaining octets of parameter field for this case are specified below.
b) Format Not Constrained by This Recommendation:
Bit: 8 7 6 5 4 3 21
Y Y XX XX XX

Where YY = 00, 01, or 10. Neith&dXXXXX nor the remainingctets ofthe parametefield in this
case are constrained by this Recommendation.

For the CCITT standardized default format [case a) above], all of the following apply:
V Bit: 6
0 NUI Value Unverified
1 (Reserved for “NUI Value Verified”)
The use and coding of the R bit is for further study. Until this use is specified, this bit value, is always to be set to 0.
The format option used for the NUI code proper is encoded in the NF bits:
NF Bits: 4 3
0 O First Subfield Conforms to ISO 7812/CCITT E.118
0 1 No Constraints on Following Octets
1 0 Subfield Format: No Content Constraints
1 1 [Reservep
The verifying entity is encoded in the VE bits:
VEBits: 2 1
0 O Originating Network
0 1 Destination Network
1 0 First Transit Network (Note)

1 1 Other/Not Specified

NOTE —The use of international transit networks as verifying entities is for further study.
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If NF = 01, the remainingctets ofthe parametefield are not constrained by thRecommendation. If NF = 00 or
NF = 10, the remainingctets ofthe parametefield containthe NUI code properand aredivided intom subfields
(m greater or equal to 1) and each subfield is defined as follows:

Bits

| Type 0 0 0 0
I+1 Subfield length
|+ 2
Subfield information
1+

where | is the number of theitial octet ofthe subfieldand(J-1) is the number afctets ofinformation in thesubfield.
The type semi-octet specifies the encoding format for the information of the subfield, as follows:

Bits

8 7 6 5

1 1 0 1 BCD semi-octet
1 1 0 0 IA5 (T.50) with bit 8 =0

1 1 1 0 Reserved for national use

Other For future definition

Bits 4 through 1 of the firsbctet of each subfieldreset to 0. Othevalues forthis semi-octetarereserved for future
use.

Subfield length is the number of semi-octets of information in the subfield, and is encoded in binary.
NOTES

1  For Type =1100 (IA5), subfield length must be an even value.TRge =1101 (BCD), subfield lengtmay be an
even or odd value, although an integral number of octets will be assured by inserting zeros in bits 4, 3, 2 and 1 of the last octet of the
subfield when necessary.

2  The needor a maximum value fothe length of this utility parameter field, and the valuswath a maximum, are
for further study.

5.4.3.16 Coding of call direction or call deflection selection utility

The octet following the utility code field indicates the length in octets, coded in binary, of the utility parameter field and
has avaluen + m+ 2, wheren is the number abctets necessary twld the address of the alternate Daidwherem
is the number of octets necessary to encode the additional utility and facility information carried in the parameter field.
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The first octet ofthe utility parameteffield indicatesthe reasorfor redirection or deflectiorand hasone of the
following values:

Bitt 8 76 54 3 21
0 000O0OOOO1 Call redirection due to originally called DTE, busy
00001001 Call redirection due to originally called DTE out of order

00001111 Call redirection due to prior request from originally called DTE for
systematic call redirection

1 1 XX X X XX Called deflection by the originally called DTE (see Note)

NOTE —The Xs are those set by the called DTE in the X.25 call deflection selection facility.

The second octet indicates the numbeseshi-octets irthe called DTE address. This address length indicatinisy
encoded and bit 1 is the low order bit. Its value is limited to a maximum of 15.

The nextn octets, up to a maximum of 8, contain the address of the alternate DTE coded identically to that of the called
DTE address field in call request packets. When the total number of digits in the called and calling DTE address filed is
odd, a semi-octet with zeros in bits 4, 3, 2 and 1 will be inserted after the calling DTE address field inmadietaio

octet alignment.

NOTE - It isfor further study whether the current limit of 15 on the value of the address length indicator will be relaxed-

and the address coding modified to bring: this encoding into alignment with “A bit” and “TOA/NPI” adddisg format option of
Recommendation X.25.

The remainingoctets ofthe parametefield containall of the following utilities that were received inthe X.75 call
request packet:

—  Call identifier;
— Fast select indication;
— Reverse charging indication;
—  Closed user group indication;
— Closed user group with outgoing access indication;
—  Call redirection or deflection notification;
— Transit delay selection.
5.4.3.17 Coding of call redirection or deflection notification
The octet following the utility code fieldindicates the length imctets ofthe utility parametefield and has the

valuen+ 2, wheren is the number of octets necessary to hold the address of the originally called DTE. Tduefirst
the utility parameter field indicates the reason for redirection or deflection and has the following values:

Bitt 8 7 6 5 4 3 21
0 00O0OOOU 01 Call redirection due to originally called DTE, busy
00001001 Call redirection due to originally called DTE out of order

00001111 Call redirection due to prior request from originally called DTE for
systematic call redirection

1 0 XX X X X X Calling DTE originated (see Note 1)

1 1 XX X X XX Called deflection by the originally called DTE (see Note 2)
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NOTES

1  When morethan one address applies tdaE/DCE interfacethe call redirection or call deflectiomotification
facility may be used by the DTE in an X.25 call request packet to inform the called DTE that the call has been redirected or defected
in the calling DTE (which is supposed to be a packet switched private data network). The Xs are those set by the calling DTE.

2  The Xs are those set by the called DTE in the X.25 call deflection selection facility.

The secondoctet indicateghe number ofsemi-octets inthe originally called DTE address. This address length
indicator is binary encoded and bit 1 is the low order bit. Its value is limited to a maximum of 15.

The nextn octets, up to a maximum of 8, cont#ire address of the originally called DEEded identically tahat of
the called DTE address field in call request packets.

NOTE - It is forfurther study whethethe current limit of 15 on the value of the address length indicator will be relaxed
and the address coding modified to bring #hisoding into alignmenwith “A bit” and “TOA/NPI” addressoding format option of
Recommendation X.25.

5.4.3.18 Coding of ROA selection utility

The parameter field contains the DNIC or INIC (see 5.3) for a requested ROA transit network and is in théofarm of
decimal digits.

Each digit is coded in a semi-octet in binary coded decimal with bit 5 or 1 beifgytbeder bit of the digit. Théigh
order digit is coded into bits 8 to 5 of the first octet of the parameter.

5.4.3.19 Coding of the utility marker utility parameter
Bitt 8 7 6 5 4 3 2 1
Code: 0 00 O 0 O O 0

Annex A

Definition of symbols for Annexes B, C and D
(This annex forms an integral part of this Recommendation)

A.l General

This annex contains the definitions for the symbols to be used in Annexes B, C and D. Annex B defines the states of the
X/Y interfaceand the transitionbetween states ithe normalcase, while Annex C contains the full definition of
actions, if any, to be taken on the receippatkets by an STE. Annex @escribeghe actions taken by the STE on
time-outs, if any, in the packet layer.

A.2 Symbol definition of the state diagrams

See Figure A.1.

A3 Order definition of the state diagrams

For the sake of clarity, theormalprocedure at the interfacedsscribed in a number efmall state diagrams. In order
to describe the normal procedure fully, it is necessary to allocate a pridiity tifferent figuresnd to relate a higher
order diagram with a lower one. This has been done by the following means:

— The figures ararranged in order of priority with Figure A.Pegtar) having the highest priority and
subsequent figuresavinglower priority. Prioritymeans thatvhen a packet belonging tohéggherorder
diagram is transferred, that diagram is applicable and the lower order one is not.

— The relation with a state in a lower ordiéagram is given by includinthat state inside an ellipse in the
higher order diagram.

Recommendation X.75  (03/93) 79



Transition —
State number
State name
STE-X Respons_lt_nhty for
STE-Y the transition
—
(Packet <«—— Packet transferred
type)
T0717800-93/D07

NOTES

1 Each state is represented by an ellipse wherein the state
name and number are indicated.

2  Each state transition is represented by an arrow. The
responsibility for the transition (STE-X or STE-Y) and the
packet that has been transferred are indicated beside that
arrow.

FIGURE A.1/X.75
Symbol definition of the state diagrams

A.4 Symbol definition of the action tables
The entries given ifables C.1 to C.and D.1(see Annexes @nd D) indicate the action, @&y, to be taken by an

STE on receipt of ankind of packetand thestate the STE enters, which is given in parenth&sdlewing the action
taken.
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Annex B

State diagrams for the packet layer interface
between STEs for normal cases

(This annex forms an integral part of this Recommendation)

rl
Packet layer ready

Ready
plordl

~ Note 1)

Restart request
or
restart confirmation
(see Note 3)

Restart request
or
restart confirmation
(see Note 3)

Restart
request

Restart
request

r3
STE-Y

r2

STE-X
Restart request Restart request
sev (5 (O sre
Data, interrupt, Restart request Restart request Data, interrupt,
flow control, (see Note 2) (see Note 2) flow control,

reset, call or clear

NOTES

reset, call or clear

T0717810-93/D08

1  State p1 for virtual calls or state d1 for permanent virtual circuits.
2 This transition takes place after time-out T30 expires the first time.
3  This transition takes place without the transmission of the packet after time-out T30 expires the second time.

FIGURE B.1/X.75
Diagram of states for the transfer of restart packets
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Call request Call request

Call request

Call request

Call request Call request

pS
Call callision
(see Note 1)

STE-Y STE-X

Call connected
Call connected

d1
Flow control ready

p4
Data transfer

a) Transfer of call establishment packets

Any p-state

STE-Y
except p6 or p7

STE-X

Clear request Clear request

STE-X

p7
STE-Y
Clear request

Clear request
(see Note 2)

Clear request
(see Note 2)

Call connected, STE-Y STE-X Call cqnnected,

data, interrupt, . ; ) ; data, interrupt,

flow control or Clear confirmation Clear confirmation flow control or
reset or clear request or clear request reset

(see Note 3) (see Note 3)

T0717820-93/D09
b) Transfer of call clearing packets

NOTES

1  STE-X/Y shallissuedear requespacket and proceed to states p6/p7.
2 This transition takes place after time-out T33 expires the first time.

3  This transition takes place without the transmission of the packet after time-out T33 expires the second time.

FIGURE B.2/X.75

State diagrams for the transfer of call establishment and call clearing packets
within the packet layer ready (rl) state on a logical channel
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d1
Flow control ready

i1
Not interrupted Reset request
or reset

confirmation

Reset request
or reset
confirmation

d2 d3
STE-X STE-Y

Reset request Reset request .
STE-Y ‘
‘ ‘ STE-X
Data, interrupt Reset request Reset request Data, interrupt
or flow control (see Note) (see Note) or flow control
T0717830-93/D10
NOTE — This transition may takeggle after time-out T32 expires the first time.
FIGURE B.3/X.75
Diagram of states for the transfer of reset packets
within the data transfer (p4) state on a logical channel
Data or Data or
flow control flow control
STE-Y i1 STE-X
Not interrupted
Interrupt Interrupt
confirmation confirmation
STE-X STE-Y
Data or Data or
flow control Interrupt Interrupt STE-X flow control

STE-Y i2 i3 STE-Y
STE-X STE-Y
Interrupt request
STE-X 4‘ STE-X
Interrupt Interrupt
Data or STE-Y confirmation confirmation STE-X Data or
flow control flow control
Interrupt STE-X STE-Y Interrupt

i4

STE-X and
STE-X
Interrupt request
STE'Y A‘ STE-X T0717840-93/D11
Data or Data or
flow control flow control

FIGURE B.4/X.75

Diagram of states for the transfer of data, flow control and interrupt packets
within the flow control ready (d1) state on a logical channel
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Annex C

Actions taken by the STE on receipt of packets in
a given state of the packet layer X/Y interface

(This annex forms an integral part of this Recommendation)

NOTE — Actions are specified for STE-Y only. STE-X should follow the same procedure.

TABLE C.I/X.75

Action taken by STE-Y on receipt of packets

Packet received by STE-Y

State of the interface as
perceived by STE-Y

Any state

Any packet with unassigned logical channel (see Note)

Any packet with less than 2 octets

Any packet with an incorrect general format identifier

DISCARD

Any packet with correct general format identifier and assigned logical
channel (see Note)

(See Table C.2)

DISCARD STE-Y discards the received packet and takes no subsequent action.

NOTE - Assigned logical channel includég case where bits 1 to 4adtet 1 andits 1 to 8 ofoctet 2 are

all Os.
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TABLE C.2/X.75

Action taken by STE-Y on receipt of packets In a given state: restart

State of the interface as perceived by STE-Y

Packet received by STE-Y

Packet layer
ready
rl

STE-X restart
request
r2

STE-Y restart
request
r3

Restart request

NORMAL (r2)

DISCARD (r2)

NORMAL (r1)

Restart confirmation ERROR (r3) ERROR (r3) NORMAL
#17 (see Note 1) (r1)
#18
Restart request or confirmation with bit 1 to 4 of octet 1 or ERROR (r3)
bit 1 to 8 of octet Z 0 (see Note 1)
#41
Data, interrupt, flow control, reset call set-up or clear ERROR (r3)
when both logical channel number and logical channel| (See Table C.3) (see Note 1) DISCARD
group number are not all 0s #18 (r3)
Packet having a packet type identifier which is shorter ERROR (r3)
than 1 octet or is incompatible with the ones defined in (see Note 1)
clause 4 when both logical channel number and logical # 38 or# 33
channel group number are not all Os
Data, interrupt, flow control, reset call set up, clear, DISCARD DISCARD DISCARD
packet having a packet type identifier which is shorter (r1) (r2) (r3)

than 1 octet or is incompatible with the ones defined in
clause 4 when both logical channel number and logical
channel group number are all Os

NORMAL The action taken by STE-Y follows the normal procedures as defined in clause 3 (see Note 2).
DISCARD STE-Y discards the received packet and takes no subsequent action.

ERROR
diagnostic value # n.

NOTES

1 If STE-Y issues aestart requespacket as a result of an eraandition instate r2, itshould followthe actions described

in Annex D.

2 In the two following error situations the STE will invoke the ERROR (r3) procedure:

a) arestart requespacket orrestart confirmationpacket received istate r3 exceeds tleaximum permitted length, is

STE-Y discards the received packet and indicates restarting with “netemgestion” causend decimal

too short or (where detection of non-octet alignment is made at packet layer) is not octet aligned; diagnostic
values # 39, # 38 and # 82 respectively are used.

b) arestart requespacket received in state rl exceedsnteximum permitted length, tso short or (where detection of
non-octet alignment is made at packet layer) is not octet aligned; diagnostic v8aieg 88 and # 8espectively,

are used.
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TABLE C.3/X.75

Action taken by STE-Y on receipt of packets specifying an assigned logical channel
in a given state: call establishment and clearing

State of the interface as perceived by STE-Y

Packet layer ready rl

Packet received by STE-Y Ready | STE-X call | STE-X call Data STE-X STE-Y
request request transfer clear clear
request request
pl p2 p3 p4 p6 p7
Call request NORMAL ERROR ERROR ERROR ERROR ERROR
(p2) (p7) (p7) (p7) (p7) (p7)
#21 #116 # 23 (see Note 1) # 26
# 25
Call connected ERROR ERROR NORMAL ERROR ERROR DISCARD
(p7) (p7) (p4) (p7) (p7) (p7)
# 20 #21 (see Note 2) # 23 (see Note 1)
# 25
Clear request NORMAL NORMAL NORMAL NORMAL DISCARD NORMAL
(p6) (p6) (p6) (p6) (p6) (p1)
Clear confirmation DISCARD ERROR ERROR ERROR ERROR NORMAL
(p1) (p7) (p7) (p7) (p7) (p1)
#21 # 22 # 23 (see Note 1)
#25
Data, interrupt, flow control or ERROR ERROR ERROR ERROR
reset (p7) (p7) (p7) (p7)
# 20 #21 # 22 (see Note 1)
#25
Restart request or confirmation ERROR ERROR ERROR (see ERROR DISCARD
with bit 1 to 4 of octet 1 or bit 1 p7) (p7) (p7) Table C.4) (p7) (p7)
to 8 of octet 2 0 #41 #41 #41 (see Note 1)
#41
Packet having a packet type ERROR ERROR ERROR ERROR
identifier which is shorter than (p7) (p7) (p7) (p7)
1 octet or is incompatible with the| # 38 or # 33| # 38 or # 33| # 38 or # 33 (see Note 1)
ones defined in clause 4 # 38 or # 33

NORMAL

diagnostic codes specified in Annex F.

DISCARD
ERROR

NOTES

1 If STE-Y issues &lear requespacket as a result of an er@ndition instate p6, it shoulébllow the actions describe|

in Annex D.

2 The ERROR(p7) procedure isnvoked if STE-Y receives aall connectedpacket in response tocall requestpacket

from STE-Y requesting thiast selecfacility with restriction on response.

STE-Y discards the received packet and takes no subsequent action.

STE-Y discards the received packet and indicates clearing with “netwonigestion” causeand decimal
diagnostic value # n.

The action taken bTE-Y followsthe normal procedures as deemed in claus¢o@iever, if an error conditio
specified in Annex F occurs, STE-Y discariie received packet and indicates clearing with the cause

86
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TABLE C.4/X.75

Action taken by STE-Y on receipt of packets specifying an assigned

logical channel in a given state: reset

State of the interface as perceived by STE-Y
Data transfer p4
Packet received by STE-Y Flow control STE-X reset STE-Y reset
ready request request
dl d2 d3
Reset request NORMAL DISCARD NORMAL
(d2) (d2) (d1)
Reset confirmation ERROR ERROR NORMAL
(d3) (d3) (d1)
#27 # 28
Data, interrupt or flow control (See ERROR DISCARD
Table C.5) (d3) (d3)
# 28
Restart request or confirmation with bit 1 to 4 of octet 1 or bit 1L ERROR ERROR (d3)
to 8 of octet 22 0 (d3) (see Notel)
#al #41 DISCARD
. . S d3
Packet having a packet type identifier which is shorter than 1 pctet ERROR ERROR (d3) @3)
or is incompatible with the ones defined in clause 4 (d3) (see Notel)
# 38 or # 33 #38 or # 33
Invalid packet type on a permanent virtual circuit ERROR ERROR (d3)
(d3) (see Notel)
#35 #35

NORMAL

DISCARD STE-Y discards the received packet and takes no subsequent action.

ERROR
diagnostic value # n.

NOTES

The action taken by STE-Y follows the normal procedures as defined in clause 3 of the text (see Note

STE-Ydiscards the received packet and indicates resetting with “netvamestion” causand decimal

1 If STE-Y issues areset requespacket as a result of an erroondition in state d2, it shouldollow the actions

described in Annex D.

2 In thefollowing error situations the STE wilhvoke the ERROR (d3) procedurethe received packet exceeds t{
maximum permitted length, i®o short or (where detection of non-octet alignment is made at packet layer) is ng

aligned; diagnostic values # 39, # 38 and # 82 respectively are used.

he
t octet
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TABLE C.5/X.75

Action taken by receipt of packets specifying an assigned logical channel in a given
state: data, interrupt or flow control

State of the interface as perceived by STE-Y

Flow control ready d1

Packet received by STE-Y Not interruptedSTE-X interrupt| STE-Y interrupt| STE-XandY
request request interrupt
request
il i2 i3 i4
Interrupt NORMAL DISCARD (i2) NORMAL DISCARD (i4)
(i2) or ERROR (d3) (i4) or ERROR (d3)
(see Note 1) (see Note 1)
# 44 # 44
Interrupt confirmation DISCARD DISCARD NORMAL NORMAL
(i1) (i2) (i1) (i2)
Data with out of sequence P(S) or P(S) outside of ERROR (d3) ERROR (d3) ERROR (d3) ERROR (d3)
window #1 #1 #1 #1
Data with M bit violation ERROR (d3) | ERROR (d3) ERROR (d3) ERROR (d3)
# 103 # 103 # 103 # 103
Data with inconsistent Q bit setting NORMAL (i1) NORMAL (i2 NORMAL (i3) NORMAL (i4)
or or or or
ERROR (d3) ERROR (d3) ERROR (d3) ERROR (d3)
# 83 # 83 # 83 # 83
(see Note 3) (see Note 3) (see Note 3) (see Note 3)
Data or flow control with invalid P(R) ERROR (d3) ERROR (d3) ERROR (d3) ERROR (d3)
#2 #2 #2 #2

A first data packet after entering state dl with ERROR (d3) ERROR (d3) ERROR (d3) ERROR (d3)
P(S)# 0 #1 #1 #1 #1

When modulo 128 numbering is used, a flow ERROR (d3) ERROR (d3) ERROR (d3) ERROR (d3)

control or data packet with octet 4 shorter than # 38 # 38 # 38 # 38

1 octet

Valid data or flow control NORMAL NORMAL NORMAL NORMAL
(i1) (i2) (i3) (i4)

NORMAL The action taken by STE-Y follows the normal procedures as defined in clause 3 of the text (see Note 2).
DISCARD STE-Y discards the received packet and takes no subsequent action.

ERROR STE-Ydiscards the received packet and indicates reset with “netwemgiestion” causand decimal diagnosti
value # n.

NOTES

1 According t03.3.5 an STHeceiving a furtheinterrupt packet in the time betweegceiving onenterrupt packet and
transferring the interruponfirmationmay either discard thisnterrupt packet or reset the virtual call or the permanent vir|
circuit.

2 In the following error situations the STE wilhvoke the ERROR (d3) procedure:the received packet exceeds t
maximum permitted length, i®o short or (where detection of non-octet alignment is made at packet layer) is not octet 4
diagnostic values # 39, # 38 and # 82 respectively are used.

3 According t03.3.4 if an STE detecthat the value of the @it haschanged within a packet sequencendy reset the

tual

he
aligned;

virtual call or permanent virtual circuit.
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Under certain circumstances. the STE Y/X is required to respond to a packet from the STE X/Y within a stated

Annex D

Actions taken by the STE on time-outs in the packet layer

(This annex forms an integral part of this Recommendation)

maximum time. If any of these maximum timare exceeded, a time-out ithe STE X/Y will initiate the actions
summarized in Tables D.l and D.2. Therefore, this must be taken into account in the STE design.

TABLE D.I/X.75

STE X/Y time-outs (first time)

Time-out | Time-out | State of Started Normally terminated
number | value the when when Actions to be taken the first time the
logical time-out expires
channel
Toward STE Y/X Toward network

T30 180 sec.| r2/r3 STE X/Y | STE X/Y leaves the STE X/Y signals a For permanent virtual
issues a r2/r3 state (i.e., a restart requespacket | circuits, the STE
restart restart confirmatioror | (network congestign signals aeset request
request restart requespacket is| # 52) again, and restar| packet fietwork
packet received) time-out T30 congestion# 52)

T31 200 sec.| p2/p3 STE X/Y | STE X/Y leaves the STE X/Y enters the STE X/Y signalsa
issues aall | p2/p3 state (e.g.,@ll | p6/p7 state signalling g clear requespacket
request connectedclear clear requespacket (network congestign
packet requestor call request | (network congestign # 49)

packet is received) # 49)

T32 180 sec.| d2/d3 STE X/Y | STE X/Y leaves the STE X/Y signals aeset| STE X/Y signalgeset
issues a d2/d3 state (e.g.,r@set | requestpacket fetwork | requestpacket fetwork
reset confirmationor reset congestion#51) again | congestion# 51)
request requestpacket is and restarts time-out
packet received) T32

T33 180 sec.| p6/p7 STE X/Y | STE X/Y leaves the STE X/Y signals a
issues a p6/p7 state (e.g., a clear requespacket
clear clear confirmationor (network congestign
request clear requespacket is | #50) again, and restar
packet received) time-out T33
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TABLE D.2/X.75

STE X/Y time-outs (second time)

Actions to be taken the second time the time-out expires

D

Time-out
number
Toward STE X/Y Toward network
T30 STE X/Y enters the rl state For permanent virtual circuits, STE X/Y signal$
NOTE — Further actions may be initiated at areset requegpacket fietwork congestigr¥ 52)
higher level.
T31 (Not possible; T31 is not restarted after it has expired)
T32 For virtual calls, STE X/Y enters the p6/p7 statd-or virtual calls, STE X/Y signals@ear request]
signalling aclear requespacket fetwork packet fetwork congestigr# 51)
congestion# 51)
For permanent virtual circuits. STE X/Y enters| For permanent virtual circuits, STE X/Y signalg
the d1 state areset requegpacket fietwork congestigr# 51)
T33 STE X/Y enters the pl state
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Annex E

Coding of network generated diagnostic fields in X.75 clear,

reset and restart packets
(This annex forms an integral part of this Recommendation)

TABLE E.1/X.75
(See Notes 1, 2, 3and 9)

Diagnostics Bits
8 7 6 5 4 3 2 1| Decimal
No additional information 0O 0 0 0 0O O 0 O 0
Invalid P(S) 0O 0 0 0O 0 0 0 1 1
Invalid P(R) 0O 0 0 0O 0O 0 1 O 2
0 0 0 01 1 1 1 15
Packet type invalid 0O 0 O 1 0O O o0 o 16
For state rl o 0o o0 1 0 o0 0 1 17
For state r2 0o o o0 1 0 o0 1 O 18
For state r3 o o o0 1 0 o0 1 1 19
For state p1 O 0 0 1 0 1 0 O 20
For state p2 o 0 0 1 0 1 0 1 21
For state p3 o 0 0 1 0 1 1 O 22
For state p4 o 0 0 1 0 1 1 1 23
For state p5 o 0 0 1 1 0 0 o 24
For state p6 o 0 0 1 1 O 0 1 25
For state p7 o 0 0 1 1 0 1 o 26
For state d1 0 0 0 1 1 0 1 1 27
For state d2 o 0 o 1 1 1 0 O 28
For state d3 0 0 0 1 1 1 0 1 29
o 0 0 1 1 1 1 1 31
Packet not allowed 0 0 1 0 O O 0 O 32
Unidentifiable packet 0 0 1 0 O O 0 1 33
Call on one way logical channel (Note 4) o 0 1 0 O O 1 o 34
Invalid packet type on a permanent virtual circuit 0O 0 1 0 O O 1 1 35
Packet on unassigned logical channel o 0o 1 0o o0 1 o0 o 36
Reject not subscribed to (Note 4) o 0o 1 0o o0 1 o0 1 37
Packet too short 0O 0 1 0 O 1 1 O 38
Packet too long o o 1 o o 1 1 1 39
Invalid general format identifier 0o 0 1 0 1 0 0 O 40
Restart with non-zero in bits 1-4, 9-16 0 0 1 0 1 O 0 1 41
Packet type not compatible with facility/utility (Note 5) o o 1 0o 1 0o 1 o 42
Unauthorized interrupt confirmation o o 1 o 1 o 1 1 43
Unauthorized interrupt o 0 1 0 1 1 0 O 44
Unauthorized reject (Note 4) o o 1 o 1 1 o0 1 45
o 0 1 o0 1 1 1 1 47
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TABLE E.1/X.75(continued)

Diagnostics Bits
8 7 6 5 4 3 2 1| Decimal
Time expired o 0o 1 1 0 O 0 O 48
For incoming call/call request (Note 6) o o 1 1 0 0o 0 1 49
For clear indication/request (Note 6) o o 1 1 0 o0 1 o 50
For reset indication/request (Note 6) o o 1 1 0o o0 1 1 51
For restart indication/request (Note 6) o o 1 1 0 1 o0 O 52
o o0 1 1 1 1 1 1 63
Call set-up or clearing problem 0 1 0 0O O O o0 o 64
Facility/utility code not allowed (Note 5) o 1 0 0O 0 0o o0 1 65
Facility/utility parameter not allowed (Note 5) o 1 0 0O 0O o 1 o 66
Invalid called address 0 1 0 O O O 1 1 67
Invalid calling address 0 1 0 0O 0O 1 0 O 68
Invalid facility length 0 1 0 0O 0 1 0 1 69
Incoming call barred 0 1 0 0O 0O 1 1 O 70
No logical channel available o 1 0o 0 o0 1 1 1 71
Call collision 0 1. 0 0 1 0 O O 72
Duplicate facility/utility requested (Note 5) o 1 0 0 1 0o 0 1 73
Non-zero address length 0 1 0 0 1 0 1 o 74
Non-zero facility length o0 1 0 0 1 0 1 1 75
Facility/utility not provided when expected (Note 5) 0o 1 0o o0 1 1 0 O 76
Invalid CCITT-specified DTE facility 0 1 0 0O 1 1 0 1 77
Maximum number of call redirections or call deflectionsexceed€d 1 0 0 1 1 1 O 78
0 1. 0 0 1 1 1 O 78
Miscellaneous 0 1 0 1 0 0O 0 O 80
Improper cause code from DTE/STE (Note 7) 0 1 0 1 0O O 0 1 81
Octet non-aligned o 1 0 1 0O O 1 o 82
Inconsistent Q bit setting 0 1 0 1 0O O 1 1 83
NUI problem 0 1 0 1 0 1 0 O 84
o 1 0 1 1 1 1 1 95
Inter-network call set-up or clearing problem o 1 1 0 O O 0 o 96
Unknown calling DNIC 0 1 1 0 O 0 0 1 97
TNIC mismatch 0 1 1 0 O O 1 O 98
Call identifier mismatch o0 1 1 0 O 0 1 1 99
Negotiation error in utility parameter value o0 1 1 0 O 1 0 O 100
Invalid utility length o0 1 1 0 0 1 0 1 101
Non-zero utility length 0 1 1 0 0 1 1 O 102
M bit violation o0 1 1 0 0 1 1 1 103
o 1 1 0 1 1 1 1 111
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TABLE E.1/X.75(end)

Diagnostics Bits

8 7 6 5 4 3 2 1| Decimal
Inter network problem o0 1 1 1 0 O 0 o 112
Remote network problem o 1 1 1 0 0 0 1 113
Inter-network protocol problem o 1 1 1 0 0 1 o0 114
Inter-network link out of order o 1 1 1 0 0 1 1 115
Inter-network link busy o 1 1 1 0 1 0 O 116
Transit network facility problem o 1 1 1 0 1 0 1 117
Remote network facility problem o 1 1 1 0 1 1 O 118
Inter-network routing problem o 1 1 1 0 1 1 1 119
Temporary routing problem o 1 1 1 1 0 0 O 120
Unknown called DNIC o0 1 1 1 1 0 0 1 121
Maintenance action o 1 1 1 1 0 1 O 122
o 1 1 1 1 1 1 1 127
Reserved for network specific diagnostic informafidote 8) 1 0 0 0 O O o0 o 128
1 1 1 1 1 1 1 1 255

NOTES
1 Not all diagnostic codes need apply to a specific network, but those used are coded as in the table.

2 A given diagnostic need not apply to all packet typesréset requestlear requestindrestart requespackets).

3 The first diagnostic in each grouping is a generic diagnostic and can be used in placeaséthpecific diagnostic
within the grouping. The decimal 0 diagnostic code can be used in situations where no additional information is a

4 Only generated at a user interface (see Recommendation X.25).

5 When associated witthe cause “Networkongestion”this indicates a utilityproblem; when associated with a
other valid cause (see Tables 13, 15 and 17) this indicates a facility problem at a user interface.

6 When associated with the cause “Network congestion”, this indicates an X.75 packet timer problem; when a|
with any other valid cause (see Tables 13, 15 and 17) this indicates a packet timer problem at a user interface.

7 When associated witthe cause “Networlkcongestion” this indicates an invalid cause detected on an X.75
when associated withny other valid cause (see Tables 13, 15 and 17) this indicates an invalid cause detected
interface.

8 Whenthe associated cause is “Netwarngestion”. diagnostic codes this rangemay by bilateral agreemen
between Administrations, be transferred across an §K5 However,the receiving networkwill alter such values, a
described in 4.2.3.2, 4.4.3.2 or 4.5.1.2 as appropriate, before passing them to another network or across a user i

9 Whenthe associated cause is “Netwardngestion”, diagnostic codes the range 1 to 111 will be altered by t
receiving network, as described4r2.3.2 , 4.4.3.2 or 4.5.1.2 as appropriate, before passing them to another nety
across a user interface.

5
ailable.

y
ssociated
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At a user
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D

nterface.
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work or
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Annex F

Association of error conditions with cause and diagnostic codes

(This annex forms an integral part of this Recommendation)

a) Call request packet
Error condition Cause Spﬁgitf;'CBd(i)?%ﬁr?éi;:ségsee
1 Not octet aligned packet (where detection of Network congestion # 82
non-octet alignment is made at packet level if
implemented, see clause 3)
2. Address contains a non-BCD digit Network congestion # 67, 68
3. Address less than four digits Network congestion # 67, 68
4. Call set-up/clearing packet exceeds 323 octets Network congestion # 39
5. No combination of utilities could equal utility length  Network congestion #101
6. Facility or utility length larger than remainder of | Network congestion # 38
packet
7. Utility value conflicts (e.g., a particular combinatigrNetwork congestion # 66
not supported)
8. Utility code not allowed Network congestion # 65
9. Utility value not allowed or invalid Network congestion # 66
10. Utility expected and not provided Network congestion #76
11. Packettoo short Network congestion # 38
12. Address length larger than remainder of packet Network congestion # 38
13. Call user data larger than 16, or 128 octets in caséNetwork congestion # 39
of fast select facility
14. Class coding of the utility corresponding to a lengtiNetwork congestion #101
of parameter larger than remainder of packet
15. Utility code (except TNIC and ROA) repeated Network congestion #73
16. Duplicate TNIC Network congestion # 66
17. Unknown calling network identification Network congestion #97
18. Unknown number Not obtainable #67
19. Incoming call barred Access barred #70
20. Closed user group protection Access barred # 65
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Error condition

Cause

Specific diagnostics (see
Note 3 of Annex E)

21.

22.

23.

24,

25.

26.
27.

28.

29.

30.

31.

32.

33.

34.

35.

36.

Reverse charging rejected
Fast select rejected
National address smaller than national address

format permits

National address larger than national address for
permits

Called DTE out of order

No logical channel available
Call collision

The remote DTE/DCE interface does not support
function or a facility request

Procedure error at the remote DTE/DCE interface
Network congestion or fault condition within the
network

Planned maintenance activity within the network

Network fault condition detected other than at the
local STE X/Y interface

Reverse charging acceptar
not subscribed

Fast select acceptance not
subscribed

Not obtainable

mklot obtainable

Out of order

Number busy
Number busy

alncompatible destination
Remote procedure error

Network congestion

Network congestion

Network congestion

X.75 protocol error detected other than at the local Network congestion

STE X/Y interface

No inter-Administration service agreement is
recorded for calls from the calling network to the
called network

No inter-Administration service agreement is
recorded for calls from the calling network to the
called network using the routing indicated

The inter-Administration service agreement does

Access barred

Access barred

ndmcompatible destination

permit calls using the requested facility(ies) from the

calling network to the called network

ce

#0
#0
#67, 68
# 67, 68
#0
# greater than 127
#71

#71,72
#0
(see Annex E)
#0

# greater than 127
(see Note8 to Annex E)

#122

#113

#114

#119

#119

#118
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Error condition

Cause

Specific diagnostics (see
Note 3 of Annex E)

37.

38.

39.

40.

41.

42.

43.

44.

45.

46.

47.

48.

49.

The routing process is unable to determine any
suitable outgoing link for the called network

The routing process is unable to determine a suit
outgoing link with a free logical channel

Call collision is detected on the selected outgoing
link

The routing indicated in the receivedll request

packet is too long for an overall routing conforming

to X.110 to be provided (e.g., because alternative,
routing has already been used)

The routing indicated in the receivedll request
packet cannot be extended to provide an overall
routing in conformance with X.110 (e.g., because
prior use of alternative routing means that a circu
routing would be formed)

Each of the suitable outgoing links determined by
the routing process is subject to an unplanned ou

The routing process is unable to determine a suit

operational outgoing link supporting the requested

facility(ies)

The routing process is unable to determine a suit
operational outgoing link supporting the paramete
value of a requested facility

None of the suitable outgoing links determined by
the routing process is operational, and at least on
subject to a planned outage for essential mainten
Requested ROA out of order

Requested ROA invalid or not supported

NUI utility value invalid/unsupported or NUI utility
required but absent

Excessive number of call redirections or deflectio
detected for call

Not obtainable

abletwork congestion

Network congestion

Network congestion

Network congestion
the
ar

Network congestion
age

abletwork congestion

abletwork congestion
r

Network congestion
e is
ance
ROA problem
ROA problem

Access barred

nsAccess barred

#121

#116

#116

#120

#120

#115

#117

#117

#122

#0

#119

# 84

#78

NOTE — Error conditions 18 to 29 are examples for problems related to the destination network.
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b)

Call connected packet

Error condition

Cause

Specific diagnostics (see
Note 3 of Annex E)

10.

11.

12.

13.

14.

15.

16.

17.

18.

19.

20.

21.

22.

23.

Not octet aligned packet (where detection of
non-octet alignment is made at packet level if
implemented; see clause 3)

Address contains a non-BCD digit

Address less than four digits

Call set-up/clearing packet exceeds 323 octets

No combination of utilities could equal utility lengt

Facility or utility length larger than remainder of
packet

Utility value conflicts (e.qg., a particular combinatio|
not supported)

Utility code not allowed

Utility value not allowed or invalid

Utility expected and not provided

Packet too short

Address length larger than remainder of packet

Call user data larger than 128 octets in casasof
selectfacility

Call user data present fafst selecfacility not
requested)

Class coding of the utility corresponding to a leng
of parameter larger than remainder of packet

Utility code (except TNIC and ROA) repeated
Unknown calling network identification
Duplicate TNIC

Thecall requesipacket indicatefbst selectvith
restriction on response

Call identifier mismatch
TNIC mismatch
Negotiation error in utility parameter value

NUI utility value invalid/unsupported or NUI utility

Network congestion

Network congestion
Network congestion

Network congestion
n  Network congestion

Network congestion

nNetwork congestion

Network congestion
Network congestion
Network congestion
Network congestion
Network congestion

Network congestion

Network congestion

hNetwork congestion

Network congestion
Network congestion
Network congestion

Network congestion

Network congestion
Network congestion
Network congestion

Access barred

required but absent

#82

# 67, 68
#67, 68
#39
#101

# 38

# 66

# 65
# 66
#76
# 38
# 38

#39

#39

#101

#73
#97
# 66

#42

#99
# 98
#100

# 84
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c)

Clear request packet

Error condition Specific diagnostics (see
Cause Note3 of Annex E)

1. Not octet aligned packet (where detection of Network congestion # 82

non-octet alignment is made at packet level if

implemented; see clause 3)
2. Packet too short Network congestion # 38
3. Packettoo long Network congestion #39
4. Address length fields incorrectly set to non-zero Network congestion #74
5.  Utility length field incorrectly set to non-zero Network congestion # 102
6. Call user data larger than 128 in castasef select Network congestion # 39

facility (if fast selecfacility requested)
7. Call user data present f#st selecfacility not Network congestion # 39

requested)
8. Improper cause code from STE (if implemented; | Network congestion # 81

see 4.2.3.1)
9. Call set-up/clearing packet exceeds 323 octets Network congestion # 39

d) Clear confirmation packet
Specific diagnostics (see
Error condition Cause Note 3 of Annex E)

1. Not octet aligned packet (where detection of Network congestion # 82

non-octet alignment is made at packet level if

implemented; see clause 3)
2. Packet length larger than 3 octets Network congestion # 39
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Appendix |

Examples of multilink resetting procedures
(This appendix does not form an integral part of this Recommendation)
1.1 Introduction

The following examples illustrate application of the multilink resetting procedures is the case of:
a) MLP reset initiated by a single STE; and
b) MLP reset initiated by both STEs simultaneously.

1.2 MLP reset initiated by a single STE
See Figure 1.2.

Timer MT3

Station A Station B
MLP SLP ‘ ‘ SLP MLP
No multilink frames
MV(S) =0
MV(T) =0
Start %
/\
< ................................................................... a) NO mUItIIInk frarnes
MV(S) =0
. MV(T) =0
e MV(R) =0
=
E «R/:l/ Start
= —4/ \
MV(R) -0 | »|
C= 1 /
4—/13)/
4 /\
Stop \ C=q | e, N
b)\>
/\
P— Stop
\%
T0717850-93/D12

3 The SLP frame that acknowledges delivery of the multilink frame with R = 1.
®) The SLP frame that acknowledges delivery of the multilink frame with C = 1.

FIGURE 1.1/X.75

1.3 MLP reset initiated by both STEs simultaneously
See Figure 1.2.
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Station A Station B

MLP SLP ‘ ‘ SLP MLP

i No multilink frames
s MV(S) =0
- :Z> MV(T) =0
R= B
. 1 :R : 1; Start
e i |
= MV(R) =0 = |
| o}
E .g
| -
A—————©. e >_< |
Stop R b) o R — »| StOp
- ——— R=0c=y
rR=0,C=0 \
T0717860-93/D13

@ The SLP frame that acknowledges delivery of the multilink frame with R = 1.
®) The SLP frame that acknowledges delivery of the multilink frame with C = 1.

FIGURE 1.2/X.75

Appendix Il

Additional information on data signalling rates higher than 64 kbit/s
(This appendix does not form an integral part of this Recommendation)

I.1. Use of time slot 0 to 2 Mbit links

Time slot 0 can be used to detect the faults listed hereafter. The actions to be taken after fault detection are indicated.

I1.1.1  Loss of frame alignment

The loss of framealignment isdefined in 4.1.1/G.706. At least threensecutive incorrect framaignment signals
should be received. The recovery of frame alignment is specified in 4.1.2/G.706.

In case of loss of frama&lignment remot@larm indicatiorshould be sent in thepposite directiorusing bit 3 of time
slot O of the frame not containing the frame alignment signal as long ascthery ofthe frame alignment has not
been reached he transmission of data in tpposite direction should be stoppedre end of the ongoing frame and
replaced by all I's. Eventually the data stream to be delivered to the layer 2 entity could be forced to all 1's.

[1.1.2  Alarm indication signal (AIS)
AIS is defined as the receipt of all bits with value 1, including the bits of time slot 0.

Transmission line termination equipment normally monitors violations of the line code (HDB3). In cas=xoéssive
number of such violations the Transmission Line Termination equipment generates AlS.

In case of AIS remotalarm indicationshould be sent in thepposite directiorusing bit 3 of time slot 0 of the

frame not containing the frame alignment sigthating this error condition. The transmission of data inagosite
direction should be stopped at the end of the ongoing frame and replaced by all 1's.

100 Recommendation X.75 (03/93)



[1.1.3  Excessive error ratio in frame alignment
Excessive error ratio in frame alignment is defined in 4.1.6/G.732.

In this case remotalarm indicatiorshould be sent in thepposite directiorusing bit 3 of time slot 0 of the frame not
containing the frame alignment signal during this error condition. The transmission of datsoppdisée direction
should be stopped at the end of the ongoing frantreplaced byall 1's. Eventually the data stream to thelivered to
the layer 2 entity could be forced to all 1's.

11.1.4 Remote alarm indication

Remotealarm indication iseceived if bit 3 of time slot O of a franm®t containing the frame alignment signal has the
value 1.

In this casethe transmission of data in tlepposite direction should be stoppedfs end of the ongoing frame and
replaced by all 1's.

1.1.5 CRC failure
CRC failure is defined in 2.3.3/G.704.
CRC multiframe alignment achievement should be used as verification of the frame alignment according to 4.2/G.706.

If the number of received sub-multiframes with a faulty CRC exceeds 915 in one seeoluds of framealignment is
invoked.

For each sub-multiframe received with a CRC failure a frame with E = 0 should be sent in the other direction.

The count of the number oéceived sub-multiframes with faulty CRC and/or thereceived multiframes with the
E-bit = 0 could be used for performance monitoring.

Thresholds and actions are to be further studied.

11.1.6 Broken line

An openinput line (novoltage) differs from AIS since AIS istill coded in HDB3resulting in alternat@ositive and
negative voltages.

In case of brokefine remotealarm indicatiorshould be sent in thepposite directiomsing bit 3 of time slot 0 of the
frame not containing the frame alignment signal during this error condition. The transmission of datapipotiie
direction should be stopped thie end of the ongoing franendreplaced byall 1's. Eventually the data stream to be
delivered to the layer 2 entity could be forced to all 1's.

An alarmdestined forthe network operator should be generateddse of a continuedrror condition. The criteria
(frequency, duration) for this alarm generation are network dependent.

The generation of aaxcessivenumber of alarmslue to repeated error conditionger ashort time period should be
avoided.

The criteria (frequency, duration) for eachtleé error conditions resulting in maintenance actions should be bilaterally
agreed between network operators.

The maintenance actions shouisethe possibilities of activatindoops inorder to isolate théaulty element in the
2 Mbit/s link.

1.2. Guidelines for data signalling rates higher than 64 kbit/s in order to support high throughput

— No use of satellite links (G1 links) for small packet sizes (e.g., 128 octets).

Use of frame-level modulo 128 between 60 and 127).

The bit error rate of the link should be better thar?.10

The use of RNR frame should be avoided.
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Appendix Il
Guidelines for transmission over channels with long round-trip
delay and/or transmission rates higher than 64 kbit/s

(This appendix does not form an integral part of this Recommendation)

1.1 Preamble

The default parameters of X.75, viz déit&k layer modulo, frame sizand window size K) value,and packet layer
modulo, packet size and window size are not optimized for operation over connectidrishira long round-triglelay
will be encountered, such as cablesth long delays and satellite links, norfor transmissions ratesigher
than 64kbit/s.

NOTE —The round-trip delay is the time that elapses between sending the first bit fohare land receivinthe last bit
of the corresponding acknowledgement frame. Hence, round-trip delay is dependdrg transmission ratbame size, the
propagation delay of the channel and the queuing processing delay of the STES.

This appendix provides guidelines for the appropriate selection of parameters in these cases.

1.2 Common guidelines

To make maximunuse ofchannels with long round-trigelayand/or highbandwidth, it is necessary to enstinat a
sufficient number obctetsare transmitted. This number is a function, first, of the transmissiofRp&and round-trip
delay (D) and, second, of other factors such asrhitr ratio(BER). Annex A/X.13%and AnnexB/X.138 provide a list
of factors to be specified in reporting throughput performance.

Based on the primary factors, the number of octets is:

D (sec) * R (bit/s)
8

X (octety =

Therefore, approximately octets, depending ahe secondary factorgre needed. From thalue ofx, the following
expressions providéhe minimum requirement®r selection ofmaximum frame size (NI), maximum number of
outstanding | frame), and maximum retransmission delay (TI) as a functionasfd D:

N1l(octety * k = X
andTL > D

For a giverk, N1 is directly derivedHowever,not all framesandlayer 3 packets will be of maximum size. Derivation
of an optimal value ok in such cases ibeyondthe scope ofthis appendix (the distribution ofavious sizes of
frames/packets being STE ).

1.3 Guidelines for channels with long round-trip delays operating at 64 kbit/s

For the datdink layer operatingpver connectionsvith a maximum round niglelay of600 ms (which includes one
satellite hop), thenodulo 8 frame numberingay be used, but a frame size of at least 1024 octets is necessary to
maximize efficiency. If a smaller frame is to be used, it is necessary to use modulo 128.

Assuming modulo 128, layer 2 windowg €an be derived from the allowabifeaximum packet sizes (maximum frame
sizes, N1, are derived from the maximum packet sizes with the addition of 11 octtts, gacket overhead ofottets
and frame overhead of 7 octets). These are shown in Table Ill.1 below:
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.4 Guidelines for circuits operating at 1920 kbit/s

For X.75 terrestrial circuits with transmission rates of 1920 kaitts round-tripdelay inthe order of 1 manodulo 8
is considered sufficient. For longer round-tdplaysoperating at 1920 kbit/s, assuming modulo 1i2&, following

parameters are suggested:

a) for cables with nominal delays (D ~ 10 ms), see Table III.2;

b) for cables with longlelays ( D ~120 ms)see Tabléll.3. Appropriatek values for different packet sizes

are shown;

c) for satellitelinks ( D ~ 600 ms)see Tabldll.4. Appropriatek values for different packet sizes are

shown.

TABLE II1.1/X.75

Layer 2 window (k) — 64 kbit/s — round-trip delay of 600 ms

Packet Data Field Frame Size N1 with K
Size (Octets) Overhead (Octets)

128 139 35

256 267 18

512 523 10

1024 1035 5

2048 2059 3

4096 4107 2

TABLE I11.2/X.75

Layer 2 window (k) — 1920 kbit/s — round-trip delay of 10 ms

Packet Data Field Frame Size N1with K
Size (Octets) Overhead (Octets)

128 139 18

256 267 9

512 523 5

1024 1035 3

2048 2059 2
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TABLE I11.3/X.75

Layer 2 window (k) — 1920 kbit/s — round-trip delay of 120 ms

Packet Data Field
Size (Octets)

Frame Size N1 with
Overhead (Octets)

256 267 108
512 523 56
1024 1035 28
2048 2059 14
4096 4107 8

TABLE I11.4/X.75

Layer 2 window (k) — 1920 kbit/s — round-trip delay of 600 ms

Frame Size N1 with

Packet Data Field
Size (Octets) Overhead (Octets) k
2048 2059 70
4096 4107 36
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